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PR IR AP -7 B (time/space)"shm o 4% % R H-5Y 0 4o Bl(Upward,
1996) - # ¢ » x & 5 B # fn(transactional axis) ~ # $5 #h(evidential axis) ~ £ &
#h(identity axis) ~ #% % $h(recordkeeping axis) e i fih12 2 & 4 (create) ~ . &

(capture) ~ i %% (organize) ~ % ~ i (pluralize) = i 4 % (dimension) - fAf & fht >
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H ¢ 2 2 (document) E_f >t — i 7 # 2. % if (based in an act and is a pseudo
representation of that act) ; #% % (record)£_~ i erze BN » v F &2 H v > i24p
if (a memorialized form of the document usually linked with other documents) ; 2
7 (archive) ¥ - B8 & #775 & &K 2 2 cnff % & & ¥ (the aggregated record
viewed as all the archival documents of an organization) ; £ s (archives)&_3? & 7|

;9 > 7 4% % (The archives is the archive in plural form) -

B

ERu-g -2
% At

y AR

$BE
1R

L

B 2-5 %@ F A

FhEB ARG Al TRE Y T B E AL RV F R
FHOAR R EA- BREFET AR 244 ¢  (accountable

-

recordkeeping regime ) (McKemmish, 1997 ) ; ft #84]¢ > = L 2R T K
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S

RPBENRE S BT R AFE R LT R AR E R o

FUER S 3 5 205 Mk I An b T AR bldo i R B
(Dublin Core, DC) ~ Australian Government Locator Service (AGLS) ~ Encoded

Archival Description (EAD) % » H @ 12 JF’Hp s E(THFDCREY R -

DC effad - A% foify chiplt N3 Tl K25 - BFA - AR
M H fy i o AGLS EUR M iR > 4 5 b 27 DC e 4d 4p i » 8228 P 1RE T

Frifp R > e R i h 3 FiRe 2T - 222 28 FRLIFR
“rr2 AGLS i 3+ 24 §§ 2«05 EAD B 2.2 % B4 % £ ¢ (The Society of
American Archivists) L % > M & EFF A R S R ST N F RAE
- IR AFREEVROEHD R

AL F R < B (Visual Resources Association (VRA) Core, VRAC) Bl 211 &

Foi TR AR e o AKFEFTHRAT ¢ 0 ZHIFTPHT

E SR BRETA O REIANERARFTOS TR GE R P (5
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2 A)PERFIEAF BT L - Koo pAERM R R BRI LY 4T
Jpg # B F AR > E 2 - BRI TSR s R B39 0 ek
7 &L et VRAC cofff i %af 20 F R P w dff kR E ehE & k3 VRAC
IR T RS R A A A A NERESSA R R EER YT

g BRI A

ERLRFREREY Y AP UDCER ST o AR TR H R A

TS B AR 0 PR AT A S HT S TR s AR
SRR WEF LA L Fpulm, 2T s g R ‘?4%‘})5‘!5733_)31’?]

?Iz\

PoBRETIFRALAR AR -

AFERE T E R TR DC ~ AGLS ~ EAD = @2 FTAEE & 227
AR FI AR LTI MERETRATER S BV Y RinE FEERE X
te R R TR B oo v DC & AGLS iz B2 TR E AR

PR ERG T TR R B AFE AR S NS

FERIF P 2 F AP o AR RFERFRTREATAGTE IR A

REFREFREIHED o EEF L5 ¢

DC ent 7 en3 p 4o @ (1)Title ~ (2)Creator ~ (3)Subject ~ (4)Description ~

(5)Publisher ~ (6)Contributor ~ (7)Date ~ (8)Type ~ (9)Format ~ (10)ldentifier ~
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ST R P S ER A e RS L2 B - AR R
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R R E R A FIHEED o
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F-EF 6 ARAE S 2P E 0 ¢ 3 Identifier(DC-10) ~ Title(DC-2)
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B o %8 43I & > ¢ 3% Rights(DC-15) ~ Description(DC-4)
Publisher (DC-5) ~ Type(DC-8) ; * w 3B ¥ k't 2k » it RZ i i34

7 (Qualifier) s & e iidp M en @ & > & F AUATI ™ N 4esTo FZ 85 5
FiE o R2ndpily @ 573 I = 0 #]4c Contributor (DC-6)
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2 L E 3T KB
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7 Ll FER B
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10 O ENER AN
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18 FEpNE ER- O N
19 £ EREN AN DC-02
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23 | = 2N (< u) E e A B
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Py T kiRIE
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45 DC-15
Rights(s 147 139,
2], & 5 e URL

K A K ORBERLARG L3 22K

[SO 23081 # 3] % 78 ~ & (Monash University)% -‘F*f Sue McKemmish, Ann
Pedersen £ Steve Stuckey ¥ £ #h% 3 & F @ » &% 2 ¥ [SO

15489-1 #7137 & 2 B F AL 25 T hag~id 11~ BN R AL ank
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FHAL 2 MY AR AR R AP IR BT 3 MR SR EF
B AN BN AR A AR T 5 MR A e T
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(. REA) |, B 1 R
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3

;7-*\
Ny

Pl R E T A R R RN A R A PION B
A2 8

EREY o BEFR/ET R LD Ad R CEOH rr R @A

T_ o

2o oA RE % (non-active archival records) 2 # 28 FokbE E
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4=

TS RES N EES TR S FaIEEE T R R

;¢ 2% (document type definition » DTD ) T & Z#pd| < 29ré& 7 i

e

(Element) » ¥ = x & B tehp 2> ¢ 3 HI A 23 p 32 HENR 7R

FragaEs e st 0 FHRGERET IR DTHEE -
AR T REFIEE DR o FI o g2 VAR R RIS A

R v B AS AT EFM o ARDREG N N o VR

ot e ki

43



)

fRERIL

~

( \ E

RERR2

~

XV ENT

N\ E

RERAS

~

W28 ekttt by BT IS
= N BRI B afk % 3 2 (non-active groups of archival records) % H
ES R R SR TR E e Y s TR

g B XML AR R & - BApid 2 #3)30 LA DTD 1t ik g e {4 2 4

N\

2 m’?;}_'—:‘_}"—‘f#o ﬁs*:ﬂl“ gai\‘. ) (& 18 }—};}%‘4 z H 37:’§ ?%}:i&jg N1 ,}-éj::g:_
AR HE TR ERERY ﬁﬂ?{“’é% G FLe 3 NEE R IR A RARRTE L S

i # )‘3';,,’;_{_% —;-,?:_ o
Bl SRR L R R R Bl F R i 4 F
BHEMHRE R DB R ‘ﬁﬁij}ﬁﬂﬁ‘é OB o Bt VT B L Sahe A

WEZED ANRPF R MR- BIEREREF RS g R —‘gﬂliﬁ»ﬁﬂ

’ﬁ * 1B o-&r%ﬁi’—l%%m “f{’}ﬂ’—_%m, ?K,Tlt,v L dg-= ‘\‘ - 1""‘"’5 ‘\\Zl:'n IJP

44



— 2R
W R | s
O ) |

) fE R
PR R ——| FEIEG |e—> D)
— [

nHE
( FEA - BHEE |
PR3
I

B2-9nsFRASERTTFHEL

“®)

-\r’t

perr b g AT ERAPLET P S AERR RIS

T4 RINMFTRIROL GFPHRE? TR EH T ROTIHER
FoArRl 2210 M EE A REREBHMEBALT I HFLI IR LK
TR REAFLIAALT INE AR LD EFTRNY LB TLIBET
R ARKFEE FHEFLHBERS R R PBHABERN I T 32
o AFTRERFEFRIAEE I UBERS A FHE YRCRARE FHE
BES MEFELARLIEE NP - NEF2LE TT IRELDETTH

FORMERRLEDFEFRIEE SHERS T ES2 PR REBRMN A

"y PEF FEE FrRes o

RN
THEEEER
ETHEE ' :
Fatsst mm) | REbES | RFEEE ) 5L

Iy R, BISEH
Bl 2-10 a2 &FH 2 BIFE T2 T F RN r’fﬁ-

45



A8 AFIREIHE

FRE 7% B b 2007 & gods dic ok 4 (digital continuity) - & 0 dr g L
AR R L L ER R N L P S s S
R %o l-‘?—ﬁ-}%"ﬁ 7]{%"—,%-—1’%};*\ ﬁ,q”?ﬁ'{lﬂ;}%%m.—g ‘iﬁﬂfﬁlﬁ:}ijﬁﬁ'ﬁé .

i el A T AR M B T A

p.

FRARGEBFTL BT ALPPFR PR A S 5 SR ARG B

B AREFR P O EEARERATASNEIE B AR TN LR
o LAHF LT E > MEREc A X 2 = F M (complete) ~ 7 {7 {4 (available)

>
ﬁ
;“\
e
S
Sk
%
>
:ﬁ
S
R
i
¥
-
¢
N
S
B
>_\.
3

=3
ERER R IR R REFTHALFREZR A R bk &
AT BN L AR T PR FAe L v e ga (2% Py
(web continuity) s iF-4 | i B ey safdt > TRl v 2o S H “f PP Rn
CERS O RELEBREDORTFEANT I EMES ST U ER > HFFEL A

g o

AR A E R T 0 LR H BP0 T8 AR

EX

BT GRS T R TS e FE 2 BH

46



47



S S LT A

TR Y %S T

w
)
Ry

i

s

o

=H
4y

e
W
_‘3‘3}

\\a

(Z) RHAbEL papnn
P RHHAE RDE BT FRER

1‘ t’f% g/_}]va_ﬁ)‘_

3 WAL/ e TR R TR -



3 HE G R E R AR T RS L ) o

A HEFE IR L PN R RER N

Fig S NZ R RS SRR R IR Y AR e st g B o 2l
i ke s A T E A TR SR A R R
WEMZ T I IR0 - 2 Rl E G 3 P22 TR
ﬁl’ e Y Ak p TR R ExL NF - AP LAY IER
P B SRR R e s AR F A U TR

T 8T P o B s

5

FRERS RIS I ER2ETERT R

65‘34

NEUAEE AR A TR EAE Y Z TR AR - I 4%

=

49



R ER BT IR Pt SR

T F AL ER O eB 2-10 0 R LTEA B AEBRY ARY A4 R A

te5¢ (original format) h% + 4% © BEFAHPF > BT E X DPFAHR S

(filing format) - s W E »#F g2 k5 57

EPEYEFP &

TR REIEF D% s S (preservation format) 12 8 4 12 5% B P

B AWAERET F 0 RTRBES RS RE LT 0 DI AR

¥ 7 I enk 345 (presentation format ) 5 & {2
REFEAABRLLRIBMPE S REHZEIZH

(transfer format) & {74 8 (%) °

R LS T L

R FAAEBES

3T (2 )5

FEMEPRRTROF E LR Y T A IR BT e
*

- 3R T A dg R Y A2 S W

50



?
FRE EAR AL SR SN R M

CNS 15489 £ 1SO 23081 > TEFES F AT
1 3 FRLE R FHERBTRATRA R TP

|

I
dik

BR FfFyRR T XA NE  FEE R TR NS

,l;i,g,;r’

£

\\\ﬁr

* R

Tl

PETROT R FEPMITKE g X

o
I

S SRS EY

T IEA R R RS PR R B R TR mE R

MRS AR B T R R R A A

FAMBAAETIRERT B AP R F2 2K

WA AR EE o e TR AP

51



AL FREAER AR APHZHFLT LB L RA
MioBBE B TR LG  REF TR H T s FA EENB AW
FRABHI ML IME DATAPHHIREFLI I ML

B NTREE - MR E

FETIMELG 2L HEFLBLLA

BB RS B P T 2 T B & CTRT B (context) ~ R ph R g

(structure) 1z 2 = ) % chp F (content):& (7 A BB 2 - AT L AT F

~

N

P

fhd 2 21 (type) ~ BB & s > FIL B Rk > AR T A

WP RN LB S B2 Y BLER

PP e YRR AR T guE 2 o R 2R F R A

TR K PR PR AR TR L R R -

SRR RS S I A R !
52



B M A H A AR SRR G A o B AR 2 RS

2y ~ A&

=RER @

e

N O 4

Ik

E

A

_% .

i

1. BEHaias & A

2. WETHALMITE B EB2 R dob A WP o e B2 iF

BL:

R
L

3. REHHMIFHEFE UL A NEY TERF LTI HERGE T

PR T { F7(refresh) ¢ 4 % (convert)

4, EHEA mE g

EARFABHTESSS  BHPM A B S BHEIRRT R
A R S RE YRR I NS IR JOE R e

207 RT I ARR M 5 R (multi-dimention) 2 45 % F I E R

}

Gk B ER B EIFR (range and reach) >k ALit ke EIRG B BT o

FREFATAR T2 YRE T RAPM AR c BERE R

e

(hyperlink):i# 2 & + #h%k > AR I SHF L > B MY P70 N



FALCEBRILE G 5 0 Ra 7 FHAEBAER > BT T o M

T ik AP RS I RHA DI RE TR M LR
ERM AT X R A RR Y R RTINS T S S

FUER? AF A CFERAEFEFEP B IIE? FRIETH
BA s dor ¥ T 5 S b el A R ? et B

AREPBFY OV M NFEDLRY LF o

s BEECE Ml BESE TRRE I3 e

TFMETFIE T PWAEHE FRIFSERY A P LT ELT R
54



R TR KT FRF OB T AN SV T AR
FIOHEASER SEFALT IR P EPEEF 2P

2\ E."“_‘ Y N N = - R N Iy
BT A B T2 TR R SR E R FE RS

XK
o
i

T
3
2|
(w
|
A’a
.TI
i
~§t¥
E \
W&&
\Tm

Lo #Mp XA RF2T 3%
2. MM FEZRFBHE T 2T IR

3. BHMPMERTAE LR ER L H] B2

(w
=H
4y
=<
W

[9X}

N
Dl
<l
Jm
i
=
-5
e
=F
(w
a@H
44
e
W

¥ 8 RI|BITIER

LR ER RN



(NARA Electronic Records Management Guidance on the Web) ;; & & B 74#% % 4
et TR F I %~ & o (T 51 (Guidelines for management,
appraisal and preservation of electronic records) ; 4 % & 3= & #] (Principles)

(http://www.nationalarchives.gov.uk/documents/principles.pdf) &2 ¢ 12 42 &

(Procedures) =

(http://www.nationalarchives.gov.uk/documents/procedures.pdf) ;

A SFRRE AR THEE TR & § 2490 (Records and

Information Life Cycle Management Guide) |

(http://www.collectionscanada.gc.ca/government/news-events/007001-2113-e.html) ;

BRI RAERT IR R T IEAMREAS S BINA
1. 3 3 g 227 f(Information management framework)
2.1T s % (IT systems)

3.7, ~ a2yt (Create, capture and describe)
4. & * (Access)

5. %8 ~ &g A 4E (Keep, destroy or transfer)

6. % > ~ &3 & %3 (Secure, store and preserve)

(http://www.naa.gov.au/records-management/publications/topic.aspx) ; 12 % (&
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[SO (the International Organization for Standardization) is a worldwide
federation of national standards bodies (ISO member bodies). The work
of preparing International Standards is normally carried out through IS0
technical committees. Each member body interested in a subject for which
a technical committee has been established has the right to be represented
on that committee. International organizations, governmental and

non-governmental, in liaison with ISO, also take part in the work. ISO
collaborates closely with the International Electrotechnical Commission

(IEC) on all matters of electrotechnical standardization.

[SO(International Organization for Standardization, ®"% &% &5 )& &
B ] %ﬂﬂ@ﬁwusogﬁﬁﬁf#)? W E S cHl TR EHRE L T YA
[SO Hpsd F g = = éﬁ@%?ﬁ#ﬁmiﬁgﬁammsﬁgﬁ,wﬁﬁ
%ﬁaiﬁigmli%oﬁIﬂﬁ%%%%ﬁﬁ?iﬁébg%ﬁWW%ﬁﬁiF’éﬁw
it [SOLER%ER1 LR ¢€([IECOETTHWERELD g FiFRrap ko

International Standards are drafted in accordance with the rules given
in the ISO/IEC Directives, Part 2.

B R 8 kg5 [SO/IEC = #en® 230 A #T X F eh o

The main task of technical committees is to prepare International
Standards. Draft International Standards adopted by the technical
committees are circulated to the member bodies for voting. Publication
as an International Standard requires approval by at least 75 % of the

member bodies casting a vote.

L | g ha ﬁwﬁiﬁi@%%ﬁoﬁﬁiﬁgﬁwzwmﬁﬁiﬁﬁ@
wApgﬁW BAA FPE1 0 5% § F DRI ABERET &40
TAEREREDT SFF o
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Attention 1s drawn to the possibility that some of the elements of this
document may be the subject of patent rights. ISO shall not be held

responsible for identifying any or all such patent rights.

AR AREDEE AET B L JEF M ISORF L FERBYE RN

Al -

[SO 23081-1 was prepared by Technical Committee ISO/TC 46, Information

and documentation,
Subcommittee SC 11, Archives/records management.

A& E d [SO/TC 46 T Tz = f%(lnformation and Documentation) ; # #¥
2R ¢g2~2%2 R ¢ SC 11T %% ®(Archives/Records Management) ; *f#

Jr
=

This first edition cancels and replaces Technical Specification ISO/TS
23081-1:2004, which has been updated and technically revised.

PF - R B F B % 1SO/TS 23081-1:2004 $ A4 -

[SO 23081 consists of the following parts, under the general title
Information and documentation - Records management processes - Metadata

for records:

- Past 1: Principles

AR B LS TTRE RIS NERATA, Y e &

o
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Introduction

M

[SO 23081 sets a framework for creating, managing and using records

management metadata and explains the principles that govern them.

ﬂ‘%%i?@i—ﬂ%é_i‘%I?:lif%?*#%%“@&_ﬁ L oen 2 1‘]& TP *Edpa?
e B oo

This International Standard is a guide to understanding, implementing
and using metadata within the framework of ISO 15489. It addresses the
relevance of records management metadata in business processes and the
different roles and types of metadata that support business and records
management processes'’. It also sets a framework for managing those

metadata.

‘%%i‘%i? % ISO 15489 24—~ » * ug‘fﬁ'* N RS I S E RN
*ﬂﬁ% NEYEREY O EFERAT R OM AL 22 L
%% R W ERO R LS B 1) AREEEFE IR EL R

BE g -

[t does not define a mandatory set of records management metadata to be
implemented, since these metadata will differ in detail according to
organizational or specific requirements for jurisdiction. However, it
assesses the main existing metadata sets in line with the requirements
of ISO 15489.

Flr e 2B FTREAFTEFRFDERLLEARZT R L& 5 93 ko 11U
AREERERT TR EF wﬁﬁ? R PP EEE o RaA 0 ARER
Bk s IS0 15489 F e 3 2 2 2 FTHE -



This part of ISO 23081 sets a framework for creating, managing and using

records management metadata and explains the principles that govern them.

1SO 23081 # - 2"k = - B A3 ~ FRE & ¥ %R TR PR
WL T PR

The proposed Parts 2 and 3 will be more explanatory and provide practical
guidance on implementation issues and how to assess records management
metadata sets against the principles in this part of ISO 23081. These
future parts will be Technical Reports that should be considered as more

time-bound documents that will need regular updates.

EA L ‘7:_5% %%hg:ﬁ;f$fﬁli’—-?lfj m-‘?jﬂz‘;}%gl DR e iR kK -
Z R 7}‘% FRE TS o FCNEE = R HNE L 0 TP AR S
LS SR I N & U

1) In this part of ISO 23081, business and business activity are used
as broad terms, not restricted to commercial activity, but including

public administration, non-profit and other activities.

=
I
*

1) A8 > Gy @y FEambRE LhT &> #F22E TN
R 2

AEPF T AF I LR

Information and documentation - Records management processes - Metadata

for records -

Fus e R AL AERE TR
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Part 1:

Principles

1 Scope

N

This part of ISO 23081 covers the principles that underpin and govern

records management metadata. These principles apply through time to:

AREe F P UABERPRFEIERBTILAORMN L R IPFRFEF

Hiﬁ’*-&r‘f

- records and their metadata;

- thE 2 ERETH

- all processes that affect them;

- BEU P Ty AR

- any system in which they reside;
- TP A iE R % R
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- any organization that is responsible for their management.

_ 4S5 1@ s T p ek
EF RV PPER EL?J*«

2 Normative references

2 51w o

The following referenced documents are indispensable for the application
of this document. For dated references, only the edition cited applies.
For undated references, the latest edition of the referenced document

(including any amendments) applies.

T2 RS A BRI T A WGP p Yt s

FURRRAK A G c HNRF P B A E T RE R TEY Y 2

[SO 15489-1:2001, Information and documentation - Records management-
Part 1: General

SO 15489-1:2001 F &~ pr-MhH g =L- & 130 P4

3 Terms and definitions

37 A
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For the purposes of this document, the terms and definitions given in
[SO 15489-1 and the following apply.

IS0 15489-1 11 % v/ T 4p b &30 % & » i * > A 2 & o

3.1
agent

individual, workgroup or organization responsible for or involved in

record creation, capture and/or records management processes

3.1
PR afa A d s WESHEAFERAEDR AL -1 0F ) & ko
3.2

encoding scheme

-‘%gn ™ %\'

controlled list of all the acceptable values in natural language and/or

as a syntax-encoded text string designed for machine processing

BTG TR Gl o & LG BRI TR PN S
B o

HE

4 =

3.3
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Schema
3.3
7% W

logical plan showing the relationships between metadata elements,
normally through establishing rules for the use and management of
metadata specifically as regards the semantics, the syntax and the

optionality (obligation level) of values

REFHE R LR ORER G F A FFI 222 B TR AR 2 ERp
kd A BRI AR FTL -FEEED(LERE) TR

4 Records management metadata

I ER S s

Metadata management 1s an inextricable part of records management,
serving a variety of functions and purposes. In a records management
context, metadata are defined as data describing the context, content
and structure of records and their management through time (ISO
15489-1:2001, 3.12). As such, metadata are structured or semi-structured
information that enables the creation, registration, classification,
access, preservation and disposition of records through time and within
and across domains. Each of these domains represents an area of
intellectual discourse and of social and/or organizational activity with
a distinctive or limited group of people who share certain values and
knowledge. Records management metadata can be used to identify,
authenticate and contextualize records and the people, processes and
systems that create, manage, maintain and use them and the policies that

govern them (see 9.1).
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RETHEFEIREFEFEITAR AL > VREF AF B D AR EFE
ZHERY  RFFTERILEZZFERFTOER N FEEHEE BEEREED
¥ 12 o F 4L (IS0 15489-1 % 3.12 &) - #ﬁ“i%ﬁié’ééﬁﬁﬂi{kéﬁ%ﬁﬁé
YRR R R RS EAL B A BT R RS X
FH R P L R A - B ARG E (&) BREREE B T
B ReDA P LTy H EE o o EFFER2BERT Y A5 - RE
Bk kiR A4 FI . kR AR A S RARE R 2R B

e (22% 9.1&) -

Initially, metadata define the record at its point of capture, fixing
the record into its business context and establishing management control
over 1t. During the existence of records or their aggregates, new layers
of metadata will be added, because of new uses in other business or usage
contexts. This means that metadata continue to accrue, over time,
information relating to the context of the records management and the
business processes 1in which the records are used and relating to
structural changes to the record or its appearance. Metadata can be
sourced or re-used by multiple systems and for multiple purposes.
Metadata applied to records during their active life may also continue
to apply when they cease to be required for current business purposes

but are retained for ongoing research or other values.
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Metadata ensure authenticity, reliability, usability and integrity over

time and enable the management and understanding of information objects,
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whether these are physical, analogue or digital. However, metadata also

need to be managed.
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Records management has always involved the management of metadata.
However, the digital environment requires a different expression of
traditional requirements and different mechanisms for identifying,
capturing, attributing and using metadata. In the digital environment,
authoritative records are those accompanied by metadata defining their
critical characteristics. These characteristics must be explicitly
documented rather than being implicit, as in some paper-based processes.
In the digital environment, it is essential to ensure that the creation
and capture of records management metadata are implemented in systems
that create, capture and manage records. Conversely, the digital
environment presents new opportunities for defining and creating
metadata and ensuring the complete, contemporaneous capture of records.
These records can be evidence of transactions or themselves be

transactions.
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b Perspectives and purpose of records management metadata
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5.1 Purpose and benefits of records management metadata

5.1 HE LR FHR PP o

Metadata support business and records management processes by:

REFHES T BB EY TR LA

a) protecting records as evidence and ensuring their accessibility and

usability through time;

1) RFREmEAs Bl TARFREHR PR T s

b) facilitating the ability to understand records;

2) HEH BB S D4

c¢) supporting and ensuring the evidential value of records;

3) LA FEUGAh R DEAY E

d) helping to ensure the authenticity, reliability and integrity of

records;

DR TS E XSS RN SRS 1

e) supporting and managing access, privacy and rights;

95



5) A EEFE G R BT

f) supporting efficient retrieval;

6) %47 k% ik

RN

g) supporting interoperability strategies by enabling authoritative
capture of records created in diverse technical and business environments

and their sustainability for as long as required;
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h) providing logical links between records and the context of their
creation, and maintaining them in- a structured, reliable and meaningful

way;
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1) supporting the identification of the technological environment in
which digital records were created or captured, and the management of
the technological environment in which they are maintained in order that

authentic records can be reproduced as long as they are needed;

-
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j) supporting efficient and successful migration of records from one
environment or computer platform to another or any other preservation

strategy.
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5. 2 Records management metadata that should be applied in an organization

5.2 ML FHY i 2R TR

5.2.1 General

5.2.1 %@

Organizations should make decisions on which of the metadata requirements

outlined in this part of

[SO 23081 are necessary in any or all organizational systems. These

decisions will be dependent on:
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a) business needs;

D ¥35%;

b) the regulatory environment;

2) i ARIEB;
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c) risks affecting business operations.

3) BFFEH TR G o

This assessment may identify which types of metadata need to be applied
in different areas of the organization, depending on business risks or

needs.
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Different perspectives on records management metadata are possible and

may coexist. These include:
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1) the business perspective, where records management metadata support

business processes;

D §ERE A RRRTR 0L  E A

2) the records management perspective, where metadata capture the
characteristics of records and their business context, and support their

management over time;

DthFF B 2R TR M EFEFRORE S LR R
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3) the use perspective within or outside the records creating business
context, where metadata enable the retrieval, understandability and

interpretation of records.

D GALMEAFERAN A L R R TR R kA
s

Broader levels of contextual detail may be required to understand and
use records through time, particularly their use in business environments

outside those in which they were created.
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Records management metadata consist of:
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i) metadata that document the business context in which records are
created or captured, as well as the content, structure and appearance

of those records;
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ii) metadata that document records management and business processes in
which records are subsequently used, including any changes to the content,

structure and appearance.
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b.2.2 Metadata at the point of record capture

5.2.2 A FHFHOREF

Metadata at the point of record capture include information about the
context of record creation, the business context, the agents involved
and metadata about the content, appearance, structure and technical

attributes of the records themselves. They allow records to be used in
an application or information system and make them readable, usable and
understandable. The context of records includes information about the
business processes in which they are created. These metadata will allow
users to understand the reliability of the record-creating authority,
the environment in which records were created, the purpose or business
activity being undertaken and their relationships with other records or
aggregations. The metadata documenting the business context should be
an integral part of the records produced by the records creator and they
need to be captured at the same time as records are captured into the

records systenm.
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The structure of a record consists of:

WEBEe s T
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a) its physical or technical structure;

DEEE R RS

b) its logical structure, i.e. the relationships between the data

elements comprising the record.
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These aspects are as important as the content itself. Metadata about
technical aspects should describe the system with which records are
created or captured, and the technical characteristics of the digital

components of which they are comprised.
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5.2.3 Metadata after record capture

5.2.3 Ew EMmE T

All records management processes performed upon a record, or on a group
or aggregation of records, should be documented. In order to preserve
records and guarantee their authenticity, reliability, usability and
integrity over time, 1t 1s necessary to create metadata that facilitate
the triggering or documentation of these records management processes

(in this document referred to as process metadata"). These metadata
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should include information about the management processes that have been

or will be applied to each record.

The level of detail for documenting records management processes will
vary according to predetermined management needs. Metadata about records
management processes can be applied throughout the record’ s existence.
Records management processes also create and use technical metadata for
the rendering and reproduction of digital records, which should be

recorded. Additionally, any changes in the record content, context and

structure caused by management activities should be documented.
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Business processes that access records should also be documented in the
metadata throughout the record’s life. Such business uses include

associating records with actions, action triggers and other records.
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All metadata about the record and those accruing in its management and
use also form a record: the metadata record that also has to be managed.
[t 1s essential to keep this metadata record at least for as long as the
original record exists. In the case of disposition of records, either

by transfer of custody or ownership, or by destruction, some metadata
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about them may still be needed to account for their existence, management

and disposition.
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6 Roles and responsibilities
6 &4 %14 iz

Roles and responsibilities with respect to records management metadata
should be defined, assigned and promulgated throughout the organization.
Where a specific need to create and capture records management metadata
1s i1dentified, it should be clear who is responsible for taking the
necessary action (ISO 15489-1:2001, 6.3).
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These responsibilities are a subset of the roles and responsibilities
for carrying out business and records management processes and should
be assigned to all employees in the organization who create, capture or
manage metadata. This includes records managers, allied information
professionals, executives, business unit managers, systems
administrators and others who create or capture records and associated
metadata as part of their work. Specific leadership, responsibility and

accountability for the management of metadata should be assigned to a
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person with appropriate authority within the organization and should be

reflected in job descriptions, policies and similar statements.
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Such responsibilities include the following.

félf_fi%‘fié Z Ar T

a) Records management professionals are responsible for the reliability,
authenticity, usability and integrity of metadata associated with
records, and for training users on capturing, managing and using metadata.
Records management professionals participate in the definition of
metadata requirements, develop related policies and strategies, and

monitor the process of metadata creation.
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b) All employees are accountable for ensuring the accuracy and
completeness of the records management metadata for which they are

responsible.
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c) Executives are responsible for ensuring that internal controls are
in place so that customers, auditors, courts, and other authorized users
can rely on the information that the organization produces. Executives
are responsible for supporting the use of records management metadata

and related policies throughout the organization.
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d) Information technology personnel are responsible for the reliability,
usability and integrity of the systems used to capture and maintain
metadata. They are responsible for ensuring that all records management

metadata are linked to the related records and that these links are

maintained.
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Training programs should support the performance of these

responsibilities. Audit procedures should monitor their performance.
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7T Records management metadata in relation to other metadata areas
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7.1 General

7.1 %%

Metadata may be created, captured and used for a single, particular

purpose or for multiple business purposes. These purposes may include
e-business, preservation, resource description, resource discovery and
rights management. Records management metadata can be shared by all of
these purposes. For example, metadata at the point of record capture may
inherit and extend the resource description and may be used for resource
discovery. Records management metadata can be inherited or extracted from
workflow systems, standard office software, e-mail systems and other

business systems.
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Neither point of record capture metadata nor process-related metadata
for records management can exist in isolation. It is therefore
appropriate and necessary to consider the creation and capture of
metadata for records management within this broader context to ensure
that appropriate links and relationships are established and metadata

are neilther duplicated nor unnecessarily produced.
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7.2 Metadata for e-business

7.2 3 E BT

=

Metadata help enable e-business, including e-commerce and e-government.
Metadata about all stages of the e-business processes can be captured.
This encompasses the location of a product, service, provider and
customer, the agreement of business terms and conditions, digital
signatures and the business process transactions themselves. These
metadata provide information about the business context and may therefore
overlap with contextual metadata (see 9.2.1) as well as structural and
storage metadata (see 9.2.1), security metadata (see 9.2.4), and some

accessibility metadata (see 9.2.3).
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7.3 Metadata for preservation

7.3 ®g @ Ep

The preservation of information, especially digital information, for
continued access 1s the concern of records management, library and
archives communities. Information technology is relatively volatile in

comparison with print-to-paper technology. Technical metadata are
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required to meet the challenge of constantly changing technology.
Additional structural and storage metadata (see 9.2.1) and some metadata
about records management processes (see 9.6) are needed to support
preservation. This includes metadata about records management processes
including access and security, migration, conversion and transfer
activities to ensure not only the accessibility of records through time,
but also their continued authenticity, reliability, usability and

integrity.
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7.4 Metadata for resource description

T4 T hEs R

One of the primary uses of metadata is for the description of resources.
These resources might be books, journals, videos, documents, images and
artefacts. They also include records transferred into archival custody.
The metadata are needed to identify the resource and can include the title,
creator(s), date(s), unique identifier, relationship to other resources
(e.g. within the same series) and its extent (e.g. size or length). Some
of these metadata elements are also used in a records management context.
They are similar to, and may overlap with, elements of the initial
metadata at the point of record capture documenting a record’ s content.
However, descriptive metadata for records management and archival
purposes are generally broader than standard resource description
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metadata and can include other elements such as, for example, contextual
metadata (see 9.2.1).
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There is a strong relationship between the type of metadata outlined and
the archival description. Archival institutions use metadata to describe
archival records in order to preserve their meaning over time, to place
them in their records management and administrative contexts and to
facilitate their use and management. Therefore, the existing standards
of archival description, such as ISAD/G and ISAAR(CPF)”, have an
extensive overlap with records management metadata, because both are
concerned with documenting business context and management processes.
Archival management, including archival description, is a complementary
and continuing activity for those records that are identified as having
archival value. Functionality to enable the migration of metadata between

organizational records systems and archival control systems is therefore

recommended.

BEFORETAENERFESRE LT AR OHEE o HE R BE
PR FTHIHBENFFTORENL IR B3 v Pal i #2
ER AR P RS ERERY ¥ RGEH R 9*—'75’?1“—’ o Fpt o G MO AR E K
it e 5 5] 4e [SAD/G &2 ISAAR(C F)» & 3 % PP FTHEG DL o
anaﬁﬁﬁ* ? nlfﬁﬁﬁ$%°%$%%§ﬁ?§%$#ﬁ
fo it o U ET IR 2 Zvﬁ»?é"v'l, FEFREDEA G A - AT L2 s
oo Tt > BB W o oR 0 OR_iE ’,}_%_E.?T%‘ité;%?,fi RO R R G Sz B

-,J_ﬁ—%‘

109



2) ISAD/G and ISAAR (CPF) are standards issued by the International
Council on Archives (ICA, www.ica.org). ISAD/G is the International
Standard for Archival Description (General Principles) and provides
guidelines for describing records and their aggregations. ISAAR (CPF)
is the International Standard Archival Authority Record (Corporate
Bodies, Persons, Families) and provides guidelines for describing

records-creating bodies.
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7.5 Metadata for resource discovery

7.5 FTRERDRATH

Metadata for resource discovery, 1i.e. information retrieval, overlap
with and extend beyond descriptive metadata (see 7.4). Business units,
knowledge managers, librarians and the public all depend on metadata to
retrieve information. Indexing, classification and location metadata are
examples that support resource discovery. Such metadata also support
records management objectives to facilitate the discovery of records
resources. In a records management context, these metadata are primarily

related to accessibility metadata

(see 9.2.3).
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7.6 Metadata for rights management

7.6 ' F L3
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Rights management can be considered to be a particular type or aspect
of e-business, since it is concerned with the management of the rights
over and use of an agent’s information resources. It encompasses the
description, valuation, trading, monitoring and tracking of those rights
and requires metadata that describe the three key entities involved in
the use of information resources. These three entities are the parties
involved (e.g. creator, publisher and consumer); the content in all its
forms; and the rights themselves (e.g. permissions, constraints and

rewards for use).
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8 Management of metadata
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8.1 General

8.1 &%

Two areas of metadata management can be distinguished:

RREFTHEEET URA LA S IRA

a) creating, capturing and managing the records management metadata;

D A2 WHEFEAFFERATH

b) creating, implementing, maintaining and managing the rules that govern
these processes and the structures that accommodate them, such as

Document Type Definitions (DTDs), schemas or data dictionaries.
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8.2 Levels of application of metadata

8.2 2 FH BT K &

The metadata described in this clause can be applied at different levels,

such as to
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a) individual records,

DR

b) groups or aggregates of records and/or

2) EHEAR LM 2 ()

C) entire records systems,

3) ﬁﬁ:l[&*&% f»uf?sf: °

depending on organizational needs and requirements. Records systems
should be designed to capture metadata at whatever levels are
organizationally appropriate. It should be noted that, white certain
forms of metadata, such as a title, may need to be applied to every record
in a system, other metadata may be applied at a broader level of

aggregation than the individual record.
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8.3 Points throughout the existence of records when metadata should be

created and applied
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Creating and applying metadata to records can and should occur at multiple

points throughout their existence.
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Much of the metadata described in this clause should be created during
the record’ s capture, registration and classification processes, as

described in ISO 15489-1:2001, 9.3, 9.4 and 9.5. This would define the
record at its point of capture, fixing it into its business context and

enabling the management processes to take place.
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Metadata creation and capture should continue after records generation.
Metadata need to be updated as records participating in transactions
become related to others, as management needs change and when records
systems are transferred from one organization to another. Metadata need
to reflect these changing circumstances. This is referred to as process
metadata (see 5.2.3).
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Capture and maintenance of these metadata should occur as a normal part

of business and records management operations.
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NOTE Records classification, as outlined in ISO 15489-1:2001, 9.5, can
facilitate much of the metadata attribution required in 9.2.4 and 9.6

outlined below.

iAol IS0 15489-1:2001 % 9.5 & 7 » Bk A8 F 23 5 6% 0.2.4 &
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8.4 Processes of metadata management

3.4 REFHF L

8.4.1 General

8.4.1 txif

Management of metadata entails the same processes as described in ISO
15489-1:2001, Clause 9: creation, capture, storage, description,

maintenance, access, definition of policies, strategies and methods.
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8.4.2 Defining policies and methods
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8.4.2 = & s &2

Agents, including records managers, should define and document policies
and rules for managing metadata and should articulate requirements for
metadata structures in line with their business requirements. These
policies and rules encompass issues such as assigning responsibilities,
what metadata should be created and captured, when and from what sources,
what metadata structures will be valid, and what standards and what

supporting systems should be used.
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8.4.3 Creating and maintaining metadata

8.4.3 A2 2 adaPiH

Records managers should identify what metadata need to be created and
captured when creating and maintaining records. The process of metadata

creation at the time of record creation should be monitored and

documented.
PALLAERFF O RMEFEIEARARERNTEA A BN EVARET M
EA2MER A2 BT OEERGMKRE %‘L'ﬁ’:%?‘ °
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Metadata about creating or altering metadata about a record should also
be defined and maintained. They will support appropriate and consistent

documentation of changes in the metadata record.

FRASAET MR EIASL AR ARETHR v PR TS S
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8.4.4 Creating and maintaining structures for managing metadata

8.4.4 AA YN FER2RTH

Structures for capturing, storing and managing metadata (see 8.6) should

be developed and defined to reflect records and records management

requirements
REFBEELET AR S B2 RRRTEDEE (225 8.648) » 1
FRAESMEFRG Lo

Relationships between metadata elements, and between them and the
information objects they describe need to be persistent. These
relationships should be correctly and persistently maintained over time
with particular attention given to changes caused through migration,

conversion and other preservation measures.

B HFaE2RTHAZ LRI AN Z 2B TR A I F T ay e
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8.4.5 Determining when and how metadata should be captured

8.4.5 i-w A o W BT T

Agents, i1ncluding records managers, should identify what metadata to
capture, when to capture them, and from what sources. These metadata
requirements should be based on the records management processes defined
in ISO 15489-1:2001, Clause 9. Part of this activity is also to determine

how metadata should be captured (manually or automatically).

A (e FHEE ﬁ)f@’*"&ﬂ ARG RS N %"rﬁfﬂ?m%\uiu\
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8.4.6 Documenting and enforcing standard definitions

8.4.6 = # ¥ Lk

Agents, including records managers, should document the rules and

policies on consistent use of content standards, structures, terms and
other related, relevant issues. They should ensure that those metadata
structures, terms, entity descriptions, and attributes are used in a

consistent way.

B (2 GHFFRAR) B fap 5HE R PR 16 BNR
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8.4.7 Storing metadata

8.4.7 # % 2§ 7

Agents, including records managers, should decide upon the way metadata
should be stored. Such decisions should take into account persistent
linkage between metadata and the objects to which they relate or belong.
Metadata can be stored together with the records or separately in a

database(s), or both. Management criteria, such as costs and performance,

may affect decisions on how metadata will be stored.

Y
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8.4.8 Description

8.4.8 # it

The process of managing metadata is ongoing for as long as records and
their relevant aggregates exist. To retain meaningful, reliable and
usable records, it is necessary to add new metadata where necessary: This
has to be done through time and across domains, for example, when
functions of one organization and the relevant parts of its records system
are transferred to another. This can entail adaptation by the receiving
organization of its existing metadata structures. Organizations should

define procedures and policies for documenting these changes.
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Several layers can be distinguished with an ever-expanding scope,
depending on how widely records will be shared and used. Records are
managed in systems, these systems are managed by organizations and these
organizations are part of a broader context (a business sector, a
government, a nation, the public or a society). At each of these levels,
metadata should provide enough information about the records to make them

understandable and accessible to the community concerned.
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In time, the original environment will change or disappear and the

intellectual discourse and knowledge will evolve. These types of changes
require translation of the original context of the creation of records
into this newer environment. This, too, will be done through metadata.
Over time, this activity will be taken over by individuals in successor

organizations who were not present at the point of creation.

- REF LG RARERCR S 4
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8.4.9 Access to metadata

Access to metadata should be limited to authorized agents and managed
with approved policies and rules. A security and access classification
scheme should be in place. Agents should also define a policy and rules
for interoperability of records management metadata in order to

facilitate exchange and retrieval of records across information systems,

organizations or jurisdictions.

@w&%ﬁﬁﬁ@g4&$&?ﬁﬁﬁﬁ%%§ﬂif’1?Hﬁ%%%?
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There should be a mechanism to track and document access or usage, and

any alterations or additions made to metadata.

Bz B3 R EHRE PR FRAFRARY U T R AP

8.4.10 Maintenance of metadata

8.4.10 Mk F A

8.4.10.1 Processes and methods

8.4.10.1 inAegr > 2
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Several methods and techniques are available to organize and maintain
metadata and metadata structures. Examples include data dictionaries
containing descriptions of entities, data types and the relationships
between them, and standard mark-up languages for explicitly describing

structures of digital objects.

FEIG AT AR E AERMTAL BB b F FRETR TR
UEEREH BPFTRBL U2 F B SRy R RE R T -

Processes included in maintenance are the following.

M A8 5 iR AR e T

a) Monitoring to ensure data integrity in maintaining metadata.

D gmrmiakaf fmagsz il

b) Security measures controlling access to metadata, such as
authorization rules between agents or systems and the entities or
objects to which they have access. These include personnel with authority

to change metadata structures.

c) Recovery mechanisms in the case of system failure.

3) kA srpFadh R e

d) Backup procedures.
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e) Migration through information technology environments or changes to

or update of systems managing records management metadata.
5) HE o v MY TRAENRREL I EAERB TR R R (AR
2 o

8.4.10.2 Authenticity and fixity of metadata

8.4.10.2 2 FHMIIPEBE

Records management metadata are as much subject to authenticity rules
or criteria as the records to which they are linked in order to make them
trustworthy. Agents should therefore document all policies and rules
relating to metadata and developments therein. Changes in structures for

metadata, either conceptual or physical, should also be documented.

HEFRR2EFTRLTLEEE O RIS LB I LI R EEFBR
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An important element for ensuring authenticity of metadata and proper
metadata management over time is the requirement that captured metadata
be fixed. Records management metadata need to be maintained as they are
and, 1n case change is needed, rules should be in place to govern the
process. These should include rules to document the reasons for the

changes, the changes themselves, and the authorized agents involved.
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These requirements apply over time and to any organization responsible

for the records involved.

FHOZFEL G FE fER2FFH > FEELIFFRE > EHR
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Metadata providing details about the creation of or change to the metadata

record 1tself should be maintained.

This should include information about any agents associated with the
creation or change and the type of activity that was undertaken, for
example: created, modified, checked, deleted. In addition, the version
of the metadata schema used to define and populate the metadata elements
should be identified.
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8.5 Metadata structure

8.5 RBFHEH

In order to facilitate relationships between metadata elements and make
them meaningful, they need to be structured, for example, by schenma.
Agents, i1ncluding records managers, should develop schemas for
describing the records they create, capture and manage, including

contextual information regarding business processes and agents. These
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schemas have to be maintained over time to reflect changes in the
organizational and business context. Relationships between new schemas

and those they replace should be identified and documented.

AR FEHE AR FARBHET S DR L RERF TR AR LR DM G
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Metadata schemas describe entities, their elements and their
interrelationships. Schemas also support the description of document
structures (e.g. with mark-up languages, such as XML) and are important

for managing databases that contain this descriptive information.
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Examples include Document Type Definitions (DTDs) or XML schemas for
defining document structures, database structures or other objects, and

conceptual schemas for relational or object-oriented databases.
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Metadata structures and the metadata elements of which they consist can
be further defined with an encoding scheme. Encoding schemes define the

values or the syntax of a metadata element.
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Examples of encoding schemes include the predefined tools for records
management defined in ISO 15489-1:2001,9.2 and 9.5: classification
schemes for business activities, classification schemes for access and

security and disposition schedules.

Yo #% F |+ ¢ 7 A [S015489-1:2001 % 9.2 & & 9.5 & ¢ % 7 FE R & DA
AR G0 BB X RGP ROSFLES FTARDEFFED E LA
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Benefits of schemas and schemes include:

B E KR P e T

a) facilitating integrated and consistent management of metadata;

D e Frdmaless - ki,

b) enabling interoperabitity by comparing or mapping different sets of

metadata;

2) FAd v RAHET B ORET R AE ST A

c) expressing the interrelationships of elements and their semantics:

3) #E A~ FEEF R NPT MG,

d) controlling the relationships between metadata elements and the

inherent semantics;
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e) ensuring and maintaining consistency in information systems C(e.g.

records systems);

5) FE S mE T R (Bldedh kR - R

f) allowing modular development, break-up or linkage of information

systems;

6) L F R F RS FF ¢ BN

g) providing a basis for the development of information systems or

databases.

) BEBRFFTA AN FTRESDLAH -

8.6 Role of systems

8.6 4semi d

Records should be created, captured or managed either by business systems,

records systems or by both in combination, such as:

e d F 3 kR fh R kAL ﬁ<ﬁ PRk Z 2~ E N EERE o b e
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a) a business system that is designed to create, capture and manage its

records independently;

1) w3 kjp2py g4 - W FEagmdRgkay @ L

b) a business system that creates, but does not manage records and

therefore works in conjunction with a dedicated records system;

2) AAMEE A A EFESOFE LS FIU R FEE B RS R F,

’

(a

c) a records system that is designed to create, capture and manage

records.

3) HPIr kA2 s WHEEFEHEDHE LR

Whatever system or combination of systems is used, it should be capable
of using and supplying metadata to manage records in an accountable and

effective way.
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—3)

Records systems should be designed and implemented with an infrastructure
necessary to generate, capture and manage appropriate metadata and, where

possible, to do so as an automated process.

R kR ey AL s W FE Ry RPTHEOAAEK I RKT LT
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Records systems should be designed to ensure that records and their
metadata remain accessible, authentic, reliable and useable through any

kind of system change.

R FABARF SN EFHREIEZER2ETHE AT LR T v FF
FEERESCLF VT RET R o

One method of recording changes is through the use of audit trails.
However, while audit trails for records and business systems are
essential for business continuity purposes, they may not fully meet the
records management requirements to provide a complete transaction
history for specific records (see ISO 15489-1:2001, 8.3.2).

AR LT RN R R R ) g
BB &AL (%2 IS0 15489-1:2001 % 8.3.2 &) -

Records management instruments, such as business, access and security
classification schemes and records disposition authorities, also need
to exist to ensure that metadata are drawn from authoritative sources.
Where possible, records systems should be designed to accommodate these

instruments and automate their use.
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9 Types of metadata required to support ISO 15489-1
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9.1 Introduction to metadata types

9.1 BTN A

This clause indicates the types of metadata that are required effectively
to implement ISO 15489-1. It is a further explanation of Clause 5. It
outlines the range of metadata that should be designed and applied within

records systems to meet the requirements of ISO 15489-1.

%ﬁn@—ﬁﬁzaa#gﬂﬁét*%180w4%—1%%éﬁ&%?%ﬁﬁil°
P BT R S IS0 15489-1 hF & o

The types of metadata required to support ISO 15489-1 may be broken down

into the following components (see Figure 1):

o 1A 4 [S0 15489-1 7 & hn B E RS R L N T AR (38
B 1)

a) metadata about the record itself;

1) M s LS hn@FR

b) metadata about the business rules or policies and mandates;

2) MU YEFRFA KRB RPHRE TR
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c) metadata about agents;

3 MR PR T

d) metadata about business activities or processes;

4) Mo ERE S Al T

e) metadata about records management processes.

5) M Ahk F it T

These types of metadata apply equally both before and after record

capture.

GENUNRRTLABELED k- g -
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Figure 1 - Main types and their relationships®
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3) Derived from Figure 2 Recordkeeping and Figure 3 The Business Context,
included in "Conceptual and Relationship models: Records in Business and
Socio-legal Contexts", a deliverable from the 1998-1999 Monash
University research project, called Recordkeeping Metadata Standards for
Managing and Accessing Information Resources In Networked Environments
Over Time for Government, Commerce, Social and Cultural Purposes. Chief
Investigators: Sue McKemmish, Ann Pedersen and Steve Stuckey.
http://www. sims. monash. edu. au/research/rcrq/research/spirt/reports. h

tml.

3) LB TEmAeHde  FEEAMEEENFE Y 94 % (Conceptual and
Relationship models: Records in Business and Socio-legal Contexts) |
FEY AR ZLHETETERSIFEFRE A IR o p2bd kg 1998-1999 & F
7R 3% + & (Monash University)en " A i it ¥ > Z i F ¥ A g8>
PP A IR GERRERERTAFT RO EFFTHESE
(Recordkeeping Metadata Standards for Managing and Accessing Information
Resources In Networked Environments Over Time for Government, Commerce,
Social and Cultural Purposes) ; # § 3 % = L £ # F & 4 5 * Sue McKemmish,
Ann Pedersen # Steve Stuckey & # x4 R

http://www. sims. monash. edu. au/research/rcrq/research/spirt/reports. h
tml -

Each of these comprises metadata which

M ER- 2RF RIS

1) are captured with the record, fixing it into its business context and
enabling the management processes to take place (i.e. metadata at point

of record capture) and

133



D) &g dad g 22y @ erRrkpmEasds (77 afi
wEFAEERoRETR) 0 2

2) continue to be created and captured (i.e. process metadata); this goes
beyond the record creating organization and has to be ensured by any
organization that will be responsible for the management of the records

over time.

ERRERLBRDER D REFER R R F o

This categorization has been used as a framework for this part of ISO
23081. A statement 1s included following each of the metadata
requirements in order to indicate from which clause or subclause of ISO
15489-1 they are derived.

9.2 Metadata about records

9.2 ¥ HEF HOREFTH

9.2.1 Metadata about records at the point of record capture

9.2.1 #E X &P 23T MaORE TR
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Key elements of structural and storage metadata, such as format and key
technical dependencies, should be identified and documented at the point
of record capture in order to ensure that the record’ s accessibility can
be maintained as long as required for business or other needs and to

facilitate its long-term preservation and management.

G EFREME > TREBFUL P RE LA RTT RO bl
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[t may also be necessary to capture some of the security and records
management metadata outlined below (see 9.2.4 and 9.5) at the point of

record capture.

AHELEFEL > AT R IR R BT A % PR ERRT
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In order to define the content of the record or any aggregation, 1its
logical and physical structure and its technical attributes, and in order
to document the relationships that records may have between each other,

metadata about the record should

CEMFAREMA) § o HBEE R W2 LR 02
MELL LT MG TR R AT e T

a) include the date and time when the record was created,

1) ¢ e %A ehpHhapiF,

b) identify and describe the agents involved in record creation,
2) WU E R EE AL F AR

e

c) document record structure,
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d) document record form,

D EfES

e) document any chemical and other physical properties,

5) etz e v B H i pam

f) document record technical characteristics and dependencies,
6) e A F HmHF L E A&

g) document the relationship between the data or format elements that

comprise the record,
7) éaﬁﬁﬁiélﬁaﬁ.ﬁv?%ﬁfﬁ LN F 2 Bl o

h) document requirements about making available, reproducing or

rendering records,

8) M Wy VEWUL AL HFI DT R
i) facilitate migration to different software,
9) B E P R A

j) facilitate re-presentation through emulation,
10) & @ HcH g &R

k) initiate data and format management activities to protect against

media deterioration,
11) Keds 8 2 458 F T 6 00 b 0 BEH e 5

1) document the relationship between the record and the business

transaction or activity that generated 1t

and
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m) document the links between records or between an individual record

and the broader record aggregation of which it is a part.

13) e i 3R Bulpr e B ra R REM2 Bl o

9.2.2 Metadata about records after record capture

9.2.2 WHEMEE B fHET HORRETH

Metadata about records should accrue on an ongoing basis regardless of
the organization that is responsible for the records. These metadata will
define changes in the logical and physical structure and technical

attributes of the record, as well as describe new contexts in which the

record is used. It should also document new relationships with other

records or aggregations.

ER T EFREAFOER W AFE AR ORH T FEH MR DR
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Records of current and previous structural metadata, such as format and
key technical dependencies, will continue to be applied to ensure the
record’ s accessibility is maintained through time. It should be

maintained to provide evidence of the record’ s original structure and

to facilitate future preservation efforts.

RFEELDSHERFTEAEE > bl RS IR RN G BEFRARR
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Where processes occur that are initiated by structural and storage
metadata, evidence of these should be kept, along with details of any

variation in records design and format. See also 9.6.

bERE R RRTHAR T AL A BERBINER Y T PR R P2
R e E o ELF 0.6 -

9.2.3 Metadata supporting the accessibility of records

9.2.3.1 General

9.2.3.1 %%

Metadata should be used to identify records and facilitate their

retrievability and usability in records systems.

REFHCAT URUE o SR AE RN R AR T g

A records system should provide ready access to all relevant records and
their related metadata. Systems can be designed to use metadata to

facilitate this objective.

WA FABAHT] MR AR TR ERD T RS AR R
RREFTEMEITED G
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9.2.3.2 Accessibility metadata at point of record capture

9.2.3.2 fhx W EFOT 2 LR TR

Metadata for accessibility should do the following.

ERES B SN

a) Identify information about records or aggregations of records.

D) wulB 2 s REWnTR

b) Identify and document the aggregation, such as a file or series, in

which a record or group of records exists.

2) MU T PR LM b d - E A - HAEE s AT - ¥ 38 4%

o

Bl

c¢) Capture record location information. Systems should be capable of

maintaining a variety of metadata details about record location. Record
location may be logical and/or physical. Variations to location detail
may need to be maintained. A record’ s home and current locations may need

to be recorded to facilitate record tracking.

D OEEHECETR  ARRLAEM N HELE A hE ARATHES -
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d) Identify and document links between records, agents and processes.

4)%%i%§%%*@ﬂ*ﬁﬁﬁi@ﬁ@%o

e) Document descriptive information that facilitates record use and
understanding, such as a subject classification, title, descriptive

keywords, abstract or precis.

b)) i REMFEY EHEMBEOKET A > ML LA~ FE - HFEMLET
&Aoo

f) Facilitate the classification of business functions, activities and

transactions.

B) MLy Wi~ EHH R B

g) Facilitate the classification of records.

1) BB R ha g e

h) Undertake record indexing.

8) = = %k g 5l oo

9.2.3.3 Process metadata supporting accessibility after record capture

9.2.3.3 WEMEFTE » mBEAETZ L2 FTH
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Accessibility metadata should be monitored on an ongoing basis to ensure
that they are facilitating records accessibility. Changes may need to

be made to these metadata through time as
Bt B hA# L E4v 2 RRE TR AR T M A E HT R o

FHEANTERF VT R F LR ERTR At R L TR

a) business activity takes place,

1) #2 §&EFEF >

b) personnel changes,

2) *REH

c¢) business focus changes,

3) Y E LB

d) records management instruments are adopted or changed,
4) For R g FRL L

e) record locations are changed,

5) M EMHF =R

f) organizational terminology evolves or
6) B R FES

g) new business systems are adopted.

T) 47 ATy E kK
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Ongoing description is necessary to keep the records meaningful for use.
With the expanding availability of records outside the domain in which
they were created or captured either within or outside the organization,
additional descriptive metadata are needed that explain explicitly the
business context of the records. The elapse of time and the accompanying
loss of knowledge about the environment, in which records were created

or captured, are other factors requiring additional description.
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9.2.4 Metadata supporting the security of records

9.2.4.1 General

9.2.4.1 %%

All records systems should be capable of deploying security metadata to

provide an accountable management environment for records.

HIARE S RBERNF I 2RBTHIHMEIRE - BT T 2R

High levels of security may be applicable in certain systems.
Consequently, the risks and requirements of the business documented
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within systems should be assessed before security metadata are designed

and applied.

FK AL FREHETFREET NS BARPERET X 2R TR
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9.2.4.2 Security metadata at the point of record capture

0.2.4.2 AP nE 22l FL

Key elements of security metadata, such as basic access rights or
restrictions, should be identified and applied at the point of record
creation and capture in order to facilitate a record’ s ongoing

preservation and management.
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Security metadata should
Z22BFHE

a) identify the access restrictions that apply to records and their

aggregations, business processes and agents,

1) #ulg*hidad REeM - FE AL AT G5BT o

b) ensure that records can only be accessed by authorized personnel,
D) FE Ak WA AR BB

c) apply time limitations to access restrictions to ensure their regular

review and
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d) withhold metadata display where data should not be made available for

general access.

4) FFRIFIFHREL -SSR r g AL EFE2BTR

9.2.4.3 Process metadata supporting security after record capture

9.2.4.3 MERWEL > BAEL>RFFTH

Access to records should only be restricted when there is a business need
or when the law requires it. Security metadata should be monitored and

updated to ensure the ongoing applicability of all identified

restrictions.
?éiééﬁgﬁéééﬁiﬁ 1T GEFEE R IETER DX >R
T ARG BN TG T E e o

Security levels and rules will change over time, and metadata that support
security and access management should change accordingly. Organizations

should ensure that these changes are documented.

TRR BRI RERET Y A BT XA GRFREORE TR BEL T
® e .3E’_‘?%‘E)i%£§.'u;ﬁ’vi?“1§5;1§€b AR ;\, o

Security metadata need to be maintained and kept current throughout a
record’ s existence. Changes to these metadata should reflect
administrative or personnel changes and consequent changes in security
arrangements.
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Requirements for the creation, capture, maintenance and access of
metadata about the record are contained in the following subclauses of
[SO 15489-1:2001.

A KRB AEE R MUE AR BT RNT K0 2 5 & 150 15489-1:2001

T ] P o

-3
DO

.1, Characteristics of a record - General

T.2.1 #h% g p - pri

7.2.3, Characteristics of a record - Reliability

7.2.3 #ZahfEFE - ¥ 1%

8.2.2, Records systems characteristics - Reliability

8.2.2 Wik il - ¥ 1M

8.3.6, Access, retrieval and use
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8.3.6 #P ~x &

9.3, Records capture

9.3 thHF A &

9.6, Storage and handling

9.6 » B ¥

9.3 Metadata about the business rules, policies and mandates

9.3 Y ERp ~ L2 AP HDRETH

9.3.1 Metadata about business rules, policies and mandates at the point

of record capture

0.3.1 K hthsm 2y TP LR LPTHARETH

At the point of record capture, metadata should document the records
compliance with business rules and policies, and regulatory and other

requirements for creating and managing records.
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These metadata should

eSS I T

a) identify the specific metadata schema used in organizational business

systems,

1) w5t e HhFE L n? hF L aBFL

b) capture the business rules or other system controls that regulate

record creation and management,

) KBFHMEAL R E Ry TP L

Wk s

c) capture the business rules or other system controls that regulate

metadata creation and management,

DD KBFHURBFHALZFR Ay ERPAAL 4 2

d) capture the business rules or other system controls that regulate

records management operations,

£ KRFHMEFRCENFETRP AL 0

R 1

e) capture the business rules or other system controls that regulate

access and rights to records,

D) WEFH MR FFERE LY ERP & A

TN TR

f) document the mandate or other regulatory requirement for record

creation and/or management,

6) et r AL AR FSH B F IR K

147



g) document the mandate or other regulatory requirement for record

retention, security or destruction requirements and
€%$‘ﬁ%$ [ ﬁlﬂ’g;%,ﬁiﬁ%i§éélﬁ COL - TR N S

h) capture the links between mandate or regulatory information and the

records or records management processes to which it relates.

8) WELFAZRTAEIE S IMALSEF iz B g i -

9. 3.2 Metadata about business rules, policies and mandates after record

capture

9.3.2 ﬁ:%%?‘%w"’%“‘ J’FL# B‘/(ﬁ\l ‘Lﬁa#’ F&‘gl’ﬁ;a)if$?7f‘l

On an ongoing basis, metadata should be used to demonstrate that systems
have managed records in compliance with business rules and policies,
regulatory and other requirements for managing records. For example,
metadata identifying who has accessed the records system may be necessary,
depending on the business needs of the organization. This includes
organizations to which the responsibility for the management of the
records has been transferred. Requirements for the creation, capture and
maintenance of business rules, policies and mandates metadata are

contained in the following clause and subclauses of ISO 15489-1:2001.

BEFEFOAA P TR R RB R A R Y TR LR
%%uagwggﬁﬁgﬁi?¢ﬁ#oﬂ%,w%:%'* T &, Wy
*%“%%3wm¢ﬁ?¢?ﬁ%%@ﬁoéégﬁf S K i
EfpAERFEDER c FHAL KL ERAGEFE
feng foe 720 IS0 15489-1:2001 = 5 & & & & | & o
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Clause 5, Regulatory environment

5 F R IR HE

7.1, Principles of records management programmes
7.1 #h&d g 23 kA

8.2.3, Records systems characteristics - Integrity.
8.2.3 M % hhEFPE - mEM

8.2.4, Records systems characteristics - Compliance
8.2.4 W%k il - B LM

8.3.6, Designing and implementing records systems - Access, retrieval

and use
8.3.6 R iTHIT LB -3~z R

8.3.7, Designing and implementing records systems - Retention and

disposition

8.3.7T Ryr&F ivhpk 5 - Fxdpa

8.4a) to 8.4c), Design and implementation methodology

8.4 (1) ¥ 8.4(3) &3 & F2 2 2%

9.1, Determining documents to be captured into a records system
9.1 Az vt~ 2 A E I X RN

9.2, Determining how long to retain records

9.2 HwT k2 kg &

9.7 Access
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9.7 5B

9.4 Agent metadata

9.4 4 A

9.4.1 Agent metadata at point of record capture

9.4.1 WHEAH SO AR A28 FR

At the point of record capture, metadata should include metadata about

agents associated with records and their management.

EHASERRE  2BTHES 252 2 E LG HPR R BT

Metadata about agents involved in record creation and management have
to be captured to ensure proper documentation. These metadata also enable
record access to be restricted to appropriate agents, and enable only
authorized staff to use records systems or perform records management

operations within these systems

(see also 9.6).

A ENE B A S 2 SRR PNE A R BTR RN T RS
el e L RF TR AR TR AR R HE o R T GER
et B AR R i AR ERFIERET (F25% 9.65)
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Agent metadata at the point of record capture should

B R R R R R TR A

a) identify the agents involved in records creation,
1) 3% %832 pFadm

b) identify the agents involved in records management processes and their

authorization and
2) BEFEMFEEIGARE B REDEZA
c) identify the agents authorized to access records.

3) BEAABIE FIE DAL o

9.4.2 Metadata about agents after record capture

9.4.2 WEMHF B 2 AL HaORBEFR

The roles of agents change over time. Records systems need to capture
these changes. This contextual information is necessary for

understanding records. It also ensures that records access will stay
restricted to appropriate agents, and that only authorized agents use
records systems or perform records management operations within these

systems (see also 9.6).
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Requirements for the creation, capture and maintenance of metadata about

agents are contained in the following subclauses of ISO 15489-1:2001.

ol
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o

7.2.2, Characteristics of a record - Authenticity
7.2.2 #pFeh@Fd - 71

7.2.3, Characteristics of a record - Reliability
7.2.3 #Hx i - ¥ 1%

8.2.2, Records systems characteristics - Reliability
8.2.2 W% nengFiH - ¥ H M

8.2.3, Records systems characteristics - Integrity
8.2.3 #h% il - zEPE

8.3.6, Designing and implementing records systems - Access,

and use

8.3.6 A% ienuk BRI - HFB K rE R

9.2, Determining how long to retain records
9.2 A2 fF 2 mr e
9.3, Records capture

9.3 #F A &
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9.5 Business process metadata

9.5 ¥EAARHEFTH

9.5.1 Business process metadata at point of record capture

\_

9.5.1 A E M EP I AR - N

Records systems need the capacity to capture and manage metadata about
business processes. This includes metadata about business functions,

activities and transactions, about security and accessibility and about
records management processes. Because the latter is so important here,

it is considered separately (see 9.6).

PRl N EE g RN YEREDRETR S e
DR EA ML 2V 2 B TR
PR TR FRER T AR R FEBERP (L5 9.6

These metadata can provide a key context to facilitate record
understanding and accountability. Their capture can also help to
demonstrate the accountability of business operations, by identifying

the operations that can be performed within the records system.

ki
%‘1&

Business process metadata at the point of record capture should
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a) identify and document the business functions, activities and

transactions documented by records within the system,

D @ulf ey sl EB R Al RS SRR R

b) document links between records, agents and the business functions,

activities and transactions to which they relate,

2) e AN s REA B FEAL  Ee e R g

c) identify and document the agents or participants in a transaction,

3) WUEEP AR s PR g e

d) document the security and access rules for business processes and

transactions,

DEEE SN B ATER R NI

e) facilitate the transaction of automated business functions,

activities and transactions where required,

5) BUEATF hp B F B ER SRS

f) facilitate the classification of business functions, activities and

transactions,
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g) facilitate the classification of records and

) Wtk % A

h) capture the date and time of a transaction when a record was created.

8) WEHETAAFHEHpYEERT -

9.5.2 Metadata about business processes after record capture

9.5.2 WHEMFL g ERLET M PRBFTH

Records systems need to accrue and continue to manage metadata about
business processes in which records are used, as well as metadata about
security, accessibility and the record management processes that are

applied to records as long as required.

These metadata will facilitate the ongoing usability and interpretation
of records and help to demonstrate the accountability of business
activities, by identifying and documenting the operations that have been

performed within any records system in which the records reside over time.

Fd BE L fEPFRRE DR RESE RS R TREDIER S 2k
REFTHEERERTZIHFE T L& ?£T§ P XY G R ERYEREE DT iﬁﬁ%
}% o
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Requirements for the creation, capture and maintenance of metadata about
business processes are contained in the following subclauses of ISO
15489-1:2001.

- )77'|J

M @B A KB agag e 5t 150 15489-1:2001
&

o o

7.2.2, Characteristics of a record - Authenticity

1.2.2 Ryl - LK

7.2.3, Characteristics of a record Reliability
7.2.3 #hkagl - 7 118

7.2.4, Characteristics of a record - Integrity
7.2.4 #FafFHE - = FH

7.2.95, Characteristics of a record - Usability
7.2.5 fhExehsEFpl - 7 % 4

8.2.2, Records systems characteristics - Reliability
8.2.2 Wik il - ¥ LM

8.2.3, Records systems characteristics - Integrity
8.2.3 # % hrmilt - P

8.2.4, Records systems characteristics - Compliance

8.2.4 W% s iomPFE M - B LM
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8.2.5, Records systems characteristics - Comprehensiveness
8.2.5 &k isehHHE - 28

8.3.2, Designing and implementing records systems - Documenting records

transactions
8.3.2 Iy H ITHZT v - HExREH2 i

8.3.6, Designing and implementing records systems - Access, retrieval

and use

8.3.6 R &R ITMAHET L% - 55 - &

RN

“ s

8.3.7, Designing and implementing records systems - Retention and

disposition

8.3.7 w3 & F Ffhd st - B Fu

8.4a) to 8.4c), Design and implementation methodology
8.4(1) 3| 8.4(3) k& F IF2 2%

9.1, Determining documents to be captured into a records system
9.1 A wmd > 2 AR I HE LR

9.2, Determining how long to retain records

9.2 LT AhEk 2L Fa e

9.3, Records capture

9.3 #EFoma &

9.4, Registration

9.4 Bz

9.5, Classification
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9.6, Storage and handling
9.6 » B & i g
9.7, Access

9.7 5B

9.6 Metadata about records management processes

\_.

0.6 BabE F it My

9.6.1 Metadata about records management processes at the point of record

capture

0.6.1 W HMHEME S EF R Amt M HREFHR

This type of records management metadata should facilitate or automate
the records management operations that need to be conducted in relation
to a specific record or group of records. These records management
operations are outlined in detail in ISO 15489-1:2001, Clause 9.

PREBGFFRERRT RGBS LS P B A E R F A ENET M
FRITE - % £*%$§I2W#wﬂ?¢%w7W*ISOl&w9ﬁ:ﬂm1¥ 9 & o

At the point of record capture, key elements of records management

metadata, such as retention and disposal authorizations, classification
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and registration details, should be identified and applied in order to
facilitate the ongoing accountability of an organization for, and the

ongoing management of, records as long as they exist.

B ERER O RMEFIERFTREOMEAE Ao F TS F RS E
Qﬁf+ﬂmmwb@ﬁﬂW%@*’Hﬁﬁﬁﬁfﬁﬁﬁﬁ£$6*ﬁ$?

A
5
ﬁm

R

Records management metadata should

LEREE S N T

a) ensure that records management instruments, such as disposition
authorities, business activity classification schemes and security and

access classification schemes, are able to be applied in a records systenm,
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D) ARt % F LR BARAT TH S SRR B
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b) capture the disposition metadata applied to records in a records

systen,

) HBAE 4 HY 5 nF R R T

c¢) identify and document the methods and rules for authentication in a
way that 1t 1s possible to identify what authentication requirements were
applicable in business and documentary procedures for certain types of

records and which agents were responsible for implementing them,

3) WU T BBS FERE S LN RS HH A EY T P
B P VR NEKRET R T o By R k2 gi %«gy 35

(w.
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d) identify and document the agent authorizations or permissions required

to perform specific activities,

D UL P REHELFES NG PR AR R T

e) apply time limitations to user authorizations or permissions to ensure

their regular review,

5) MAR* HRPAF7F B Ui T et

f) document the access and security metadata applied to records in a

records systen,

6) i AhE i Y T A RRET 2RETA

g) facilitate the classification of business functions, activities and

transactions,

T) BagF EH o ~ Fd 2R &L

h) facilitate the classification of records,

8) Wit ff % A A

i) capture the links between records and their aggregations, and between

records, agents and processes and

9) WERHTEHF LM o H: s AE B E g o
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j) facilitate the long-term preservation of records.

10) Ee ik bk B g o

9.6.2 Metadata about records management processes after record capture

9.6.2 9&%7}% T@"?t’*éj ’F;m/uﬁi B e F£T§ "‘

Creating metadata about records management processes 1S an essential
component for assuring the authenticity, integrity, usability and
reliability of records. It applies equally for any organization over time
that will have the responsibility for managing the records. Creation of
these metadata will also facilitate records management operations that
need to be conducted in relation to a specific record or group of records

and/or enable the automation of those operations.

AAMTHE IR A RORR TR LARRIEIIR 2 ER T BT L
Behg & A2 DEBRTRCOE TR I HELEHTIFIRE R
B A TERATEST REFEARLY 23 MBI - HHF AN
FRITE > B R R G FE g B e

Such metadata include

e
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a) documenting authentication procedures for each conversion of records

and
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1) e i %5 = Wehsk AR

b) documenting the rules for copying records, the different types of
copies, the authority for copying accorded to each type, and procedures
for routine copying of records which are needed beyond the 11ife expectancy

of their medium.

2) Mt EAE P B A R 2 E
FETRIF b A AR

Requirements for the creation, capture and maintenance of records
management metadata are contained in the following subclauses of ISO
15489-1:2001.

M4 s a b admd e a2 irlog ke ¢ 72 IS0 15489-1:2001 =
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8.2.2, Records systems characteristics - Reliability
8.2.2 Wik il - ¥ LM

8.2.3, Records systems characteristics - Integrity
8.2.3 % i smehiri - m P

8.3.4, Designing and implementing records systems - Distributed

management
8.3.4 3 &R THE LR - AN E R

8.3.5, Designing and implementing records systems - Conversion and

migration

8.3.5 R &R iITHE ri - EHBEHE
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8.3.7, Designing and implementing reords systems - Retention and

disposition

8.3.7T ¥ & F iTH% 8 - g gi
8.5, Discontinuing records systems
8.0 M % iz %R

9.2, Determining how long to retain records

«©

2R R L FrER

9.5, Classification

©

.6 Storage and handling

9.6 » B ¥
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Foreword

EL ES

[SO (the International Organization for Standardization) is a worldwide
federation of national standards bodies (ISO member bodies). The work
of preparing International Standards is normally carried out through ISO
technical committees. Each member body interested in a subject for which
a technical committee has been established has the right to be represented
on that committee. International organizations, governmental and

non-governmental, in liaison with ISO, also take part in the work. ISO
collaborates closely with the International Electrotechnical Commission

(IEC) on all matters of electrotechnical standardization.

[SO(International Organization for Standardization, B"% %% &5 )& %
B4l TR E = (IS0 ¢ A i)z MEEEE oS - FITREHFRFHL T §d
[SOFE ML g+t ABMBMEHRIHINLA ERLNITD 5 248 55
Fasrd B g1 it 8 [SO BRHEHBSE S AT S HREEH L T R
M1t [SO2R%R1 LR ¢€([EC T RS a FiFgrap ko

International Standards are drafted in accordance with the rules given
in the ISO/IEC Directives, Part 2.

Bl R OF % 2 45 [SO/IEC & & ch 5 2 2% 4 5 5 & e o
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The main task of technical committees is to prepare International
Standards. Draft International Standards adopted by the technical
committees are circulated to the member bodies for voting. Publication
as an International Standard requires approval by at least 75 % of the

member bodies casting a vote.

BALR § i 82 CURCAGHF - HFLR fHE LRERET R
B3 E G RERE LA FREL S TONL 4 BB SR L MERET SR
TAREHREDSFF

In other circumstances, particularly when there is an urgent market
requirement for such documents, a technical committee may decide to

publish other types of normative document:

bR T o L R R AT A G R EL R Tk
T E B A R i

- an ISO Publicly Available Specification (ISO/PAS) represents an
agreement between technical experts in an ISO working group and is
accepted for publication if it is approved by more than 50 % of the members

of the parent committee casting a vote;

_ ISO 2}—'!’—1’\:_’ * %%(ISO/PAS)Q«% ISO.l ﬁ:—,l ‘,—El‘:{ ;}i;{ﬁ:gp Mﬁﬂjﬁ,gi , ‘&r%‘&i
B AL GREFALI SIS ARERL BT LB FE G

- an ISO Technical Specification (ISO/TS) represents an agreement between
the members of a technical committee and 1s accepted for publication if

1t 1s approved by 2/3 of the members of the committee casting a vote.

- 180 # 4 4 (1SO/TS) & 4 e | B etk » 4o % 354 | § B2 A 2 - o
S AEERFRZ CRBTULBEFE G
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An ISO/PAS or ISO/TS is reviewed after three years in order to decide
whether it will be confirmed for a further three years, revised to become
an International Standard, or withdrawn. If the ISO/PAS or ISO/TS 1is
confirmed, i1t is reviewed again after a further three years, at which

time 1t must either be transformed into an International Standard or be

withdrawn.

=z EF ]SO s 7 % *FLE}%E“ [SO R R L AR Ve L7 LG
oz E B A R EAERE RN A el o ek [SO TR *&#E\‘ [SO & i+
BT >R FERERE AR BEFREE S REEE S A S s o

Attention 1s drawn to the possibility that some of the elements of this
document may be the subject of patent rights. ISO shall not be held

responsible for identifying any or all such patent rights.
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[SO/TS 23081-2 was prepared by Technical Committee ISO/TC 46, information

and documentation,
Subcommittee SC 11, Archives/records management.

A EEd ISO/TC 46 " F g 2 E%(Information and Documentation) ; # ¥
4 fF €2~24%2F ¢ SC 11T %% 2(Archives/Records Management) ; #f#

Jr .
)

[SO/TS 23081 consists of the following parts, under the general title

information and documentation -

Records management processes - Metedata for records:
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- Part 1: Principles

- Part 2: Conceptual and implementation issues (Technical Specification)

B2 A B R TIRAL (FAERA)

\4

Introduction

K

This Technical Specification is part of the ISO 23081 series on metadata
for records. It focuses on the framework for defining metadata elements
for managing records and provides a generic statement of metadata
elements, whether these are physical, analogue or digital consistent with
the principles of ISO 23081-1:2006.

AP 5 1S023081 K AIM A PR T A - I o AR FL T
AABAEORBTR A SES > SRERBTRAZ P BEP > 3% E
A A LS o 2 B g IS0 23081-1:2006 ¢h R B -

[t provides an extended rationale for metadata for managing records in

organizations, conceptual models for metadata and a high level element
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set of generic metadata types suitable for any records environment. It
defines the generic metadata types both for records entities, as well
as other entities that need to be managed in order to document and
understand the context of records. This Technical Specification also
identifies, for key entities, a minimum number of fixed aggregation
layers that are required for interoperability purposes. The models and
generic metadata types outlined in the Technical Specification are
primarily focused on the "records" entity. However, they are also

relevant to the other entities.

S PR FORB TR O 0GR 2T A A

AR DR AREFTHFEA DI AFE - AEIERRER
v i mfampBEmiis T fJE2ad ol sn
LA o AR BB E S T WP T Pk R AURE R &
AR W AAHENREY T EA PRS2 A AR TREA LR RE N
' oRA oA M M

This Technical Specification does not prescribe a specific set of
metadata elements. Rather, it identifies generic types of metadata that
are required to fulfil the requirements for managing records. This
approach provides organizations with the flexibility to select specific
metadata to meet their business requirements for managing their records
for as long as they are required. It provides diagrams for determining
the metadata elements that might be defined in a particular
implementation and the metadata that could apply to each aggregation of
the entities defined. It acknowledges that these entities can exist at
different layers of aggregation. It defines generic metadata types that
are expected to apply at all layers of aggregation, while alerting
implementers to specific metadata elements that may only apply at

particular layers of aggregation.

AR ARIFTPRETREAFE o F 2 AEGFREREL S LR

Hrad RORETRADAAFI oS, R RSy B ERFTORET

AL L ERAEDFEG R AR RRERE AT AR TP T

EPORPFHAAEZINEI T UEY IE - RITRDFTHEEORETH o AHEF
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Implementing metadata for managing records in organizational and system
settings involves a number of choices, which are determined by the
circumstances of the organization, systems in place and the requirements

for managing records.
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Building upon the principles of ISO 23081-1:2006, this Technical

Specification provides a further explanation on the underlying concepts
of metadata schemas for managing records, offers practical guidance for
developing and constructing those schemas from an organizational point
of view and finally goes into issues relating to the implementation and

management of metadata over time.

i IS0 23081-1:2006 s pl e A& » AR HFREMLETP2B TR RS

A RPEAR - KPR E o SREA R PREE B R L KT
il o BHETEFR R H E 2T RNY S E G M R

This Technical Specification is intended for:

AR LT T 4R

- records professionals (or persons assigned within an organization for
managing records in any environment) responsible for defining metadata
for managing records at any layer of aggregation in either a business

system or dedicated records application software,
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- system/business analysts responsible for identifying metadata to

manage records in business systems,

\_

S ARAFESF AR LR EFE R R EPRAT

- records professionals or system analysts addressing system

interoperability requirements involving

records, and

- REBEARS SRAWAR kM pAESA RT ARG K

- vendors, as suppliers of software applications that should support and

enable the creation, capture and management of metadata over time.

- EEFoOREFTR s AR B RF TR DAL W EEFROREY B
RN

Information and documentation - Records management processes - Metadata

for records -

T bk R ERAT A
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Part 2:
Conceptual and implementation issues

B2V L &R TRAL

This Technical Specification establishes a framework for defining
metadata elements consistent with the principles and implementation
considerations outlined in ISO 23081-1:2006. The purpose of this

framework is to:

= 22 [SO 23081-1:2006 *rixslenm B2 F 74 £ - RenT K2 §F

- enable standardized description of records and critical contextual

entities for records,

- B A FOEFRE N FOMAETR T W

- provide common understanding of fixed points of aggregation to enable
interoperability of records, and information relevant to records,

between organizational systems,
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- enable re-use and standardization of metadata for managing records over

time, space and across
applications.

- BRERET ZFEBEREY O FFERETHROL I HREN .

[t further identifies some of the critical decision points that need to
be addressed and documented to enable implementation of metadata for

managing records. It aims to:

APEGERRE - BB - LR TR EREDIRETEERD E e DM
AR B o P o Bt

- identify the issues that need to be addressed in implementing metadata

for managing records,

AR RS P R

- 1dentify and explain the various options for addressing the issues,

and

- R EREAELERELDT FER

- 1dentify various paths for making decisions and choosing options in

implementing metadata for managing
records.

- BN AR TERERIORETREAY LT AR B ERES R RE
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2 Normative references

2 5%

The following referenced documents are indispensable for the application
of this document. For dated references, only the edition cited applies.
For undated references, the latest edition of the referenced document

(including any amendments) applies.

TASEE e RAS T A BEAE A e oo G P g g d
“?%%% WA HN RGP PO E TR TR T
P2 B AR A(E FERPBE) -

[SO/IEC 11179 (all parts), Information technology - Metadata registries
(MDR)

[SO/IEC 11179 (23%) > FA&HEm - 28 FF 4 (MDR)

[SO 15489-1:2001, Information and documentation - Records management -

Part 1: General

CNS 15489-1> Fiu &~ — fHHFF2 - 5 130 #h

ISO 23081-1:2006. Information and documentation - Records management

processes - Metadata for

records - Part 1: Principles
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[SO 23081-1:2006. Fq# v ft - i d Zinde - HFER@BFa - ¥ 1
2 R R

3 Terms and definitions

3 E &

For the purposes of this document, the terms and definitions given in
[SO 15489-1:2001, ISO 23081-1:2006,

[SO/IEC 11179 (all parts) and the following apply.

CNS 15489-1, ISO 23081-1:2006, ISO/IEC 11179(C238)m 2 r T 4p B & 370 2

0N ATE o

3.1
archival system

organized collection of hardware, software, policies, procedures and

people, which maintains, stores,

manages and makes available records over time

176



*,aﬁgf%hﬁﬂi%ﬁ SR s R AR AR BE s NS B B
FmpglirT v k%

3.2

attribute

characteristic of an object or entity
3.2

B

P M

[ISO 11179-1:2004, definition 3.1.1]

[ISO 11179-1:2004, =& 3.1.1]

3.3
business system

organized collection of hardware, software, supplies, policies,

procedures and people, which stores,

processes and provides access to an organization’ s business information
Jg‘l F ok AL

I T B - S S G 0 S IS < (i -3 £ be B L CMBETF S IR

RER Y - BB EFR
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[National Archives of Australia Glossary]

[ R RAh x4 ]

3.4
class

description of a set of objects that share the same attributes, operations,

methods, relationships, and
semantics

3.4

[ISO/IEC 19501-1:2001, definition 2.5.2.9]

[ISO/IEC 19501-1:2001, =& 2.5.2.9]

3.5

conceptual data model

conceptual model

data model that represents an abstract view of the real world

3.9
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NOTE A conceptual model represents the human understanding of a system.

T PEA B Rk & A HT kBB R o

k2

[ISO 11179-1:2004, definition 3.2.5]

[ISO 11179-1:2004, =& 3.2.5]

3.6

entity

any concrete or abstract thing that exists, did exist, or might exist,

including associations among these things

2

EERAEGE BB AT AR AN AR R TS ¢ R TR T DN

ki

EXAMPLE A person, object, event, 1dea or process.

R NER N S L T

NOTE An entity exists whether data about it are available or not.
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[ISO 11179-1:2004, definition 3.2.10; ISO/IEC 2382-17:1999, definition
17.02.05]

[ISO 11179-1:2004, =& 3.2.10; ISO/IEC 2382-17:1999, =& 17.02.05]

3.7
metadata for managing records

structured or semi-structured information, which enables the creation,

management, and use of records

through time and within and across domains

BATB P ABARSY 0 2 EPFURR A2 FRE R RS LR

NOTE See ISO 23081-1:2006, Clause 4.

st % IS0 23081-1:2006 % 4 & -

3.8
records application software

specific application used to maintain, manage and provide access to an

organization’ s record resources
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4 Purpose and benefits of metadata

4 R FRSR o E

4.1 Purposes of metadata for managing records

4.1 * A ¥R EH2BFT RGP 5

4.1.1 General

4.1.1 %%

Organizations need information systems that capture and manage
appropriate contextual information to aid the use, understanding,
management of and access to records over time. This information is
critical for asserting authenticity, reliability, integrity, usability
and evidential qualities of records. Collectively, this information is

known as metadata for managing records.

ERFEFTR RS AR GHFRFFAFRTR LLLET R e
St SRR BRSSP P TEAHNEERETSNIIE VAL 2
Pl PP BERR ST AT LR D FHA T S T AR RS
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Metadata for managing records can be used for a variety of purposes within
an organization to support, identify, authenticate, describe, locate and
manage their resources in a systematic and consistent way to meet business,

accountability and societal requirements of organizations.

FRFORFTHET s B3 iﬁmﬁﬁw’jmuﬂﬁﬁ—ﬁﬁiﬁi
%‘%W‘%%\ﬁﬁ\i&%?ﬂ<\@’uﬁi@% T oA
§ g

Records application software, and business systems with records
functionality manage records by capturing and managing metadata about

those records and the context of their creation and use.

WA T GWME S EA N Pk O B M R
HAL B FRAREFHR K FTHE -

Records, particularly in the form of electronic transactions, can exist
outside of formal records application software, often being created in
business systems serving specific purposes (for example, licensing

systems).

Records are used and understood by people who possess, or have access
to, sufficient knowledge about the processes being undertaken, the people
involved in the transaction, the records generated and their immediate

context. Such records are not always robust, for reasons including the

following.
;}%%?;‘zrgé_%?ﬁ ;h% Bt kb, £ HF + B 3 uﬁq;}%gﬁoﬁtﬁﬁ;

B

A Y A2V RERFURBD Sy End (b
BL A BT EREPEETRFTS T
R - B A N R R o

RFIKP 4T

;«F,
"
oo BB % /;‘< 5 ° 7}'&-,';‘%&}‘\ VY
T A s AR A A o

LY EERS R

182



a) Contextual linkages can be unwritten and dependent upon individual
and group memory. Such reliance on unwritten contextual understanding
1s not dependable; some people have access to more knowledge than others,
over time the usability of records will be compromised by staff movement

and diminishing corporate memory.

(1) WHBET R ARFLT & 0 5 EF B4 2B ol 0 RH AR
PO RE LI T R J R AT LR A G RR S g iR T
A Ly

e Ra A e EPER R E R IT

=1

b) The records often lack explicit information needed to identify the
components of a transaction outside the specific business context and
are therefore difficult to exchange with other related business systems

for interoperability purposes.

FIFEFRL A DERAEDP TR YR
R

SR E 3o p R e

c) The management processes necessary to assure the sustainability of
the records for as long as they are required are not usually a feature

of such systems.

(3) #minfe AR Mkt et FREBOHES A Ko 0 rd ¥4
L

4.1.2 Amount of metadata

4.1.2 2B 7Sk
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There are practical limits to the amount of contextual information that
can be made explicit and captured into a given system in the form of

metadata. Context is infinite, while a single information system has
finite boundaries. Further contextual information will always exist

outside the boundaries of any one system. A single records application
software system only needs to capture as much metadata as is considered
useful for that system and its users to interpret and manage the records
for as long as they are required within the system and to enable migration
of those records required outside the system. Good metadata regimes are
dynamic and can add additional metadata for managing records as and when

necessary over time.

BRI hnY JHRBTHOFRTAKE L] Vh FRFTRAT R
BEROG AR e F R A FI ST D Nn? o FRALEID > R H -
T ok R A Ume Aix- AR A2 td A F3AEFLFAFET
Ao - BE-BHEIETHEM i ATFHEEGE frrRr Y apREFR
Wkt pr B FER YRR TR S A SR R

Much metadata for managing records can be obtained from other information
systems. For them to be useful in a system for managing records they need
to be structured and organized in a standardized way. Standardized
metadata are an essential prerequisite for information system

interoperability within and between organizations.

ﬁ%?ﬂ%@%ma%%¢WHukﬂ‘Fvﬂ«déa°é?§vfwafiﬂ¢¥
E ARk o U P R z%ﬂ_grﬂ"~\w¢‘*ﬁixbv H%&i:i&o &l%éﬁ-ﬁ,@“%vi ¥
SER A FFRECARBTA NS T

4.2 Business benefits for metadata for managing records

4.2 pRAFRB IO ERE
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4.2.1 General
4.2.1 %%

Metadata for managing records not only describe the attributes of records
in a way that enables their management and use/reuse, they also document
the relationships between records and the agents that make and use them
and the events or circumstances in which the records are made and used.
Metadata support the searching of information assets and the maintenance

of their authenticity.

FRGEOREBTHA AR EHE OB G AR ?ﬂj/@?’rﬁﬁvfl? v
A A Pﬁﬂﬁiﬁ??wm@ﬂ&i@ﬁﬁﬁ’#%i E XS ]
B B E E AR  RBFRLETATANLFLZE LG oy -

4.2.2 Capturing and managing records in business systems

1.2.2 BFE 5507 W E g

Organizations need to create records of their transactions and maintain
those records for as long as they are needed. This can be done only if
organizations business systems capture records metadata in accordance
with organizational requirements for managing records. How well a system
manages records 1s largely dependent on the metadata functionality of
the system. The relationships between business systems and specific

records application software systems are subject to implementation

decisions, as outlined in Clause 11.

E%‘«'\{*/Eéi'ﬁﬂﬁ’m%gﬁ’lf é’-*é]%"ﬁ')i ‘erj—qﬂ: g—\:ﬁ—{' *éj%‘or
FAESYE iR RS B R AN SRR TR o 4N
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4.2.3 Interoperability

4.2.3 T @+

Interoperability refers to the ability of two or more automated systems
to exchange information and to recognise, process and use that
information successfully. Interoperable systems need to be able to
function simultaneously at technical, semantic and syntactical levels.
Standardized metadata are an essential prerequisite for information

system interoperability.

I ML BAA BrEopEei kR B LT R B
IH R FERFEL AR FAEFZ R LF K
£

it FIRILFTR E Tt

Mgy d oo F

Standardized metadata for managing records assist in enabling

interoperability

FRpE S PRE CREFHG SRS T T

a) between business systems within an organization (for example, between
systems that support one business process and those that support other

business processes across the organization);

1) b fp F i 2 B (blde: AEFFERRDIATLEL L BER
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b) between business systems that create records, and records application

software that manage them as records;

2) BAARPOFE L RABFRRFEORFIEY FHFT

c) between business systems during system migration;

3) b A AMEP Y E LB

d) between multiple organizations involved in the conduct of business

processes (for example, chain management of electronic commerce

transactions);
4) 3B Y ERREFLDIBERLE (Bl TIFHLEhRHFRL)

e) between organizations for a variety of other business purposes;

5) B 5 ED ek o

f) across time between business systems that create records and archival

systems that preserve them.

% ¢, N - N P2 T
AR PR S RN A
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o
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In supporting interoperability, metadata for managing records enable
resource discovery of records in business systems as well as in records

application software.
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4.2.4 Risk management

1.2.4 b g E

Metadata schemas can be tailored to suit organizational requirements for
risk aversion. Organizations will specify elements that shall be present
for records to be reliable, authentic and to have integrity. Other
elements will be optional, for inclusion at the discretion of subunits
of organizations or for particular business systems within

organizations.

G E R ke B R E EE
e B A B AT ERS U

When considering metadata implementation strategies, organizations
should identify the risks that exist, consider the degree of risk entailed,

and ensure that the implementation strategy:

FEYERBTFRDT CREPE > BRESEP TG Db G0 T R TRE R D

BRI NI SR PR o k- B A W

a) provides access to critical business systems over time,

(1) "EPFmEn » REHMEY T Bdg b
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b) satisfies legal requirements for authenticity and reliability.

(2) BEEZFHRETRBDERT R

c) 1s sustainable from a resource perspective over time.

(3) HFRmas B A g » 7 LERE RS HFE o

4.2.5 Metadata for records as an organizational information asset

4.2.5 %3 PR BT LA FTAT A

~

Structured metadata for managing records, in combination with good system
search functionality, support access and retrieval of records across
organizations. This maximizes the ability of people to find relevant
records quickly and easily when they need to. In addition, structured
records metadata enable information in records to be retrieved within
their business context, thus enhancing understanding and trust in the
reliability of information retrieved for re-use. A relatively small

up-front investment in good metadata can enhance quality and reduce costs

for retrieval of information to the organization.

FRBEOLHECR2EBTHR B EALHDIAANEFAG T UL EB LR
HEEERE TR AP ASEREE S F IS FHAMAE R DR S R
gzt Bt ORI RFFTHRARAIFEFEY DRI TARE O Flpw
HEFL N FANTEREPEPRELE DX HIFRFTHEFPH S L
SRPRTRARCEFTRAREOSF > L2 KA F A
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4.2.6 Preventing unauthorized access to records

4.2.6 # LA R D2 T 2

Metadata for managing records can be used to reduce the risk of

unauthorized use of records. Metadata are needed to specify if access
to records is restricted. Only those with appropriate clearance should
have access to records. Any instances of access should be documented as
metadata. Access control metadata are vital to secure legal and business
interests of the organization. They ensure the appropriate management
of confidentiality, and privacy of personal information, and other use

and security restrictions identified in an organizations records.

FREMGEORRETET Y R MFAERBERET R E DR G ok A E D B
P BE iy s UEE o N F R B g I N FT A
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4.2.7 Sustainability of business systems through administrative change

4.2.7T @ AR kg 38 o gt

With the change of organization structure, function or work process, a
shift in the responsibilities for business activities takes place.
Implementation of standardized and structured records metadata assists
in identifying appropriate records to be moved across systems and
organizational boundaries. Such standardized metadata also assist in
extracting records from one system and importing them into other systems,
by preserving contextual linkage independently of any particular

business system.
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4.2.8 Long term retention of digital records

4.2.8 Fi=fhxah L ) FF

Digital records depend upon metadata for their existence, management and
future use. The characteristics of records (ISO 15489-1:2001, 7.2) in
all formats are defined in records metadata. Ensuring the preservation
of the records, including their metadata, in electronic form requires
conformance to stable, structured and well defined metadata standards
to ensure their sustainability across software upgrades or changes.

Preservation of digital records as long as they are needed can involve
a number of strategies (see Clause 11), but all strategies are dependent

upon the existence of standardized metadata for managing records.

B r e RPF R EFE A pREARZRY o HE ol (£
CNS 15489-1 % 7.2 & ) 2 B BT Z W HE 2T - gm0 F 550
ﬁﬁﬁﬁﬁ,ﬁﬁp+m#ﬁ’m FREFLTLBH LERFELHIRET
PR U EFHA SRR DR GTHE S A (%
L% 11&) »Radri RuiH3 EXFRMEAREL2BFTHEOT & o

4.2.9 Incorporation of metadata into archival systems

4.2.9 @R TR R R 8RS
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Much of the information that is needed to document and describe records
and their context in archival systems can be sourced from the metadata
in records application software. This interconnection should be as

seamless as possible. Capturing metadata for managing records according

to a standardized schema will make this process easier to implement.

EEEUEY RS EIUES FEE R O AN PR L Rt
HH 2 AHRATN PR BB B ET L IRT AN o BHBEECER
KEEFRAEORE TR ET €L R

5 Policy and responsibilities

b e iz

5.1 Policy decisions

5.1 /e &+ %

As indicated in IS0 23081-1:2006 (Clause 6), metadata strategies should
be treated as an integral part of, or explicitly related to, an

organization’ s broader records and information management strategy. In
this respect, clear metadata related policy should be created, either
as a separate stand-alone policy area linked to the existing records
policy framework or as an integral yet distinct part of the existing

organizational records policies. In either case, organizations should:

192



4o 1S0 23081-1:2006 % 6 & “7d7 & » 2 F 4L K s AR 2 B nfh % & 7 2
FRR G p - WA AP R 2N AN REL T P REORET R
PHAR BRAES + 520G HERAEHDE DA EBE TR A
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a) identify and assign roles and responsibilities, including

responsibilities for quality assurance of metadata;

(1) gg;ajﬁ%‘?}f’:’\i:? —‘;’E%T{ y & §;£’§

=

e REDR E

b) identify requirements for metadata reliability, accessibility,

retrieval, maintenance, and security;

(2) BURBFRTRE 7 2B WA REHZ 2GR

c) select applicable metadata standards or schema;

(3) E&HT B* D2 FRES ¥

d) identify and establish rules for applying metadata encoding schemes

(controlled vocabularies, syntax
schemes);

(4) w22 g* 2 TR B/BL (FHFR-F2HE) SR

e) determine technical standards to be used in implementation;

(5) R aF ivd 5 e fh ok ;
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f) identify how the metadata policy for managing records relates to other

metadata policies or schemas that
are 1n use in the organization;

(6) @ * Mg BpEn2B IR o eRrkr Dl e 2T RIS

EHG M

g) identify evaluation criteria and methodology for determining

compliance with and effectiveness of the
policy;

(T) w % b @ &R =gy = iz

h) develop monitoring and evaluation strategies to accompany the policy;

(8) # B & Esc g £ =6 W ;

[) determine how the policy will be kept up-to-date in line with business

activities.

(9) A7 Fr i 4o @ i xﬁ—#iF;”TTE RV It

‘%
%

Any policy should allow for different levels of implementation. It should

1dentify the level to be achieved and how it is to be achieved.

ERREIN < G W < Bk o i o v BB EELOEBNE o o

A policy also should identify those areas that are most critical and

require special attention with respect to metadata deployment strategies,
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such as sustainability, accessibility, vital records identification,

preservation and risk analysis.

HUTL SRR A TR E R LAMR T FREU L o

FTH YR
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4o 3F 5

5.2 Responsibilities for Implementing metadata for managing records

5.2 R E AR TR AT

In line with the established framework of roles and responsibilities for
records (see ISO 15489-1:2001, 6.3), responsibility for developing,

implementing and maintaining metadata frameworks for managing records
should be clearly assigned to records professionals in association with

other organizational staff such as information technology, or legal

professionals, as appropriate.
TEfR A N FiEiTE 2 hE - & (%L IS0 15489-1:2001 % 6.3

§) CFMIEREEAEE R R A ERE FRE RO T B R L
S FRAR C L EARE

MBRLEHEEE AR R M SR o T

a) analysing the needs of the organization for metadata for managing

records based upon business requirements;

\_.
343*
s

(1) AV FEZERT > A e ¥ iEMEan2agy
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b) monitoring and analysing developments within the organization

relating to metadata, particularly requirements for managing records;

(2) Eqposirefd pulimmhsg il N TLOEE

c) ensuring that metadata schemas for managing records are developed in

accordance with best practice and applicable industry standards;

(3) AFEd T4 d 2l FREELafidd BEv LY 1 £HE k4

d) developing the metadata framework for managing records, including the
metadata schema, and related organizational standards and the rules for

using them;

A

Ex

T RBTHEE M ERREe R

e) identifying or developing appropriate metadata encoding schemes,

element refinements and qualifiers, for example classification schemes;

(5) = ERd2B8FRHBE: A E2HKRCEBHF > bldob g4

f) keeping the metadata schema up to date and in line with business needs;

(6) WH2BFHREH2L PH LM LB 65T F 1

g) managing the metadata schema as a record in its own right;
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h) maintaining the overall quality of both machine-generated and
human-generated metadata, most particularly its accuracy, integrity,

authenticity, usability and reliability;

@)ﬁﬁﬁﬁéiﬁ‘lé’mﬁﬁ B f e & F 0 e LA HEE
AERECEFH T EET LR

1) co-ordinating implementation issues between records and information

technology staff;

(9) T%;%;}%-’/_%_Aﬁ ?‘;‘%:}?‘:,{h"\ﬁiﬂ&ﬁ‘_? T+ mﬁ:%’

j) co-ordinating with business system owners to ensure integration of

metadata for managing records into business systems as appropriate;

(10) B §E st FumEiRfpsn2BFRE 8 FET §E LR

k) coordinating with archival authorities/processes to ensure
interoperability between records application software and archival

environments for those records that have archival value;

() pagzEsEt e/ 2 NAEELLFER eI ahcrT 08
BAEFFETRBRLFL G 3 AN

1) setting up a training programme and subsequent training of agents on

the use and application of the metadata schema;

(12) =i * g p* p 2P FTREFHFR DAL L PR F &8 2
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m) communicating about the metadata schema within the organization.

(13) && o pr oM T4 % -

6 Metadata conceptual model
SRS A

6.1 Entities

Systems designed to manage records require metadata to support processes
for managing records or archives. One of the main uses of metadata 1is
to represent entities from the business environment in the business
system. Entities support the records perspective to understand the
business environment but they are not in themselves always tangible

objects.
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The model in Figure 1 supports any number of entities, but of particular

importance are the following:
Bl - raenfd L 3F 59 ol T

a) the records themselves, whether an individual document or aggregations

of records (known as record entities);
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(D) Frd o g By~ 2AHFREHM (7 DRI FTH)

b) the people or organizing structures in the business environment (known

as agent entities);

(2) ¥ ERBE Y n 4 | S oS B (3 nBmFag)

c) the business transacted (known as business entities);

(3) Bfscny i@ (#r3) chy T3 M) ;

d) the rules governing the transaction and documentation of business

(known as mandate entities).

(4) RpFEE o pennpl (453 nnpia) -

[ Mandates J
_LGovem
ey
I
| JBusiness
i Account for
Establish I | Cossrie
competencies } lntegralted in s -
i Do { Records dOCur:\ented
! management n
| business | Record,
| ] Manage,
/Do Enable use
People Create
Records
(Agents) _ Used by

Note See ISO 23081-1:2006,9. 1.

Figure 1 - Main entities and their relationships
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6.2 Relationships between entities

6.2 FHEF M %

A key requirement of metadata for managing records is to capture evidence
of relationships between entities and persistently link i1t to record
objects so that the resultant records can function as evidence of the
business and social activities in which they are created and used.
Metadata for managing records shall also be capable of capturing layers
of aggregation in entities and the relationships among those layers.
Relationships are treated as a class of entity in the following entity
framework model (Figure 2) due to their importance from a records

perspective.
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Entity
1
Record Agent - Business :fsm Mandate |- Relationship
Business
ltem Person Transaction rues
Sarubons of Work group Activity Policies
transaction
File Agency Function Legislation
Series Institution m&'ﬁ
Archive
Archives

Figure 2 - Entity model as unified modelling language (UML)[5] class

diagram showing generalization/specialization relationships

between entities
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This diagram represents classes of entities, with the classes themselves
having specific types (or sub-classes) which include layers of
aggregation, for example series is a type or layer of aggregation of the
records entity class, and business rules are a type of mandate. Records
business is a type of business entity. Using the conventions of UML
modeling, this diagram is not intended to restrict those things nominated
as classes (e.g. record, agent, business, etc.) or class types (e.g. for
agent - person, workgroup, agency, institution; 7.1.2 and Table 3), as
each is extensible in this convention; i1.e. there can be other classes
or types of class beyond those shown in this diagram. This diagram does
not indicate relationships between individual classes. [t does not
indicate the containment relationships (hierarchical or otherwise) that
exist between the class types. However hierarchy is important for
managing records. Clause 7 deals with aggregation relationships between
the class types and identifies a fixed set of layers of aggregation for

interoperability purposes.
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Including relationship as a separate class of entity allows for greater
flexibility in the implementation of this Technical Specification.
Metadata schemas derived from this framework can choose to implement

relationships as:

MW e Sk S FA - B AT R R T A R B <
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a) a separate class,

(1) Wz ensgnl

b) a relation attribute of record, agent, business, and mandate classes,

or

(2) #hE ~mmA  FEHRP YD GEE &

c¢) other attributes of record, agent, business, and mandate classes.

(3) %~ Am s yFaRpge @ B

203



Where relationship 1s defined as a separate class of entity, each of the
entities participating in the relationship will contain a relation
element which points to a relationship entity. This relationship entity
describes the relationship type and the members of the relationship. It
also contains any contextual information about the relationship, for
example the history of the relationship. In the description of the
relationship entity the identity and nature of the relationship needs
to be captured, along with the roles that each entity making up the
relationship plays. Event metadata relating to the relationship capture

the dates of these associations.

EMARTAS TR 5 - FH LM ANT WAL FH T B MG
FRAMGAE o PHATRS LM G E B MRS R v 2 M
At R fﬁﬁ?xifﬁ'ﬁ:ﬁ?;% v o) de o B K«m/ﬁ‘(i‘ﬁ EL RS S LA R
BB B A 2 A - e A R TR e d o BB R
BT B FASEE S pRB O Y o

Where relationships are captured as attributes of other entities, they
can be handled by a generic composite element which allows for the type,

dates and roles of the relationship to be captured in the instances.

BB GARA RS H R OB T RFR Y TR RPN R
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Modelling relationships in this way makes the properties of the
relationship distinguishable from the properties of the entities. This
provides a pathway to interoperability as the different ways metadata

schemas handle relationships can be mapped to this more generic model.

BRSNS GE R EH GBI WP M MR- B
THESA S RRBTHERETES RO S A ARH R LA A YD

3

N

o

204



6.3 Flattening the entity model

6.3 F MR h R T

[t is not expected that all implementations of this Technical
Specification will directly implement all the classes of entities
described. Such decisions will depend on the ability to ensure persistent
links between the various classes of entity descriptions. Uncertainties
about persistence may lead to "records-centric" implementations, where
metadata about other classes of entities are brought explicitly within

the boundaries of the record class itself.
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Such implementations flatten the entity model and include the information
about the missing classes of entities within other entities. For example,
an implementation that did not contain agent, mandate, or business

classes can include the necessary information in the implementation of

the record class. See Figure 3.
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Record
Agent 1
Mandate = Record = Agent1 Agent 2
Agent 2 Business
i
Business Mandate
Multiple classes of entities OR Single, "flattened",

records-centric entity
class

Figure 3 - Expression as multiple classes of entities or as a single,

"flattened",

records-centric entity class
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7 Concepts relating to metadata implementation

T MR FTRT FOME

7.1 Aggregation

7.1 R &

7.1.1 General

7.1.1 %%

Each of the entities classes identified in IS0 23081-1:2006 (i.e. record,
agent, mandate, business, records management business) exist at

different layers of aggregation. For example, within the entity "agent",
an individual, a work unit, a department/division/branch or the

organization as a whole can be described. Within the entity class "record",
an item, a folder, a file, a series, etc. can be described. Each of these
layers is referred to as an aggregation. See Figure 4. Each implementation

can define them differently.
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Figure 4 - Layers of aggregation
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[t 1s important to determine precisely which layers of aggregation are

being defined because of the following.

Har AL LA MBREFELLL Do RFWT

a) Metadata about each layer of aggregation within an entity can be
different. While some elements can be common elements to all layers, some

can be specific to particular layers of aggregation.
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b) Systems exporting or importing records need to have the layer of
aggregation clearly i1dentified to assign appropriate meaning and

functionality to the object in the inheriting system.

SOEEEL I EESERE S S LECE ENE T ST T
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Defining the entities and layers of aggregation in this way, provides
significant advantages in allowing the metadata schema to be implemented

and managed over time.
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7.1.2 Entity class aggregation scheme
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7.1.2.1 Scheme of entity classes represented in business systems or

records application software

7.1.2.1 2 M A¥F A AMKIRY TW DT WY hp B

This scheme codifies containment relationships within the same class of
entity. Each implementation includes its own unique mix of entities,

based on the processes i1t needs to support.
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The purpose of defining a scheme is to facilitate

E TR I R FO

- sharing of information about the business environment between systems,

- AR M AR BEERR DT A

- reuse of entities and metadata from one business system to another,

and

4
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- migration of entities and metadata from one records application
software system to another.
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The interoperability of metadata for managing records is dependent on
business systems (including records application software) using the same
entity class types and metadata elements and on the meaning (semantics)
embodied in the way specific data values have been used in particular

software systems.
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Note that there are some important issues in the representation of the

business environment from a records perspective. These are the following.

Bk g IR FERR LG - L LR DRMAT

a) Entities can be part of other entities in a physical or logical sense
as a result of aggregation or hierarchy or classification, for example
a document ina file, a file in a box, a transaction in a process, a person
in an agency. Each organization should have rules about which entities

can be part of other entities.
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b) The same business environment can be represented differently in
different records applications software or business systems depending

on the unique requirements of the organization.
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This scheme represents only fixed layers of aggregations. Individual

implementations can utilize other aggregations as necessary. However,
where information concerning metadata for managing records is exchanged
between systems it is necessary to have fixed layers of aggregation that

should be represented in the same way in systems that are exchanging

metadata.
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7.1.2.2 Limitation

T7.1.2.2 4]

This scheme indicates those layers of aggregation that are commonly

implemented and should be regarded as fixed layers of aggregation for
interoperability purposes. Different jurisdictions can use different
terms to refer to the layers of aggregation, however they should ensure

a mapping of their terms to the fixed layers.

The layers of aggregation of each entity are not necessarily uniquely

corresponding. For example, layer 1 of

Table 1 can correspond with layer 1 of Table 2 (Business), but also with
layer 2 of Table 3 (Agent). Similarly, different implementation
environments can call the aggregation by their own preferred name, hence

the inclusion of an "indicative’ name only. This is acceptable practice
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as long as each implementation environment 1s able to clearly map their
named aggregation to the specific nominated layers of aggregation

established in this Technical Specification.
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Table 1 — Entity class: Records

Indicative name
for aggregation

Aspects of business environment represented

Examples

item

The smallest discrete unit of records managed as an
entity. items can contain components such as an email
with attachments; however, the components of the item
are managed as a single entity within the system.

An email containing a referral for
a specific patient o a new
medical practitioner, or a budget
proposal for a new project.

Transaction
sequence

A sequence of items, physically or virtually linked,
which shows one coherent transaction leading to a
specific outcome.

Records resuiting from executing
a workflow sequence undertaken
by a specific medical practitioner
to provide services to a
particular patient on one visit, or
records resulting from executing
a workflow sequence undertaken
by a local government agency to
authorize the opening of a new
food delivery service.

File

A sequence of items, physically or virtually linked,
which evidences an organizational/business activity.
Individual items on the file have relationships with each
other, for example a letter and a reply, and a reply to
that, etc., which are preserved by being kept on file in
the right order and are part of the evidence in the
records. A file can be physical or electronic.

The cumulated records relating
to a particular patient in a
medical practice.

Series

An aggregation of records created and maintained by
an agency or person that are in the same numerical,
alphabetical, chronological, or other identifiable
sequence, or result from the same accumuiation or
filing process and are of similar function, format or
informational content.

The medical practice’s patient
files, or the employees files
within an Insurance firm.

Archive

The whole body of records of an organization or
individual.

All the records of the medical
practice, or all the records of a
regional office of an insurance
firm.

Archives

All of the records within a specified society, jurisdiction,
business or soclal sector brought into an encompassing
framework to form collective memory.

Records of multiple medical
practices or records of multiple
non government organizations
contributing to infrastructure
building in developing countries.
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Table 2 — Entity class: Business (including records business)

Indicative name

of aggregation

Aspect of business environment represented

Examples

Transaction

The smallest unit of business activity.

An instance of a physician
examining a specific patient, or
an instance of purchasing
specific supplies.

Activity/
process

The major tasks performed by an organization to
accomplish each of its functions. An activity/process
should be based on a cohesive grouping of
transactions producing a singular outcome.

The medical practice's
examination procedures, or a
purchasing procedure.

Function

Functions represent the major responsibilities that are
managed by an organization to fulfil its goals. Functions
are high-layer aggregates of the organization's
activities.

A medical practice’s patient
services, or research
management.

Ambient function

A societal right or responsibility that exists outside
the boundaries of an organization. An ambient
function provides the broader societal context in
which .an. organization’s business functions are
performed.

Ensuring health and welfare.
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Table 3 — Entity class: Agents

Indicative name ;
Layer of aggregation Aspect of business environment represented Examples
The specific medical practitioner
1 Persor/ Individual actors. or instruments who carry out the|or the electrocardiogram (ECG)
instrument business transactions. machine producing the specific
chart.
. . The oncology group within a
A formal or informal collection of people or positions } A g
2 Work grou aligned for ement purposes to achieve a medical practice or a digital
grovp HOAL 0L (TR PUp rights specialist group within a
business outcome.
law firm.
3 Agency Organizations mandated to carry out the function. A medical laboratory or a bank.
4 Institution Groups of agencies associated with ambient (broader)|A hospital or a regional
functions in the sense of high level societal purposes. | government.
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Table 4 — Entity class: Mandates

Indicative name of

aggregation Aspect of business environment represented Examples

Layer

A set of discrete procedural instructions, outlining!Patients will sign a medical
assumptions and dependencies that determine the|information disclosure form on
1 Business rules [ method, sequence and outcome of particular business | their first visit, or current address
actions and implemented to meet specific businessiis to be providled when
{including managing records) requirements. registering for services.

Patient medical information will
be disclosed only to other
physicians and only to provide
for the care of the patient.

A formal set of generic instructions governing the
2 Policies manner in which, and standards to which, business
actions are to be performed.

Legistation relating to personal
privacy and the sharing of
patient medical information.

T Legistation/ An external command or authorization, governing the
regulations conduct of business activity and directing policy.

NOTE Aggregates of mandates do not possess the same hierarchical layering as those presented in other entity classes.
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7.2 Inheritance
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Metadata can be inherited from a higher aggregate to a lower one. For
example, metadata about a folder can be inherited by all the items placed
within the folder. This is a technique which serves to ensure consistency
of metadata attribution, and that properties defined at the higher layer
do not need to be repeated for each of the subordinate layers. This concept

1s 1llustrated in Figure b.
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Inheritance

Key

Rp retention period (5 years)

Figure 5 - Inheritance
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Inheritance plays an important role in managing records. It allows
specific functionality to be defined across predefined groups of records.

For example, applying a single security/access level to many folders and

the 1tems within those folders.
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Inheritance can be implemented in a number of ways, including the

following.

oLk S E R TR f AT

a) Providing a logical, bi-directional, link between the layers of

aggregations. This is common in records application software.

(1) EREAAMABE - Fods - oF L0 Ry 0

b) Copying the metadata from the higher aggregate to each instance of
the subordinate layer within it. This approach tends to support

self-documenting and stand-alone objects.
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c¢) Physically "wrapping or encapsulating" the contained aggregates with

explicit metadata about the instance of aggregation to which it belongs.

(3) MR EWT OB HRAT R UE ¢ RRHE N RS
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As with all strategies employing linking, the issues of ensuring that
the relevant controls or functionality governing the lower level may be
more difficult to sustain over time than metadata which fully document
all properties at each layer of aggregation. This issue becomes a
particular concern when records move beyond the boundaries of the

creating system.
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7.3 Reuse of metadata values

7.3 R FRESL 4

Metadata for managing records are defined specifically to meet the
requirements of identifying, managing and using records for as long as
they are required. However, some of the metadata elements defined for
managing records can be used for other purposes. Reuse of metadata 1is
a desirable outcome, which will enhance business efficiency and

sustainability of record resources.
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In particular, those metadata elements supporting retrieval can be reused
by other organizational systems focusing on retrieval to ensure that
records are always viewed in context. For example, metadata elements such
as title, function or subject can be utilized by business systems other
than the records application software. However, caution 1s required in
ensuring that the semantics of the records metadata elements do actually
coincide with those for metadata elements of other schema. For example,
"date’ in information resource discovery 1s much less complex than the
requirements for "date" in records processes, where there are multiple

different types of dates to support different records processes.
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7.4 Interdependence of metadata elements

7.4 T~ F o k2

Within a metadata schema for managing records, some elements contain sets
of linked metadata that, for integrity reasons, need to be maintained
as a sequence rather than treated as independent elements, thus creating
interdependence between the elements. For example, elements describing
a records process event need to be maintained as a sequence defining which
object, which actor, which action, the results of the action and the
date/time of the action. Such dependencies need to be clearly established

in defining metadata semantics and schema for managing records.
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Respecting this characteristic of metadata for managing records 1is
critical in establishing equivalence or mapping semantics (meaning)
between metadata elements for managing records and those from other

communities. If the metadata elements that are treated as a sequence for
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records purposes are mapped independently, without respecting their need
to be considered with other elements in the sequence, the integrity and
authenticity of the sequence they document can be severely compromised.
For example, in a metadata sequence involving records disposition, 1if
the date element 1s disassociated from 1ts metadata sequence, the date
could be inadvertently associated with some other process, such as the

date the record was created or classified.

B2 2R ERAAFREREFORBE A AL LA FEOIRRTHRLIEHET L
(&) ¥ EBLERIPERKFTDIRFFTHEFLLELEL D 3T HF P
e o - BRINDRZRTHEAZ wr B BT REARE? B 2 F Dl %7
MEELARPEE R TP AAmRFRaI T R XKLL
Woo Blde o EFERKEFFROZEBTRENY ek p P A FEER2RTHE
FI G > PP BT R AEEEHLE AL MG SR AL LD

7.5 Extensibility and modularity

7.0 #HE & ei

Metadata strategies should allow for the addition of elements beyond the
defined schema to be added in implementation environments, where this
1s appropriate. For example, records describing geographic location may
appropriately include an additional element to fix location as required
by geographical information systems specification, where this element
would be unnecessary in other implementations. As long as the core
elements that ensure requirements for managing records are adequately
addressed and maintain their semantic consistency, additional metadata
elements can be added to suit the business purposes. In other words,
metadata elements for managing records should not be replaced by elements
from other schemas, but can be supplemented by them. This concept 1is
referred to as "extensibility" and allows metadata strategies for
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managing records to encompass additional requirements from metadata
specifications defined for other industry- or discipline-specific

purposes.
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To enhance the possibility of incorporating such extensibility while
maintaining critical integrity for managing records, defining metadata
in modules reflecting particular functionality is desirable. For example,
metadata for managing records can be modularized to identify those
elements pertaining to registration or identity, to description of the
entity, to processes undertaken on the entity, to relationships between
entities or to events scheduled to take place. Modularization makes it
easier to determine where to fit additional elements without compromising

functionality for managing records.
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8 Metadata model for managing records
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8.1 Metadata model

8.1 @ ff T4 3l

The metadata entities described in Clause 6 can be incorporated into this
metadata model. The metadata defined in this subclause are essential for

records entities and can apply to all entities in the model.
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In order to assist in understanding the structure of the metadata in this
Technical Specification, the metadata are organized into six broad

groupings. Each grouping is further divided into many metadata elements.
In Figures 6 to 14 in this clause, solid arrows indicate the type of
metadata associated with the specific object (class and instance) being
documented and the dotted arrow indicates that the entity relates to

another entity. Figure 6 illustrates the six broad groupings of metadata.
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The six broad groupings of metadata are the following.

RRFHEO A F LT

a) Identity. The identity metadata group identifies the entity. Examples
of the metadata elements that appear in this category are: entity type,

aggregation and registration identifier.
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b) Description. The description metadata group contains elements
required to determine that this is the entity that is required for use.
Examples of metadata elements that appear in this category include: title,

abstract and external identifiers.
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C) Use. The use metadata group contains information that facilitates
long-term use of the entity. Examples of metadata elements that appear
in this category include: technical environment, access, rights and

language.
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d) Event plan. The event plan metadata group contains information used
to manage the entity. The metadata in this group consist of a linked

sequence of metadata and independent metadata elements. Examples of
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metadata elements that appear in this category relevant to the records
entity include: type, description, date/time, and relation (linked),

event trigger and relation.
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e) Event history. The event history metadata group documents past records
events and other management events on both the entity and its metadata.
For each event it specifies the type of event, what happened, when it
took place, why 1t occurred, and who carried it out. The metadata in this
element are a sequence documenting a specific event. Examples of metadata
elements that appear in this category include: date/time, type,

description and relation (linked).
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f) Relation. The relation metadata group points to a relationship entity

or describes the relationships between this entity and other entities.
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8.2 Dynamic metadata model
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As outlined in ISO 23081-1:2006, Clause 4, metadata for managing records
are not static, but continually accruing as processes for managing
records are undertaken. The dynamic records metadata model represents

this continual accretion of metadata for managing records.

4c IS0 23081-1:2006 % 4 & #rif » & EH % m;&fﬁ?,il 2t X2 ghoom &
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A second view of this model that emphasizes the time-based aspects is
shown in Figure 7. The identity, description, use, and relation groups
of metadata show the current state of the entity. The event plan group
of metadata contains the future plans for managing this entity (which
can change the state of the entity). The event history group of metadata
contains the history of the entity over time (and can include the previous
state of the entity). The event plan itself can change over time and these

changes will be documented in the event history.
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Figure 7- Dynamic records metadata
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8.3 Metadata as a record
8.3 T HMZME

The metadata about an entity class are, themselves, a record and can

therefore be described by metadata as illustrated in Figure 8.
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Entity 1:
Metadata about
entity

class (e.g. record)

Entity 2:
Metadata about
the metadata

Figure 8 - Metadata as a record
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In this example, the metadata in Entity 1 describe the Record. The event
history group of metadata within the record entity describes all actions
undertaken on the record, the event plan attribute describes the future
management plans for the record, the use attribute defines conditions,
permissions and restrictions on the access and use of the record, and

SO 0O1.
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Entity 2 contains metadata about the metadata contained in Entity 1. So
the event history attribute in Entity 2 describes the event history of
Entity 1" s metadata, the event plan describes the future management plans

for the metadata, and so on.
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Clearly Entity 2 is also an entity and can be represented by a third entity.
In theory, this recursion is endless and each needs to be documented.
In practice a real systemwill terminate this recursion at the point where
the information about the metadata record is not needed for business

purposes or to contextualize the thing being described.
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Like the other entities, a particular implementation could combine Entity

1 and Entity 2 and whatever number of recursions desired into a single

entity.
e B M FNUSF FT RIS TM2NE B E e g
—II}E—?{{QO

9 Generic metadata elements

9 AA2fBEHR~E

9.1 Identity metadata

9.1 £ @ F#

The identity group of metadata distinguishes the entity from all other
entities in the domain. For records, these key metadata are assigned at
registration and the act of registration will be recorded in the event
history element. For all entity classes, the purpose of these metadata
1s to provide a way of uniquely identifying the specific instance being
referred to in the metadata, which then also provides a way of referencing
that entity in relationships. The identity group of metadata 1is

1llustrated in Figure 9.
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Figure 9 - Identity metadata
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The i1dentity group of metadata contains the following elements.

BR ARG pEE § T A

a) Entity type. This identifies the type of the entity class (e. g. record,
agent).
(1) F8aa - vauf Mgyl (sldcfhd >~ L) o
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b) Aggregation. This identifies the equivalence of the metadata to the
standard layers of aggregation defined in the encoding scheme (see 7.1.2),
specifically for the purposes of mapping to the equivalent entity in other

systems.

() REM - TR AT RS ¥R R RE L (FLE T L2
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c) Registration Identifier. This uniquely identifies the entity within
the specific records domain. The process of attributing an identifier
should create an entry in the event history attribute detailing the agent

responsible, date and time.

(3) B &3 um - L2 BB TFIALEN TR - R ’é#‘%'iﬁ 6 M iE AR
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9.2 Description metadata

9.2 # il F A

The description group of metadata describes the entity, enabling precise
interrogation of whether this is the entity sought. The elements in this
category have two functions. They allow the entities to be found by

searching, and they allow the context of the entity to be understood.
While this Technical Specification contains a simple set of descriptive
metadata elements, specific application domains need to define their own

descriptive metadata elements. This 1s illustrated in Figure 10.
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The description attribute contains the following elements.

B BiEe 37~ R

a) Title. This contains the name of the entity (for example "Joe Bloggs"
for a person, "Environmental Protection Act, No 34 of 2001" for a piece

of legislation, "Democracy services" for a work unit, etc.).

(1) A r A3 e § Mo (bldo L "5 Z" 5 2 50" 2000 TR B &2
¥ 340" 1 FH " LR E ) o

b) Classification. Information about the classification of the entity
in accordance with an authorized source, e.g. a business or functional
classification scheme, a subject classification scheme, a list of

indexable headings, or a thesaurus.

(2) A3 - BRV Xih- RaOFHMAFIHME TN o blde 0 FF&H 0 A E
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c¢) Abstract. An unstructured textual description of the entity.

(3) & - FHehLZH 2 FH it o

d) Place. Information about location, site or space associated with

entity, such as where the entity 1s located

or stored, or can be contacted. Place can be physical or virtual.
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e) Jurisdiction. The jurisdictional domain of the entity.

(5) % - FHMAETFH B

f) External identifiers. Any unique identifiers, either current or

historical, assigned in a system external to

the domain for managing records (e.g. ISBN number, social security

number).
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9.3 Use metadata

9.3 #* 2P FTH

The use group of metadata contains elements that assist long-term access
to the entity or rights attributed to the entity. This covers a range
of information, extending from information about rights to use the entity
through to information about technical details required to display the
entity. Considerable differences in specificity of these metadata can
be presumed depending on the nature of the resource. At the lowest layer
of record aggregation, the requirements are to identify very precise
technical hardware, software and formatting dependencies. This is

1llustrated in Figure 11.
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Figure 11 - Use metadata
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The use attribute contains the following elements.

T }3'_,['_3‘-_5 g—raj;bv%

a) Technical environment. This element contains information about the
technical environment necessary to render and display the entity. At the
lowest layer of record aggregation, this includes format information,

decryption requirements, and any supporting technology required.

(DFEWERE - 2~ F e ZHYREFEHET L RFMWATE DR RR TN -
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b) Rights. For records, these metadata will detail information about use

of record, including use rights (e.g. licensing arrangements, copyright,
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[P), restrictions (e.g. on copying or publishing), permissions (e. g. user
permissions and authorized views) and conditions (e.g. copying or
downloading conditions, citation requirements, payment details). For

agents, these metadata would include user permissions assigned, etc.
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c) Access. Information about accessibility of, or rights associated with,
an entity, e.g. access rights (e.g. FOI, public access), restrictions
(e.g. security classification, privacy, confidentiality, caveats like
"commercial-in- confidence", closed access period, for records entities
this can further include elements specifying exemptions from public

access (provisions of archival law or FOI), permissions (e.g. special

access provisions), and conditions (e.g. redaction). & < 4& %5 % ¥
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d) Audience. For records entities, the intended audience of the entity.

(4) # % - #H3 R FF WG #AL W H

e) Language. The name of the language or script of the entity.

(5) 3% - AWM FET S AR LH
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f) Integrity. Information that shows that the entity, and this metadata
element, has retained its integrity since it was created (e.g. checksums

used to check that a record has not been tampered with).

(B)% Bl « K A2 F M2 BEF P PHOATANL2BFTHRA 200 R d
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g) For record entities, this can also include Documentary form.
Information about the recognized form the record takes, which governs
1ts internal structure and relates to i1ts transactional purpose or to

the function, activity or transaction it documents.
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9.4 Event plan metadata

9.4 T EFF2FFTH

The event plan group of metadata contains metadata that allow the entities
and their associated metadata to be managed. The event plan element

consists of management actions that are planned to occur in the future.

Typical planned management actions for records entities include

WEIRSL AP FARLEHE 0T
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- appraisal (planned actions to determine whether to keep this entity),

- L (ATELFHRI IR EAE)

- disposal (planned actions to implement appraisal decisions relevant
to this entity),
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- preservation (planned actions to ensure long-term access to the

entity),

- R (REHFTHED 3 FEH) o

- access control (planned actions to change who can access and use this

entity), and

- rights (planned actions to change statements of rights to use this

entity).

SRR (g SRR NVEP D F AR o

For agent entities, plans might include security clearance reviews. For
business entities this can include periodic organizational reviews which

confirm or change the scope of the business actions undertaken.
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When a planned action occurs, an event is created in the event history
metadata. The entries are then removed from the event plan metadata. Event
history records the action of what happened, when it took place, why it
occurred and who carried i1t out. The documentation of what happened

includes enough information to determine the previous state. This 1is
1llustrated in Figure 12.
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Figure 12 - Event plan metadata
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The event plan group metadata contains elements sufficient to document
an action plan, the triggers, and metadata values necessary to calculate
when the actions are due. It comprises a set of action items. The event
history metadata are a set of linked metadata, each component of which
shall be present to document adequately the event, and independent

metadata elements.
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i)

For records entities, each action item shall contain the following

elements.
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a) Event date/time. The date and (optionally) the time the action item

is intended to occur.

(1)) T2p 8 /BEF -FFIFLromEadEp phz (FEHS) BFRE -

b) Event type. The type of action to perform. Actions might occur to
support many aspects of entity management, registration, review,
monitoring, removal, update. For managing records, more specific action
types could further include authentication, appraisal, disposal,

preservation and access.

~
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c) Event description. Information required by the agent to carry out the

planned action. This would include the priority of the action.

(3) T EHit o RBARGFHF FHTE m«’F‘,&;;L oV & 7 AR IR AIER o

d) Event relation. Where separate relationship entities are not used in
the implementation, this group of elements should be used to

incorporate the following:

(4) T EMG- % Bu M EFHE AR NP T 2R Ry R

£ )

1) Mandate. Information about the mandate or instrument that provides
the legal or administrative basis for the action. This would normally

be a relation to an entity describing the mandate.
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2) Agent. Information about the agents who are expected to be involved
in carrying out the action. This would normally be a relation to

entities that describe the agents.
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e) Event trigger. The event which allows calculation of when the specified
action is due for implementation (for example, after audit, after

resignation, etc. ).
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9.5 Event history metadata

9.5 T E L BT

The event history group of metadata documents the trail of past records,
events or other actions on both the entity and 1ts metadata. For each
event, 1t specifies the type of event, what happened, when 1t took place,
why it occurred, and who carried i1t out. This is i1llustrated in Figure
13.
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The elements in this group have the basic function of showing that the
entity and the metadata retain their authenticity over time. It does this
by documenting the creation of the entity and the metadata and all
significant events that subsequently occurred to the entity or the
metadata. Whether an event is significant or not depends on the business

and the system.
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Many of the events in the event history metadata are generated as a result
of carrying out the actions proposed in the event plan metadata. When
these actions occur, one or more events can be created in the event history
metadata. For example, carrying out an appraisal action might generate
a record appraisal (sentenced) and record disposal (custody

transferred).

FTEELERTHRY R A
BROhEhmids R AR gdLipE, AT 2R TR
A HE R o bl HEFELAHT

(RS ) -

However, events can be generated by actions that are not planned
management actions, which also need to be specified in the event history.

Examples of such unplanned events include:

Ra o FEF wd AP FERDERTAEL BT R AT EFR Y M o Bl
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- the resignation of a member of staff (an agent);
250



- 31 iFa f (R A) ¥R

- a change to the description of the entity;

LT TS

- the addition of a new relation, or the removal of an existing relation.

- OB AT AR R E M

When instances of either type of event occur, an event is created in the
event history metadata.
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Figure 13- Event history metadata
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The event history metadata are a set of linked metadata, each component
of which shall be present to adequately document the event. Each event

contains the following elements.

TERFLRATHL- PALRATEE  F- ACBREIRNGEE LT
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a) Event identifier. Unique identifier for the event/the event

transaction number.

DF 38 o F ok - BuBaF 28 &5

b) Event date/time. Specifies the date (and, optionally, time) associated

with the event.

D)FEpY /EF  omETEFHOPD (BEF 7 EG)
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c) Event type. The type of event (for example, for records entities, this

means registration, classification,
review).

DF A F R (bl HEEIRA T S LD EE AN B
w)

d) Event description. A description of the event.

DF B8t o F R it o

e) Event relation: Where separate relationship entities are not used in

the implementation, this group of
elements should be used to incorporate the following:

5) FEM G o F A ROM AR MIT AR PP IEF LA FEE R kR

£

1) Mandate. Information about the mandate or instrument that provides
the legal or administrative basis for the action taken. This would

normally be a relation to an entity describing the mandate.

PR REER - B EAFEAAPRP AL LT o F L R
Fin- B R AWM G

2) Agent. Information about the person responsible for undertaking
or authorizing the event. This would normally be a relation to entities

that describe the agents.
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9.6 Relation metadata

9.6 M T

Relation contains metadata that associate two or more entities. Where
relationship is implemented as a separate entity, the purpose of this
element 1s simply to point to the entity description of the specific
relationship. Thus, the relation attribute does not contain information
about the relation such as its type or duration, but only the pointer
to the relationship entity, which contains the details of the

relationship. Information about the relation itself is held within a
relationship entity. An example of a relation between an agent entity

and a series entity is i1illustrated in Figure 14.
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Figure 14- Relationship between an agent entity and a series entity
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Although this shows a binary relationship, relations can connect any

number of entities.
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For records entities, typical relations might include "controlled by",
"contained in", "used by", "created for", etc. For business entities,
typical relations might include "controlled by", "transferred to", etc.
For agent entities, typical relations might include "controlled by",

"contained in", etc.

Where relationship is not implemented as a separate entity, this group
of metadata expresses the specific relationships, usually in sequences
of simple binary statements (e.g. entity x controls entity y; entity x

controls entity z).

For implementations not using relationship as a separate entity, the
metadata model also includes specific relationships in other groups of
metadata as i1illustrated in Figure 15. Both the event plan and event

history groups include agent and mandate elements, which are normally

relationships with agent and mandate entities.
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Figure 15- Relation metadata
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Presuming the implementation of relationship as a separate entity, the

relationship attribute contains a single element.

BN A UABE AR T CMARES - BE- A E o

Relation. The identity of the relationship entity that documents the

relationship.

MG je M B R AR -

In implementations, which do not have relationships as a separate entity,
the relationship metadata should be considered as linked metadata to be
managed as a group. Relationships should be reciprocal, so the inverse
relationship should occur in the related entity. The minimum metadata

to define a relationship would be the following.
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a) Identifier of the related entity. A link to the identity of the related

entity, for the purposes of precisely identifying the related objects.
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b) Relationship type. Expresses the nature of the relationship and the
role of the specific linked entities in the relationship in an unambiguous

way. For example, contains, controls, precedes.
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c) Relationship date. The commencement and, if relevant, the end date

of the relationship instance.
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10 Developing a metadata schema for managing records

10 % Fihka st B- Bafl A%

10.1 Metadata schema

0.1 @ ff 7% 4

A metadata schema is a logical plan showing the relationships between
metadata elements. Metadata schemas normally incorporate a set of rules,
including rules relating to semantics and syntax, that enable the
management of metadata (see IS0 23081-1:2006, 3.3). Metadata schemas are
powerful tools that support interoperability and help ensure long-term
sustainability of records. Organizations and jurisdictions that use
metadata for the management of records will need to invest the resources

necessary to develop and document formal metadata schema.
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10. 2 Metadata registries

10.2 2f F #4845

All tailored metadata schema for managing records should be incorporated
within relevant organizational or jurisdictional metadata registries.
The purposes and uses of metadata registries are different, depending

on their type.
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At least three purposes for metadata registries are relevant for metadata

for managing records. These are the following.

EHEHFPRRTR I M ORRTR I AT PG T 24

a) Metadata schema registries. Such registries are cross-organizational
and cross-jurisdictional. They provide a high level statement of the
purposes of a particular metadata schema enabling users to determine the

relevant schema for individual use.

(D) 2FHEFHF R P AT I RIBERABER T v PRI
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b) Metadata element schema registries. Such registries provide an
authoritative statement of the semantics of metadata elements within a
specific metadata schema, usually available publicly for the purpose of

establishing organizational schema for a particular community of
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practice. The purpose of such registries is to inform the preparation
of cross-walks or mappings between metadata elements defined by different

communities.
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c¢) Organizational specific metadata element schema registries. Such
registries are intended for use within organizations to enable the
mapping of specific metadata schema to particular business systems. The
purpose of such registries is to serve internal operational needs for
interoperability within the organization, and also to achieve

interoperability over time.
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10.3 Designing metadata schema for managing records

10.3 2 ¥ 2Ahda Ry 2BFHREE

10.3.1 Selecting elements to form a schema

10.3.1 E3 x4 0755 %4

The generic areas of metadata for managing records are described in Clause
9. However, within the generic definitions, each organization has the

capacity to refine elements and/or define how specific elements will be
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used to meet their own specific business requirements. Organizational

metadata schema should:

FOXTEP FER/IDRPTROAAEE - Ra > BAATHRY > F B
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a) specify the entities to be implemented (see also Clause 6);

(1) #p &R iEDFH (

\\\?{r
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b) specify the layers of aggregation included (see also 7.1);

(2) o &2 GeanRERa (FL5 T 146)

c) identify the entities/aggregations (which elements and from what
source, will uniquely identify records, e.g. unique system identifiers,

database primary keys);

(3) BRI HAFLIH(EAZ 2 KAhEE- AT % bldord - 5 L3 w 8 ~
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d) describe the entity/aggregation (which metadata elements are required
to determine appropriate representation of records content and structure,

including technical dependencies);

() FEFWARENW (X RBTEARFER LU E P 5 2R
§Ai ¢ pHMRE)

e) establish relationships between related entities/aggregations;
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f) establish predefined events which shall be undertaken on records and

establishing the triggers to enable those events to take place;

(6) it ? WA NTLRATENZ L2 o d 2 G 8T 2 PPHF |

g) administer or resolve functionality, for example terms and conditions

of access, use, disposal, etc.;

(1) FmAFRAS N bl - B ~ FROFREGFEE R

h) document the history of records events, for example use or migration

activity, etc.

(8) wfthFF e > bl S HEEHE

In practice, some of the metadata elements can serve more than one

purpose.
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10. 3.2 Structuring elements and establishing relationships

A set of metadata elements becomes a schema when a logical structure is
applied to 1it. This involves establishing the semantics, or specific
meaning, of elements.
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Semantic relationships should also be defined, i.e. identifying any group
of elements that shall be regarded as a consistent sequence to ensure
that the meaning of the elements is clearly established. For example,
documenting a records event requires defining the sequence of elements
that define which object, which actor, which action, the results of the

action and the date/time of the action.
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10. 3.3 Encoding schemes

10.3.3 %8 2

Metadata elements can source their values from encoding schemes. Encoding
schemes are authoritative sources, including pre-defined lists,

classifications, controlled vocabularies or taxonomies. Using encoding
schemes that are formally documented aids in ensuring the quality and

consistency of metadata values.
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Encoding schemes are commonly of two types:

KLY S NN B

263



- vocabulary encoding schemes that define values with which to populate

specific elements;

- RMBA o LEABFRAELB Y D

- syntax encoding schemes that define structure or syntax of the

expression of the values.

- FEwmBA o TR LH

R

An example of the latter is ISO 8601:2004[2].

fé—ﬁéﬁ%éﬁq%%éLISO 8601:2004 [2] -

In defining a metadata scheme, 1t should be specified i1f particular

elements require the use of encoding schemes. If this is the case, the

encoding scheme, its citation protocols and any related rules on citation

(syntax) should be clearly identified. Examples of metadata elements for

managing records that commonly include encoding schemes are

"classification" or "subject".
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For interoperability purposes, encoding schemes need to be defined with
the same rigour as element metadata schemas. The relationships between

terms in encoding schemes need to be machine interpretable.
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10. 3.4 Rules for syntax, obligation levels, default values and

repeatability

10.3.4 32 ~ A0k &% ~ TR E &7 £ 4 1L RA

The precise rules for the use of elements shall be defined in the metadata

schema documentation. Some of

the specific areas requiring careful documentation are the following.
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a) The formation of the syntax, the form of the expression of elements,
shall be defined where relevant. For example, it is common to specify
that a date shall conform to a particular syntax such as yyyy/mm/dd. Any
such syntactical rules for elements shall be defined in the schema

definition.
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b) In some cases, default values can be specified for elements. For
example, the name of the organization can be set as a default to precede
the particular instance of "creator". Any defaults established for
metadata elements should be established formally in the schema

definition.
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C) Rules about the level of obligation for using each element shall be
defined, that is, whether it is optional or mandatory within a metadata
sequence for each object being defined to contain a value. In some cases,
elements are optional, only to be used if specifically relevant to an
object. For example, date of transfer will only be applicable i1f the
object has been transferred, and thus can be either optional or

conditional on the occurrence of the specific event.
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d) Rules about occurrence. Some elements can be repeated as necessary
and others will only have one permitted instance and not be repeated.
For example, a specific rendition of a record will only have one format.
However there can be multiple metadata records defining different formats

of a record.

BAEALERET LR R s TR -
Fd -t Ra o7yt BaRE

e) Cases where the use of an element is dependent on the existence of
another element, For example, element y 1s dependent on element x. To
have a value for element y, 1t 1s necessary for a value for element x

to be created.
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10. 3.5 Reusing existing metadata schemas for the purposes of managing

records

* 1

_‘_8-

While interoperability is a desired outcome in managing metadata for
managing records, particular care should be taken i1f adopting metadata
rules from other communities into the records environment. Some generic
rules need modification to meet specific purposes of managing records.

In particular, ensure the following.

FIHBL ARG R R TR AR SRR S AR M e LT R
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a) The semantics of metadata inherited from other schemas are appropriate
to purposes of managing records. For example, nearly every metadata

schema will include a requirement for the element "date".

However within the records environment, many different types of date are
maintained, such as date of receipt, creation, registration, action, use.
Our specific requirement for using dates cannot meet the semantics from
other metadata schemes. Careful analysis and alignment of the semantics
from other metadata schemas are necessary to ensure functionality for

managing records is not compromised.
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b) Where metadata for managing records are defined as a sequence of
related elements, as in the case of documentation of a records event,
care shall be taken to always manage them as a sequence, and not to
consider them as element refinements or qualifiers as might be the case

in other metadata schemas.
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¢) Other domain or discipline schemas can identify or contain
"administrative metadata" which usually consist of information about the
schemas as a record (e.g. their versions, changes, authors) for
management purposes associated with the specific schema. This is
something quite different from specific functionality for managing
records as defined in schemes for managing records. "Administrative
metadata" usually deal with records of the authority, changes and status
of a particular metadata schema. In other words, they are often a
specification for managing records associated with the particular schema.
Schemas for managing records also need to comply with documentation
requirements of authoritative data about their development and change.
But such metadata are metadata about one particular record (the schema)
and not to be confused with the generic metadata that schema for managing

records define.
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d) The rules defined by other schema will need to be carefully checked
for compliance when inheriting such metadata or defining equivalence to
metadata elements for managing records. The rules for syntax, obligation,
source, repeatability, etc., will need to be considered. Any domain

specific rules will need to be carefully reviewed.
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10.4 Metadata schema presentation

10.4 2R FHFHEDER

10.4.1 Documenting a metadata schema for managing records

10.4.1 2 g 2% E$M¢IB;£%$?#‘I#*#

Metadata schemas for managing records define the way records are
structured and presented. As such, the schemas themselves become critical
control tools in need of careful documentation and management. In

particular, they include the following.
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a) All metadata schemas for managing records should follow a predefined

format.

el
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b) Metadata schema for managing records should be cited as the
authoritative source of semantic definitions when metadata for managing

records are extracted.

(D) LERFRIFORRTRA FRAFRPTRA TR 55
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c) Metadata schema for managing records should be kept up-to-date, with
careful control and reference to version numbers where semantics or

syntax requirements are changed.

(3) b R®FL&FF G L2k CFHI Lo iR R RN L
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d) Metadata schema documentation for managing records should accurately
document the limitations of the metadata schema, the nature of

compromises made and the impacts of such compromises on functionality.

(4) 3 FZHF 2B FREHE e HAS T2l T8 5T
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Metadata schema should be registered in the appropriate metadata

registries (see 10.2).
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10.4.2 Machine readable presentations

10.4.2 pF+7 F ek m> 30

The requirements to maintain a clear and authoritative human readable
record of the metadata schema are quite distinct from requirements to

establish and maintain machine interpretable formats.

EHREBTFREHAF I - BF YIRS A ETE IO R R 221
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Machine interpretable representations of schemas for managing records
are required to automate extraction and exchange of records across

systems. However, in practice, such representations are complex.
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XML is one such machine interpretable representation of metadata that
1s currently being utilized in records environments. However, the
rendition into such machine interpretable language requires significant
quality assurance to ensure precision and appropriate logic 1s created
and maintained. In particular, the following should be carefully

considered.
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a) Validation: that any schemas represented in machine interpretable form
actually contain internal and external validation that they return the

expected results.
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b) Aggregation: that the schemas can manage the layers of aggregation

and relationships defined within metadata.

(2) Bt HHT IR L PR B L 2R FTHP S LE DM G o

c) Modularity: that any translation of elements for managing records into
machine interpretable modules retains the functionality required for

records purposes.

(3) e ErPEBEREFE/KETPAF 2 PE7BRRPHEEFETHE D D9
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d) Dependencies: that any machine interpretable rendition can identify
and manage dependencies between elements (for example, managing
relationships between objects, or the inheritance of data values from

other aggregations).

OEEEEEEELE LSS NEEEES LR QPR F-

11 Implementing metadata for managing records
15 F R mp @ Fag
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11.1 Introductory

11.1 @ 4

Records as conceptual entities only exist when an object i1s considered
in association or relationship to its context. The contextual aspects
of a record are documented in the metadata for managing records, which
should always be considered as a part of the record, regardless of whether

they are physically stored together with the record object or separately.
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11.2 Storage and management

11.2 & ¢

11.2.1 Centralized versus decentralized storage and management

11.2.1 B9 f At iggegm

When deploying metadata strategies for managing records, a decision needs
to be taken on the systems architecture i1ssue of whether the records
(including metadata) created in a business system will be physically
transferred to a repository controlled by the records application

software or whether the records will be left stored in the business system
that created them. That is, will the records system be a centralized

system or a decentralized distributed system. As with all other
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considerations of centralized/decentralized options, there i1s no one

right answer. Technically either option is feasible.
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In the centralized option, the record is physically removed from the
business system, 1ts metadata copied and both are deposited into a

specified storage repository for ongoing storage. The processes for

managing records are then applied across the contents of the repository,
while the business system retains i1ts copy of the metadata needed to
conduct ongoing business. In theory, this repository does not have to
be the records application software. It could be an organizational data

repository.
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The second architectural model is to leave the records (including their
metadata) as captured in the business system identified clearly as
records and identified as "declared" or "exposed" to the records
application software controls. The storage of the records thus stays
within the business system, while the functionality or the processes for
managing records 1s with the specifically designated records application
software. In this option, the metadata shall be copied into the records
application software, which would need constant communication with the

business system to achieve appropriate synchronicity.
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An option midway between these two approaches is likely to be used in
many cases. In this model, business systems are identified as being

responsible for the point of capture of metadata for managing records,
and a designated records application software would be responsible for

the accumulation and management of records process metadata.
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11.2.2 Metadata repository

Most records application software use proprietary repositories for the
storage of the electronic records objects. This is a matter of concern,
as the repositories are rarely designed with specific requirements for
long-term storage clearly articulated. While standards for digital
repositories specifically for records are in their infancy, standards
such as OAIS (open archival information system) model [3] and the

InterPares Preservation model [7] will serve as a reference point.
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11.3 Metadata capture

11.3 % 2§ 7

Metadata attribution should be as automatic as is possible to achieve.
Manual attribution of metadata should as far as possible be done using
predefined selection lists (not open fields which can be populated at
will). Typically, this is a portion of point of capture metadata, while

all process metadata should be sourced automatically.

Epvanpdi 3 AT EROES - FE L ,Q;ﬁiﬁ?q‘—'mﬁﬁ?
B BB AT AT EDERFE REF A AR AT PE AR c AA L
TERFERFEMEED- NG RA R F P e TG R ERETH

Point of capture metadata "define the record at its point of capture,
fixing the record into its business context and establishing management
control over it. During the existence of records or their aggregations,
new layers of metadata will be added...." [6]. A proportion of these
metadata can be attributed by a user, but as much as possible should be
gathered automatically as suggested in ISO/TR 15489-2 .
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Y "Electronic records systems can be designed to register records through
automatic processes, transparent to the user of the business system from
which it 1s captured and without the intervention of a practitioner. Even
where registration is not totally automated, elements of the registration
process (specifically some of the metadata required for registration)
can be automatically derived from the computing and business environment

from which the record originates." [4]
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Sources of data for automatic attribution of point of capture metadata

include:
LSS SR TR Y X TR R i
a) system clocks for date/time;

(1) $HPH AR apl

b) network log on or authentication systems for details of individuals

and their work units (e.g. "trusted
log-ins" );

(2) T HBL2 21 FEcFEomTR(beE i Emy » 2)hery r» A%H

Py

’
ST

N

¢) human resource management systems for details of individuals and their

work units;
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(3) T HBA2A1 o fdi 4 FRym

d) workflow systems for work process details, business flows, movement

or authorizations;
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e) email systems for receipt/dispatch and transmission details;

(5)  Widfe &2 hfhimFROT IS L s

f) mapping metadata from the "file properties" of the creating

application, or parts of the operating system.
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Manually attributed metadata require greater validation to support
semantic and syntactical consistency and quality. Techniques such as
fixed validation rules can be implemented supporting elements where
specific syntax is required, for example to ensure that dates are in the
syntax format defined by ISO 8601:2004. Validation techniques need to
be carefully considered so as not to accept data that conform to the syntax
but actually mean something else. For example, both European and American
citation of dates can be technically accepted by a validation process,

but one can mean 5th November, and the other 11th May.
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Process metadata for managing records accumulate as actions are taken
on a record and are obtained directly from the processes themselves. In
practice, 1t 1s often difficult to identify the specific values that are
required to document the processes, as proprietary records and document
application software embed these in functional programming codes, rather

than regarding them as inherently part of the record.
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11.4 Creating a metadata record for managing records

11.4 22 28 F A F g 2%

At specific points of time, as determined by the application of a set
of appraisal decisions, 1t can be necessary to create an application
independent representation of the record and i1ts metadata. Typically this
1s done by "writing out" the metadata into a standard metadata format,
such as XML, using the defined elements of the metadata schema for

managing records.
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A deliberate decision point can be implemented at which time all the
metadata associated with a record will be written out either as an

independent record or stored with the record to which they relate. In
practice, this writing out of metadata for managing records can occur

at multiple points in the existence of the record. These include:
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a) at initial capture;

(1) - Bia g

b) at application of disposal processes;

(2) &l * it

c) as changes to storage media occur;

(3) ity d cgp

d) at systems upgrade or change;

(4) t s s X s g pF

e) where there are changes in custody arrangement;

(5) timf % 52 g,

f) for data exchange with other systems (e.g. organization wide

information discovery);
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g) as the object moves outside the records application software

boundaries (e.g. transfer to alternative

storage).
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Whenever the creation of an independent metadata record is undertaken,
the result is to lock a record object and its metadata into a single point
in time representation where further process metadata accumulate
externally to the captured object. Processes involved in the continuing
management of any such object will continue to occur and to accumulate
metadata, but these metadata will remain linked, and not be reflected
within the static i1ndependent metadata object. For example, this can
occur when records are removed to the custody of an external organization
such as an archive. At that time, the further contextual detail and
management processes can be undertaken by an independent archival system,
rather than the system, which managed the creation and/or management of

the record.
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In some implementations, these further metadata can be required to be
"rewritten" for the record object at designated points as defined in the

appraisal process.
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11.5 Registration

11.5 Bz

As identified above, as much metadata as possible about a record at its
point of capture should be inherited or derived from the environment of
1ts creation. Where common office software is employed, a single map to
identify the relevant sources of metadata can be devised, which can then

be applied many times to all records captured within that environment.
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Unfortunately, 1t cannot be assumed that our records application software
will interface with each business system in the same way they are able
to do with common office software. Mappings between the metadata in
individual business systems and the metadata schema for managing records
will identify the specific elements needed for managing records. However,
there are many business systems deployed in organizations. Most are
proprietary and many have been specifically designed to suit one specific
organizational requirement. Standard interfaces between the records
application software and individual business systems are achievable in
the short term, but are not sustainable as systems change and can be
expensive to implement across all business systems within an

organization.
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To achieve implementations that are robust and which will enable easy
updating, formalized mappings between the metadata schema adopted and
the specific metadata within business systems should be maintained
separately as an organizational resource. Metadata registry and
translation brokering functionality is emerging to provide such an
independent service (see 10.2). Separating the mappings from the specific
implementation and maintaining them as a record, allows changes to be
made to the mappings with ease, providing a mechanism that is more
flexible than "hard coding" the translations into a specific application.
This, then, provides an ongoing organizational resource for enabling the
mappings to be maintained up to date and available for dynamic (automatic)

translations between the systems as required.
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11.6 Metadata as control tools for managing records

11.6 2 FHAREF 2R F o412
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Implementing metadata for managing records includes defining the
appropriate sources of business specific values for metadata elements.
Such specific values can be managed in a variety of ways, but commonly
the tools for managing records outlined in ISO 15489-1:2001, such as
business classification schemes and disposal authorities, can be
regarded as encoding schemes applicable to specific metadata elements.
For example, the values to be ascribed to the descriptive metadata
elements "title" or "classification" can be sourced from a structured
vocabulary that i1s the business activity classification scheme; or the
security ascribed to a particular record can be identified in use and
sourced from the set of identified security levels defined in a particular
implementation. The encoding schemes or control tools used are records

in their own right.
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Metadata for managing records will not only contain details of what has
happened to the record (event history), but will also contain triggers
to events that need to occur in the future (event plan). For example,
a planned event can be the automatic change in security status after a
period of time, or the automatic invoking of disposal action after a
specified time. Metadata for managing records shall reflect such future
events and what will invoke them, as well as maintain an accurate

description of the events that took place on the records.
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11.7 Linking metadata

11.7 @ 52858

Most records application software currently available store the content
of electronic record objects as passive or static entities and all the
accumulating metadata (both point of capture and process metadata) are
stored as operational fields in the records application software or data
entry interface. The connection between the record and its metadata is

managed by links or pointers.

AMAREDHEFET FUTELIHFSEDP FRAEEF LT
Lk g A R B ER (AERHAERRTAR) LIHERT KU
ﬁﬁﬁ%”ﬁmﬂﬁﬁiﬁﬁiiéﬁai SRR & Py
d A g e o

F_

P

Links and pointers not only exist between the records object and 1ts
metadata in records application software, but also can exist within the
metadata themselves. Virtual records can consist entirely of links or
logical relationships identifying multiple discrete objects which, when
considered as a whole, constitute a record. The issue is how to keep these
links or pointers viable over time. This i1s an issue of significance in

managing records over the long term.
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The multiple entity data model defines metadata elements about agents,
business and the record itself. The values of these elements can come
from different systems for example, the most authoritative source of
metadata about people (agents) might be found in the network log-in systemn,
or the human resources system. The relevant content can be written into
the relevant field of records application software or managed by a

reference or pointer, which indicates where the relevant data are.

Such techniques are common in distributed computing environments. For
managing records however, the issues are more complex. Some records are
extremely long lived and for that reason, there is concern that such
strategies of linking records and related metadata cannot be viable over
the long term. Links break, associations change and unless considerable
care 1s taken, the record can become disassociated from its metadata over
time. If pointers to other systems are included in the metadata, there
1s an additional risk that the system and relevant data field used to
source the value cannot be accessible for the length of time the record
shall be kept.
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Each implementation shall determine the level of risk associated with
such linking strategies. In some cases, this strategy so commonly
deployed 1in distributed computing environments will not pose a
significant risk. In other cases, particularly those where the records
are required for long-term preservation, the longevity of source systems
and the possibility that links will break rendering the record incomplete,
can be too great (for further consideration of these issues see 11.10).
In such instances, storage strategies such as inheriting the values or
writing out the metadata through techniques such as encapsulation can

be pursued.

FBHFERRF AT BRI MR R  AF B XY L EF R
MAKA VP ERE PR BT R F LG o E T xH Y o A H F o
TR LW EG kR iR mE e TR REERE/ETI REDT L

3
FHELEILI0&E ) « Atk ® 6]Y - 7 R EFET R
2

11.8 Appraisal

11.8 # 2

Metadata for managing records shall themselves be subject to appraisal
decisions. These appraisal decisions determine not only what metadata
shall be captured about the record, but how long the metadata shall be
retained, and when, in relation to the record, some or all of them can

be destroyed or managed separately to the record object.
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Within the electronic environment decisions on records and metadata for
managing records can be made at a degree of granularity not possible in
the paper world. Thus, for example, tailored "point of capture" metadata
can be designed for use by very specific sets of records (for example,
emails). Such tailoring and selection of which metadata elements will
be appropriate is in itself an appraisal decision. For some records, the
risks associated with their creation, capture and management might not
be significant and a set of pragmatic decisions limiting the metadata
to be captured can be introduced. For other records, risks can be greater
and a fuller set of metadata shall be captured to ensure authenticity,
integrity and reliability. The ability to make such decisions on
tailoring is dependent on a sophisticated understanding of the
organizational operations, functions and records required to support the
organizational activities, understandings typically undertaken in the

function of appraisal.
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Appraisal too is applied in decision making on preservation for digital
records. Some records have significant retention periods and can need
active preservation intervention a number of times across that retention
period. At each instance of preservation intervention, an appraisal

decision 1is required regarding what metadata to maintain.
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The metadata associated with a record can themselves be subject to
appraisal decisions that are separate (but linked) to the appraisal
decisions on the records to which the metadata relate. For example, it
can be deemed unnecessary to retain all aspects of process metadata such
as use history for the full retention period associated with the record.
Such decisions should be undertaken with caution and informed by clear
understandings of risk, authenticity, reliability and organizational
requirements for records. However, 1t 1is perfectly possible to select

only portions of the metadata to accompany a record over time.
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At the time of implementing an appraisal decision to destroy records,
a separate set of decisions should be taken on what if any of the metadata
associated with that record should also be destroyed. Typically a portion
of the metadata is retained after the record i1tself is destroyed, to bear

evidence to the fact of the record’ s existence at a period of time.
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Appraisal decisions will also inform decision making on the format and

methods of storage of the metadata for managing records (see 11.10). At
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nominated points, for example, when the record is moved between storage
environments, decisions on whether to write the metadata into the record
(encapsulate) or write the metadata as a separate record to accompany

the record will be required.
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11.9 Transferring records

11.9 # ##% %

Apart from use of records and their metadata outside the immediate
creating domain, records can be transferred to other organizations,
either following business functions or activities, or because of legal
mandate, e.g. cultural heritage. Any change in custody has to be
documented, including the authorization for it and the agents involved.
[t will reflect the history of ownership. The actual transfer as well
as the conditions and requirements under which it took place, have to

be documented as well.
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11.10 Preservation and storage formats
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11.10 %3 & & 5 # 3

11.10.1 General

11.10.1 %%

Issues relating to the preservation of digital objects are being
addressed by many research communities, particularly those in the
archival and digital library world. The issues include decision making
as to which format the records and associated metadata will be stored
in and which preservation techniques will be employed to maintain records

over time.
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11.10.2 Storage in specified formats

11.10.2 # % % ik 5 8

As a matter of policy, rather than technology, some organizations
determine that specific formats will be used within the organization as
the standard formats for records content. One such commonly deployed
format is that of Adobe PDF or PDF/A, which has the advantage of having
published specifications, which will enable future programmers to devise
reading mechanisms, rather than being reliant on multiple individual
formats’ being readable. This strategy reduces the number of formats

being managed to those few nominated as standards by the organization.
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Other implementations have determined a storage standard that
"normalises" the data to its preferred storage format prior to acceptance

into a repository.
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Metadata for managing records are typically stored in a metadata
repository (see 11.2.2). All metadata, themselves, should be capable of
rendition in a storage neutral format, so that they cease to be dependent
on proprietary coding often embedded within the functionality of metadata
repository systems for managing records. All metadata for managing
records should be able to be extracted from proprietary formats to be
stored in the chosen repository format. One commonly used format for
metadata is XML.
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Once expressed in a standard format there is a further decision on whether
to store the metadata record as a record in its own right and/or whether
to incorporate the metadata into the record itself (see 11.10.3). Note
that both the strategies can be employed simultaneously, 1i.e. they are

not mutually exclusive.
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11.10.3 Encapsulating

11.10.3 # %

This strategy requires that the metadata relating to the records object
are written into the record itself at critical points in the management
of the record. It seeks to create a self-contained entity consisting of
the record and its metadata. Once joined with its metadata, a record can
exist 1n any storage or operating environment as it contains embedded
with it all details of triggers and processes that apply, including those
needed to access, render and re-present the record. However, such

strategies need to embrace multiple points of metadata capture into the
record, as the event history of the record is as critical as i1ts initial

capture metadata.
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Techniques for storage of metadata within a record include the notion
of embedding the metadata as part of the record s header information.
Alternatively formal encapsulation protocols can be defined for the

organization. Typically this involves defining a technical standard for
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the storage and presentation of the metadata and the record, which can

also include technical mechanisms to assert authenticity.
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11.11 Ensuring management of metadata over time

111 @R gt a2 Ty

Records and their metadata are constantly used in new business contexts,
including research contexts. Every new use adds new meaning to the

record(s) and therefore has to be documented. Thus new metadata will be
created about every use, the agent(s) involved, the business activity

and the circumstances of use.
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New regimes for managing records will occur over time, and they have to
be documented, thus representing different levels of managing records.
This can include archival management for those records that have archival
value. The activity of archival description can be considered as a

continuing activity for metadata management.
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Foreword
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CIES

[SO (the International Organization for Standardization) is a worldwide
federation of national standards bodies (ISO member bodies). The work
of preparing International Standards is normally carried out through IS0
technical committees. Each member body interested in a subject for which
a technical committee has been established has the right to be represented
on that committee. International organizations, governmental and

non-governmental, in liaison with ISO, also take part in the work. ISO
collaborates closely with the International Electrotechnical Commission

(IEC) on all matters of electrotechnical standardization.
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International Standards are drafted in accordance with the rules given
in the ISO/IEC Directives, Part 2.
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The main task of technical committees is to prepare International
Standards. Draft International Standards adopted by the technical
committees are circulated to the member bodies for voting. Publication
as an International Standard requires approval by at least 75 % of the

member bodies casting a vote.
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In exceptional circumstances, when a technical committee has collected
data of a different kind from that which is normally published as an
International Standard ("state of the art", for example), It may decide
by a simple majority vote of its participating members to publish a

Technical Report. A Technical Report is entirely informative in nature
and does not have to be reviewed until the data it provides are considered

to be no longer valid or useful.
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Attention i1s drawn to the possibility that some of the elements of this
document may be the subject of patent rights. ISO shall not be held

responsible for identifying any or all such patent rights.
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[SO/TR 26122 was prepared by Technical Committee ISO/TC 46, Information

and documentation, Subcommittee SC 11, Archives/records management.
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Introduction

oA

All organizations, regardless of their size or the nature of their
business, exist and act to achieve certain goals and objectives. To
realize 1ts own specific goals and objectives, each organization will
determine and apply appropriate work processes which constitute the

organization’ s business.
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Every organization generates records from its work processes. These
records constitute evidence of the organizations goals and objectives,
of 1ts decisions and of its transactions. To fully understand these
"business records", 1t is necessary to understand the work processes that

generated them. This understanding can also be used to identify the
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records that should be generated from work processes and to manage them

through time as assets of the organization.
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Work process analysis for records is undertaken to determine the
requirements for records creation, capture and control. It describes and
analyses what happens in a function in a specific business context. It
cannot take place in the abstract but i1s dependent on accurate information
gathering and a well-grounded understanding of the organization’s

context and mission.
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This Technical Report is intended for:

T L

- records professionals (or persons assigned within an organization for
managing records) responsible for creating and managing records in either

a business system or dedicated records application software;
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{ﬁﬁﬂﬂﬁmggﬁﬁmAﬁy
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- system/business analysts responsible for designing business processes
and/or systems that will create or manage records.

SR TRV ESRS AR REL N PRI RS ARG ELATAR o

For the purposes of this Technical Report, work process analysis involves
identifying:

N

A

FA P HE R L 2 Py 1 ER A ST N R

a) the relationship between work processes and their business context

1) 1 ®/n42 2 F & 82 B b %

b) the relationship between work processes and the rules governing their

application (as derived from the relevant regulatory environment);

2) a1 ivinARa: HF Lt R (AP M2 R R R AT

3

by
—

N.
707
o

c) the hierarchical decomposition of work processes into their component
or constituent parts; and

3) W1 TEn ARk A fEA @A 2R A S
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d) the sequential interdependence between discrete work processes or

single transactions
4) A1 T AN BB F SR SR G

Analysis of work processes for the purposes of creation and control of

records serves to:

WAL 2 A IO TR ARETL 7 E LT O 0F

- provide a clear identification of records creation requirements,
facilitating automatic capture and management of records as the work is

performed; and

- P AERAL AR NG R . R e E L F A E

- define business contextual links between records, and thereby lead to
their logical arrangement and grouping, thus ensuring clear
documentation of work processes and facilitating retrieval, retention

and disposition of the records based on knowledge of the business,

- REKFFOYETRES BRI FOFEE F M G oo oy o T
EERF RGP A M2 AN YRR R 2 T

A

Work process analysis supports the integration of the capture of records

as the work i1s undertaken.

Processing orders and accounts, payment of wages, managing assets, stock
control or quality assurance systems and contract management are examples
of work processes in which the creation of records 1s normally integrated
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with processing the transactions. Integrating records processes into
automation protocols applied to work processes will ensure that
organizations  records are created, captured and controlled

systematically in their business systems.

IERMEATT T LA EREIUE L bldet TH 2R I HFF LA
FTAARE R GHd & FF LA LI RERIMNE I D FE R 6k
AR B L T anp #0122 2V R Ry F kv

el e kT
RTINS S A -1

This Technical Report describes a practical application of the theory
outlined in ISO 15489. As such, it is independent of technology (i.e.
can be applied regardless of the technological environment), although
1t can be used to assess the adequacy of technical tools that support

an organization s work processes.

AP L P 5] & [SO0 15489 vhIm Gz FE R o Flp > v F e ra M (T
AR T UL RN ) v T N kTR AR PR
MEIOE enig E Moo

This Technical Report focuses on existing work processes rather than on
facilitating "workflow" (i.e. the automation of a business process in
whole or part, during which documents, information or tasks are passed
from one participant to another for action, according to a set of

procedural rules as outlined in Reference [1] of the Bibliography).

AP A RESY G 3 fEUR AR > A bR TR (W iRdg- B ALY v
[T]#r5l2 A2/ APl > R B @i 20 & hitpdi > B4 2459 7

B2 BREEe 2 TS EA) o

a4
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Information and documentation -Work process analysis for records

ﬁgmﬁégk—ﬁ;ﬁl 1Ty 48 4 7

1 Scope

L g7

This Technical Report provides guidance on work process analysis from

the perspective of the creation, capture and control of records,

AP L AL C WEE AR ORE BB FRAELS T gl e

[t identifies two types of analyses, namely

Y R R TR

a) functional analysis (decomposition of functions into processes), and

D# s 245 (#va A5 048) » 0E

b) sequential analysis (investigation of the flow of transactions).

) A AN (BB RSN A)

Each analysis entails a preliminary review of context (i.e. mandate and

regulatory environment) appropriate for the analysis. The components of
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the analysis can be undertaken in various combinations and in a different
order from that described here, depending on the nature of the task, the
scale of the project, and the purpose of the analysis. Guidance provided
in the form of lists of questions/matters to be considered under each

element of the analysis is also included.

EBAFEFM LA SR BF BRI ST AL B FRBE o T
A SR PRE R AT h AT TR B s 2 N A A R
X BT o &F B AT E S fﬁ‘%’%ﬂ&&“%@ﬁiiﬁﬂ%ﬁﬂ#ﬁ%l 0

This Technical Report describes a practical application of the theory
outlined in ISO 15489. As such, it is independent of technology (i.e.
can be applied regardless of the technological environment), although
1t can be used to assess the adequacy of technical tools that support

an organization’ s work processes.

2 WP 5 & IS0 15489 h3im 2 F R * o Flgt o v A Fpwsa M (7
TABYE TGS RERRE)  BAT T Y kR A KL FiiA
ﬁ”ﬁzﬁl—?“ﬁjiﬁé’;l]‘;o

This Technical Report focuses on existing work processes rather than on
facilitating "workflow" (i.e. the automation of a business process in
whole or part, during which documents, information or tasks are passed
from one participant to another for action, according to a set of

procedural rules as outlined in Reference [1] of the Bibliography).

AP FEF LR ERG 3 ERAR o A ERET B (TR - B R
[1]#Fs) 2 f2 B RR) > & @ FERfL2 25 & hINAF i B ok 20 Fh

s

Bz BPEE s FTasLEa) o
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2 Normative references

2 5% AR R

The following referenced documents are indispensable for the application
of this document. For dated references, only the edition cited applies.
For undated references, the latest edition of the referenced document

(including any amendments) applies.

TR H A ke BB AL 2 NG AP P W EE e #
R RERAR AT c MU F AP P PR R AT EY AL
B2 g AR A(E FEPB L)

[SO 15489-1:2001. Information and documentation - Records management -

Part 1: General

[SO/TR 15489-2:2001, Information and documentation - Records management

- Part 2: Guidelines

[SO 23081-1:2006, Information and documentation - Records management

processes - Metadata for records- Part 1: Principles

[SO/TS 23081.2:2007, Information and documentation- Records management
processes - Metadata for records - Part 2: Conceptual and implementation
issues
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[SO 15489-1:2001, ﬁéms’i’v‘}gk - thEF

[SO/TR 15489-2:2001, %émﬁ?v‘[}%— xR ER - 0§ 23 g En R

IS0 23081-1:2006, F° & = k- EEEME - HEFREFTRE - % 130
ol

ISO/TS 23081-2:2007, F 3u 4 % - WEEENE-HEFR2FTRE - % 230

ML & TR

3 Terms and definitions

3 v H A

For the purpose of this document, the terms and definitions given in ISO
15489-1 and ISO 15489-2, IS0 23081-1 and ISO 23081-2, and the following

apply.

[SO 15489-1 ~ ISO 15489-2 ~ ISO 23081-1 ~ ISO 23081-2 r 2 r 7 4 B & 3 2

0PN AT B o

3.1
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documentation
2 gk

collection of documents describing operations, instructions, decisions,
procedures and business rules related to a given function, process or

transaction

MR HH R RS R R NET T AR BREEFERE R

3.2
functional analysis
b A

grouping together of all the processes undertaken to achieve a specific,
strategic, goal of an organization, which uncovers relationships between
functions, processes and transactions which have implications for

managing records

PSR RE RGP BB AT F AR L L e B
B2 B b i

3.3

sequence

series of transactions connected by the requirement that undertaking a

later transaction is dependent on completing earlier transactions

- kAR RESHREE S B R EFEA PR R RIS A RFRET L DR R
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3.4
sequential analysis
R

sequential analysis maps a business process in a linear and/or
chronological sequence which reveals the dependent relationships between

the constituent transactions

BEARFEIRFRSREE (&) BFREDROET > vihG R H R

2Bl 4

3.5
transaction
2 #

smallest unit of a work process consisting of an exchange between two

or more participants or systems

TfEmAEdb ) E o T 5 A BAA B B E AR KR

3.6
work process
a1 1T 42

work process 1s one or more sequences of transactions required to produce

an outcome that complies with governing rules

T ELT Y NAN B EYERE SR D GRS BRI
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4 Undertaking work process analysis

A 1 fEinfeA T ik i

4.1 General

4.1 * %

Work process analysis for records is employed to gather information about
the transactions, processes and functions of an organization to identify

the requirements of records creation, capture and control.

WAL A EAFALET MERE®  mASA L HTR > IBEU A2 K
2SR TN R

There are two approaches to undertaking work process analysis:

oA R F L EIARA §T

a) functional;
1) # s e
b) sequential.

2) i A -

Before selecting either analysis or a combination, the purpose of the

records project, the scope and scale of the project and the organizational
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context (contextual review, see Clause 5) of the work to be analysed needs

to be determined.

CEBF R AN N2 - S AP L H L FRATMEFL RN s PR

L
il 14
M a AR (2257 SHFRKRR) -

4.2 Records dimension of work process analysis

4.2 1 TFiRAR A AT h R

Work process analysis is the foundation needed for the following

processes used for creation, capture and control of records:

IEGRARAFTE N T R A4 W R A kAR A A

a) identification of records requirements to document a function or other

aggregates of processes;

IDEEESTE B RS WR RN U F S

b) development of function-based classification schemes for

identification, location and linking of related records;

2) HE I B AMPAEE o T BN~ T A%

c) maintenance of links between records and the context of their creation;
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d) development of naming and indexing rules and conventions to ensure

maintenance of identification of records over time;

1) % BheB AR IZ R0 ARG EHE RS LN F

e) identification of ownership of records over time;

f) determination of appropriate retention periods for records and

development of records disposition
authorities;

6) bR F WY U E R M F LB

g) analysis of risk management in records system context;

T ~¥ikhE fagY dh g d e

h) determination of appropriate security protection for records and

development of access permissions and security levels.

8) L EMENFFXL2PENZEFEFTHFEIE L 2k &
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4.3 Scope and scale of work process analysis

4.3 1 T® AR A 3T h e T & R

The two analyses may be undertaken in various combinations and scaled
depending upon the scope of the task. The analysis can be scaled to meet
various requirements, 1.e. from a comprehensive identification and
analysis of all functions of an organization down to the micro-level
analysis of a particular process in a single business unit. The scale
and level of detail used will depend on the organization’ s risk assessment

and the purpose of the records management task.

HaANEREEAAEABEAI AT A RANEE REF > LA TR
ok R A TERET L F R E R B T DG e B
Ao BaEgE ] H i T - §EE - BRI RRA
oo A TETR Y R R R s R R MR R DR SRR B AR R

e

P oenm Z_ o

Functional analysis uses a top-down analytical method which begins with
organizational goals and strategies and may descend to the analysis of
transactions. It can be used across more than one organization (within
one or more jurisdictions), within one organization, or one division of

an organization responsible for a function.

HRARYA A T hA Sk v A mH P RE R By 4 T T

PR v T Y- B S BERS REK - BEEN A - P

e

Sequential analysis can be scaled to analyse processes across a whole
organization, across one or more organizations, (within one or more

jurisdictions), or within a division, or a single business unit. It can
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be used to analyse an aggregate of processes, the transactions which make
up a single process, or a single transaction down to the keystrokes,

depending on the purpose of the analysis.

BRAT T UL RPN - BB ERFRY BARS B e
Bos - Bl - BIRP A - BIEEFHEFEE 0T URFEATE DR RA
AR E M H - AR e s A I REFDERTREE

For the purposes of this Technical Report, the hierarchy of terms defined

in Table 1 1s used.

AEARL TR PR 0 B R M ek - o

NOTE Many jurisdictions use different terms to designate the logical
levels of analysis of a function. In some cases, jurisdictions or
organizations can choose to identify different or additional levels in
the decomposition of function to transaction. Both the number of levels,
and points at which they are identified, depend on jurisdictional
practice and on the scope and scale of the work process analysis project

1

1tself. Terms such as "sub-function", "activity" and "action" can be used
but have not been employed in this Technical Report in part to facilitate

implementation.

HIAFREEFETRY A RFRL AL BH A FBER X AR BT
HFRAER T NEFEL T FhAFUBA LB REEFHT R LR 5
B locnBc P R R K BT WRRER Tk B E BT ARE 1 R AR A
AL ERERERAL T 3 B ERBF R TR E AT A PR L

I E o Bl I N ER R E R E s R T

Table 1 - Hierarchy of terms
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Term Source

Function [SO/TS
23081-2:2007

Aggregate of This Technical

processes Report

Process [SO/TS
23081-2:2007

Transaction ISO/TS
23081-2:2007

201 v Fenr i

* 33 % i

o [SO/TS
23081-2:2007

mARRCE W A PR AL

o A2 ISO/TS
23081-2:2007
2 # ISO/TS

23081-2:2007

Example 1 Example 2

(in a university) (in a medical
practice)
Research Patient services

Funding of research Examination,
diagnosis and
treatment of
patients

Approval of researchExamination of a

grant applications patient

Submitting an Providing a

application for a prescription for

research grant drugs for a patien
&) — B =
(~ 5) (F &7 ix)
=iy T kIR A%
G RN Eh A B K
i

FLEF 2%k mlii

FEER LY Bk A & v F

et
LS
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Functional analysis will be emphasized when developing a function-based
classification scheme for a whole organization, particularly to identify
the higher levels of the scheme. Sequential analysis will be emphasized
when resolving issues of records creation, capture and control in a single

process or a single business unit of an organization.

FAAFAILEY NEARERERFRE - BuS R AHDLS LA F L AR
WA ARG R B BAEAITLIEREY NRAERDE - i Y EE
vidh kA2 W R B e

When undertaking work process analysis for a specific records project,

the following questions should be asked.

FPRAR-BEFEOIERELSFE S L FA T E T SR AR

[s the records project concerned with

P EFERTAVB NN

a) a single transaction in a process?

1) R inde® hE H - B & 9

b) a single process in a business unit?
2) R Y EH e E H - g ?
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c¢) a number of related processes (an aggregate of processes) ina division

of an organization?

3) RedknP Y ch- koA (B Ls8) 9

—i

d) a whole function as it is executed across one or more organizations?

1) AR - BA B e TR EFDEERA N7

e) a functional analysis of the whole organization?

5) KBz # i »ir ?

4.4 Participants and validation

4.4 32 ¥ &%

Work process analysis for the purposes of creation, capture and control
of records is specific. It describes and analyses processes taking place
in organizations in real time and is dependent on accurate information
gathering. The participants in the work process are a key source of that

information and an important reference for validation of its accuracy.

g
+

FTHAZ R EEEE IO TARSABARE LS VEED AP ERY P
g4 PRI ENIRATALE - 801 Fmfeant L0 Fa

KRR TIBRPEA YT R 2

V

-
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Reviewing the role of participants in a process (for example, from job
descriptions) also facilitates work process analysis. The nature of their
participation (for example, advice and guidance, authorization,

processing, evaluation, audit) can indicate steps in the process as well

as the point at which the steps are undertaken.

%ﬁﬁﬁ%ﬁiﬁﬁﬁﬁﬁﬁ’w%,lm@ﬂ"Wjﬂﬁlﬁﬁﬁﬁﬁo
B S E A B AeiEe B il BRI CfEPE T g Ak
AP e B R R A o BRATR TR B

Validation is key to the success of work process analysis, to gain
acceptance of the findings of the analysis and collaboration in
implementing recommendations. Validation depends upon participants’
confirming that the findings of the analysis are comprehensive, accurate

and reliable.

HP AR RSP EENE ERPREFEFZRAIAME P T R

%?aj&léi?iﬁﬁé&/%ﬁ&g-% E2d O~ P FEN Y ¥ feh o

4.5 Responsibilities

The head of an organization is responsible for the performance of the

organization and for how the
organization undertakes its business and conducts its work processes.

BHE R HES

1&

iRt s MR R P2 R FE R G FE
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Responsibility for records arising from work processes rests primarily
with the manager delegated with the operational responsibility and

accountability for the business being undertaken. Adequate records are
essential to enabling the accountability, risk management and monitoring

aspects of managers’ responsibilities.

PRFLIEGROFFIFTELE L) pRARARB I FEDTLFENE FEF
%cﬁﬁmﬁﬁﬁﬁéiﬁﬁﬁ%\&%?ﬁui?ﬂﬁ%{m

Responsibility for records arising from any specific work process
includes the documentation of the business rules, procedures and
guidelines which govern that process. Maintenance and updating of
documentation of the business rules and procedures specific to a work
process 1s a managerial responsibility. Establishing procedures that
ensure the work process analysis is updated when there are major changes

in a work process is likewise a managerial responsibility.

LrEFEFER T |F,,,ﬁirﬂ*§7 F.,:;—J g%?"mﬁim iF J_FL# fi}:}?—*’i’#faél@
e A e (AL R LY ERMNE A P R - B RF E
gyt £ P ERUATT TR LA - i
ZHFF -

Individuals in an organization have different roles and responsibilities
over time which should be tracked as part of the contextual information
necessary for ensuring the records arising from the work processes they

undertake remain meaningful.

BEY OB AEER G A RHES BT PR ARSI T D
- MR EE P LT TR A kR AR
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5 Contextual review

5 B AR

5.1 General

5.1 &%

A1l work process analysis should start with a review of the context within
which the organization conducts i1ts business, i.e. a review of the
regulatory environment, and of the organizational context in which the

work processes take place.

ML FIRAEAS AR RPN DY EER B T TRt 1 PR
MR RARBEE ERER -

NOTE For further guidance when undertaking contextual review, see IS0
15489-1:2001, Clause b, 8.4 a) to 8.4 c) as well as ISO/TR 15489-2:2001,
3. 2.

OB R AR - H g el 44 1S015489-1:2001 % 5 & ~ % 8.4 & (1)
1 (3)8 ~ %2 [SO/TR 15489-2:2001 % 3.2 & o

The regulatory environment within which an organization operates
consists of the international and national legislation which impacts on
the way an organization conducts i1ts business, the business rules,
mandatory standards, voluntary codes, agreements, practices, and
community expectations, etc. with which the organization should comply.
The hierarchy of elements involved in reviewing the regulatory

environment include:
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INEECE N
B i RTR SRR AR BANDFE LG BB MR

PHREETHZRBR FRFEZREANZR v PHERGEY
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BT g E K AT

a) statue and case law and regulations governing the sector-specific and

general business environment;
1) &#ipm@t % &3 & 23 % cnf EHRBAPM DX 2 2 E 2682 R

b) mandatory standards of practice;

c¢) voluntary codes of best practice;
3) G ihp TR

d) codes of conduct and ethics;

e) identifiable expectations of the community;
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5) AFH DL MP F

f) domain or organization policy directives; and

6) AF % & hpc i dp £ 5 M E

g) organization rules and procedures.

T) B RCLE SR

For public sector organizations, legislation or policy sets out
expectations regarding the functions and processes to be undertaken by
a particular organization. For non-public sector organizations, these
expectations will be articulated in a business prospectus, mission
statement or constitution that indicates what the organization is

constituted to do or accomplish.

HAONMP a0 R EAR AT B TR F R e e

HELXRP eEa T GEDPFNEREFELMHIHNT ez S0P
Hd R AT E T AR o
Bz *

A review of the organizational context locates work processes within,
or across one or more organizations. It establishes the architecture of

the function or process (e.g. whether centralized or decentralized) and
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the accountabilities for the performance of the function or processes.
[t identifies the framework for situating functions, processes and
individual transactions within an organization, and for defining how they
relate to one another, an exercise that achieves precision through

functional and sequential analysis (see Clauses 6 and 7).

H-

gﬁﬁﬁ%ﬁw%m?uﬁmﬁﬁW§{ﬁ%§%£$wlﬁmﬂo v iE
AnAEEH (F ¢ R A H) ,uza;u‘iév‘iﬁﬁiﬁmf@%ﬁs;—;%f{ﬁp’f%o U RS R e
Y R ARE R RREE T AT PR AN BES
BEAELAPFEIMHEE(FLE 2 &85 - &)

21»

i&

When undertaking work process analysis, contextual review should
accurately reflect, at the highest level, the regulatory environment and
organizational context that authorizes the work process. If the scope
of work process analysis is limited to a specific process, the scope of
the contextual review should extend only to the specific policies,
procedures or rules which govern that specific process. Conversely, if
the scope of the work process analysis encompasses an entire function,
the scope of the corresponding contextual review should extend to all
elements of the related regulatory environment and organizational

context.

FE LRSI  HRRALERB R RS S R RRE S
1A 2 B o F 2 Wmﬁgﬁ*%@WM%#%ﬁ“ﬁ’mF
BARPERT RV R P L BT AOF TR RAARE o F 2 F 1
EimAEA T R e FEMA L > RIFBRRARDFR T RAPHHE I 2R
BB O LHRER DTG 2 F o

Table 2 1ists a number of questions to ask when undertaking a contextual

review.
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Table 2 - Contextual review

Reference
No.

1

Question

What legislation or mission statement specifically
governs the work process being reviewed?

What other legal requirements have an impact upon or
influence the function or process?

Are there mandatory standards or regulations with which
the function or process is required to comply?

Are there organizational rules, codes at practice or
conduct relevant to the function or process(es)?
What are the specific procedures which govern the
process(es)?

What community expectations might impact on or
influence a function or process(es)?

Where are the processes located in the organization
(i.e. centralized or decentralized, across more than
one organization, across more than one jurisdiction)?
To whom is the manager responsible for the process(es)
accountable, and for what key outcomes?

Which participants in the organization(s) are involved

in the process(es) and where are they located?
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9 Jesd fEa A f AR H Y

5.2 Outcomes of the contextual review

5.2 B R TE S

The principal elements of the regulatory environment and organizational
context, in relation to the work process, being analysed, are identified
and documented. This provides the foundation for undertaking functional

and sequential analysis.

PR VAR Ay b O RGN R S

ReEFEF R ERA ST DAA
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6 Functional analysis

6 = it A 47

6.1 General

6.1 & %

Functions are identified in relation to the goals of the organization.
They may be defined as processes grouped together because they are

directed to a specific strategic goal. Functions should generally be
exclusive categories and should be represented once only in the analysis
even though their constituent processes may be performed in several parts

of the organization.

FREROP A FE R BVRTE S - FEhe FF LRGP R
AR o — &m0 B AT g 0 T AR R R A - X KR
Heod Bl A R G R hE S SRR e

NOTE There can be several hierarchical layers within this grouping,
depending on how jurisdictions or organizations choose to break down
functions. These layers can be called sub-functions, activities, actions,
etc., but in this Technical Report they are named collectively

"aggregates of processes".
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AFHE IR FE S FERE RS AAREFL Y v PR AER

Functional analysis is a top-down form of analysis starting with the

strategic goals and purpose of an

organization, identifying the programs, projects and processes employed
to achieve them and breaking those programs, projects and processes down

to the level appropriate to reveal the relationships between them.

P A A - Bd A Tahads o FAd BARK G P RE D F A B F R
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[t is recommended that functional analysis be undertaken independently
of the organizational structure, as the function may be exercised in more

than one location within, or across one or more organizations.

FeaP it PUF NN BERFABEIBER ARSI ARG

6.2 Analysis of the functions

6.2 # 5 & 47
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6.2.1 Basic steps of functional analysis

6.2.1 # il &4k +h &

The basic steps for undertaking functional analysis include the

following.

eEA AR ARSI AT

a) Identification of the goals and strategies of the organization.

1) sl seap g

The identification of the goals and general strategies of an organization

typically draws upon the

contextual review and the establishing instruments of the organization,
its public reports (annual reports, strategic planning documents, annual
accounts) and internal planning and budget documentation such as the
corporate plan (see Clause 5). Any existing documentation providing an

analysis of the organizations function(s) should also be consulted.

~2

B AU G R RS RS B SRR (R
GRECE EREAAPNSFEE L B M BT E(ELET 8

GRS S BN AR LT R

b) Determination of the functions of the organization by which these goals

are achieved.
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2) p e AP kL E R

Functions are identified by grouping the processes directed to each

specific goal. Determining the

functions of an organization i1s a two-way task, analysing from the top
down the goals of the organization and researching and analysing the

processes to group them in relation to the goals and strategies.

Bl M F - B R AR R A RN R A - B

BEEAE 0 A b A T A ERPR EETE A F il P s R

o E R

c) Identification of the processes of the organization which constitute

these functions.

Il o A oA i i AL

A1l processes should be accounted for when undertaking a functional

analysis of the whole of an

organization. Processes, unlike functions, may recur in the analysis,
because the same processes can be performed in several parts of the
organization, or across more than one organization and/or because the
same types of processes are found in different functions. For example,
planning, budget development, management of project records and
information, implementation and post-implementation evaluation of a
project, are generic processes which will appear in analyses of most
business projects relating to different functions. These generic
processes are distinguished from one another by their specific business

context or functional association, e.g. personnel management-planning
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versus finance management-planning. Processes, which are specific to the
function, are described with terms which are likewise specific: e.g.
property leasing (in an organization with properties for rental) or
employment placement (in an employment agency). Gathering information
and analysing the processes may draw on sequential analysis to identify

the transactions making up the processes;
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d) Analysis of all the constituent elements of the processes to identify

the transactions which constitute each process.

SRR R LR IS IO & LT R

A detailed analysis of information, and resources needed for the
execution of transactions typically draws upon the sequential analysis

(see Clause 7).
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The level down to which the functional analysis goes depends on the task.

For example, for records classification or disposition purposes the
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analysis should identify all individual processes constituting a single
function. For records control purposes, 1t should go down to the
individual transaction, or to the point at which records creation takes

place.
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Table 3 lists a number of questions to ask when identifying functions,

processes and transactions.

EREN T RN TR NIl 2 B W S L VA S e LI 1

Table 3 - Identifying functions, processes and transactions

Reference Question
No.
| What are the operational functions of the organization

(i.e. those that meet the unique objectives of the
organization)?

2 What are the administrative functions of the
organization that support the delivery of the
operational functions?

3 How are the operational and administrative functions
related to one another and to the structure of the
organization?

4 Who are the participants involved with the performance
of the operational and administrative functions and
where in the structure are they situated?

5 [s a function or a significant group of processes

undertaken by more than one organization in the same or
335



%

I

=~ W DN | =

© o0 |3 o

different jurisdiction?

Has a function or a significant group of processes been

outsourced to another organization?

What are the main processes which constitute each

operational and administrative function?

How are these processes related to each other?

What are the constituent transactions of each process?
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6.2.2 Outcomes of the analysis of the functions

6.2.2
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For a functions-based classification scheme or for determining
aggregations of records for disposition, a representational model of the
organization’ s processes which displays both the hierarchical
relationships between processes and functions and the relationships

between the processes 1s developed and documented.

FH-BUF R AANSFEAATHFIFERE T UFENE - B
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To support the development of a thesaurus, naming conventions or indexing
rules, documentation of the hierarchy of functions, processes and

transactions is produced.

PAEENL S LRGSR R FE R A WIEH N AR BB
7 Sequential analysis

T ®/E A

7.1 General

7.1 %%

7.1.1 Sequential analysis identifies and maps the sequence(s) of
transactions of a work process and their linkages/dependencies on other
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processes. [t aims to account for every step in a work process and

generally provides a chronological timeline of those steps. Identifying
what is happening in the process is the foundation of sequential analysis.
The aim of mapping a process is to determine the sequence of steps, 1.e.
what has to be accomplished at each step before the next transaction can

occur.
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When a process operates through several simultaneous sequences (parallel
processes), the sequential analysis brings these back into a logical
sequence at the point where they converge. Where more than one sequence
occurs in the process, the mapping should identify both the point at which
multiple sequences converge, and the sequences which are required to be
completed before others can be undertaken. Each constituent transaction

should be identified as a separate step.
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Sequential analysis works on a smaller scale than functional analysis,

1.e. at the transactional level. It is workplace-and time-specific.
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Sequential analysis of the work process establishes

a i’v‘;,ﬁﬁiﬁﬂ%}g}% A g odeiE 2 o0 T O3E P

a) the routine performance of the process,

1) ;mfenp) (7% 2%

b) the most frequent variations, and

2) B F Lehgd o U E

c) the identification of other variations (less frequent or exceptions)

which require non-standard (unusual/non-routine) intervention.

EwH s FRALE (DALY RD) A DR (FF LS A )

For established work processes sequential analysis compares existing
chronological sequences against requirements identified during the
contextual review. For the design of new work processes sequential
analysis provides the opportunity to document transactions in relation

to their contextual rules.
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7.1.2 Sequential analysis can be applied to work processes that produce
records that are filed as correspondence- or case-files, and the analysis
may be used for the handling of these records and processes in design
of templates and standard routes for tasks. This has the potential for
the development of office automation systems, for example, using

workflows which integrate the management of records with the work tasks.

Hence the sequential analysis should

7.1.2 AR AHF* A2 208X 3P mRfl » &8 AR T
EA N R TR BT R B B TV Y MR RS E
Bde it s b N AR FR AL FEHPL RS o TR 0 FAA

7 RE T AR B

a) identify the triggers for creating the records of the transactions,

1) el &2 & &A% g a gk

b) link transactions with organizational authorities (i.e. authorized
officials within the organization and/or documentary authorities, e.g.

legislation, policies),

2) B HRAFH e RBEE (T TEEPRREDT R E (L) 2 BB Ao E

c) establish what data about the transactions performed by the work

process are created, modified and maintained, and

3) ExF M 1 IERAENRFARERTEL s Brr Rk T A 02
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d) determine the content and metadata elements of the record needed for

documenting completed transactions.

4) AR ER BN RN FERATHE A

7.1.3 The principal elements in a sequential analysis are as follows:

7.1.3 AR A 479 chid & ~ % 4T #f7] ¢

a) identify the sequence of transactions which constitute a process,

DEE R T B T

b) identify and to analyse the variations to the process,

2) Wu X A infeng R o

c) establish the rules base for the identified constituent transactions,

and

3) hcuihim A BdaE i LB o0 oz

d) identify the links to other processes and systems.

4) #owr H o R R kMg B oo

341



The order in which the elements are undertaken depends on the nature of
the task. Any existing documentation providing an analysis of an

organization’ s sequences of transactions should be consulted.

AR EEALRERDATA L E PR EEE BB R AT o
W~ e

Most work consists of a number of processes which are interdependent,

1.e. they require inputs from one process and produce outputs for another,

they should be completed before the next process can start, or they draw
data, authorization or materials from pre-existing sources. In some cases,
there 1s total interdependence between steps in a process, insofar as
that one step cannot begin before another is finished. For example, a
step that involves delivering an instance of staff training cannot take

place before the content of the training has been developed.
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In other cases, the sequential dependency may only be partial. For example,
determining staff training logistics (e.g. fixing the date and location
of the training) could begin before development of the training content
1s completed. In other words, although a particular step in a process
(step B) may depend upon another step in the process (step A), work on

step B could begin before step A is finished.
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7.2 Identifying the sequence of transactions in a process

7.2 Bunfed B # R A

The first step is to map the sequence of transactions in each process

at the appropriate scale.
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Table 4 1ists a number of questions that should be asked to identify the

sequence of transactions for each process:
Fow A BEE - LR PBR E R ST SR R R o

Table 4 - Identification of the sequence of transactions

Reference Question
No.
| What initiates the sequence and how is it recorded?
2 What information and other resources are required to start

the sequence?

3 Where do the information and other resources come from?

4 What triggers the successive transactions?

5 How do the participants know each transaction has been
completed?

6 Are there parallel sequences at any point of the process?
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7 I[f so, where do the parallel sequences converge?

8 What are the key conditions, which should be met to

authorize the sequence?

9 How and where are the decisions and transactions recorded,

as the sequence unfolds?

10 What concludes the sequence and how is it recorded?
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7.3 Outcomes of the analysis of the sequence of transactions in a process

7.3 nAed B &R 72 247 %
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7.3.1 The initial sequential analysis identifies and documents:

T.3.1 A4 B A 457 2L u 8 e de T £

a) the basic or routine pattern of transactions in the process.

1) Az ® chB & el & & 67 050

b) the records creation processes, and

2) ¥hEx A A iAo A

c) the critical transactions which are required to be completed before

the subsequent transaction can occur.
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7.3.2 The sequential analysis identifies and documents the dependencies
of the work process, which include the inputs from other processes whether

information or other resources, such as

o
DO
“‘1(\_ 'EF\
hr
3
—
N
3
L
|4
1\
q4
&
=
‘;1‘\
=5
e Dl
f<o
S
o
)
o
F-
e
<k
oy
N
(‘E
ud
=
B3
S
f<o
3
>_L

a) information about the delegations of authority,

1) B LA R F
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b) formalized procedures which identify points of records creation,

capture and completion,

2) * UBEBEEIAL R FERIFLODNERE

c) identification of metadata elements, and

3) WU BRFRAL 0 2

d) auditing or monitoring processes which require recorded evidence.

4) FEP R E IV G R A e SR I R A

7.4 Identifying and analysing the variations to the process

T.4 #muld hsinfpa g B

Many processes consist of a routine pattern and variations, which occur
when changes to key elements force change on the routine. It is necessary
to i1identify the variations, and why they occur, to ensure the system for
managing records also captures them. This element of work process

analysis 1s critical to appraisal of the work processes to determine

records capture requirements.
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Table b lists a number of questions to be asked to identify and analyse

variations to the process.

CAE 11 B L= NS - QAR COP A s I L VAR B A e A

Table b - Identification and analysis of variations to the process

Reference Question
No.
1 What conditions are attached to authorizing and/or

completing the sequence of transactions?
2 What happens i1f the conditions are not met?

3 What are the procedures that identify these conditions and

any variations to them?

4 Which participant initiates or triggers the variation to the
process?

5 Who authorizes the transactions?

6 What happens 1f the authorizer is not available?

7 What happens if any of the information and other resources

and systems needed to perform the process are not available?

8 [f the work process needs to be re-routed, where does it go?

9 Are there other ways of performing the sequence of
transactions which are sometimes used, and if so why?

10 What events can prevent the process from following its
routine pattern?

11 What is the response?

12 Are there established contingency procedures covering
situations where something goes wrong?

13 Who is accountable for dealing with breakdowns in the process
or complaints about the performance?

14 What information or records are generated, stored or
transferred to other processes 1f there are variations in

the sequence of transactions?
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7.5 Outcomes of the analysis of variations to the process

7.0 AR R L 72 %

The analysis identifies and documents the common variations of the

routine process.
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Analysis of the routine process and variations can be used to develop
a template for the normal sequence and the most common variations. The
creation and capture of the records of the process can be built into the
template. The records of the individual transactions of the process need
to be assessed to ensure they remain meaningful as they move through the
sequence, particularly 1f the route takes the process and the records

beyond its originating business unit.
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Operation in a purely electronic environment depends on systematically
recording the i1dentities of the users of the organizations systems on
one hand, and on the other, recording the roles with their delegated
powers and user permissions in the specific system. Control of the records
generated by the process needs to take into account the need to record
changes to the users, synchronized with the record of changes to the roles

over time.
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7.6 Establishing the rules governing the identified constituent

transactions

T.6 = P Y he s B g

After the sequence of transactions has been mapped, the reasons for each

step should be documented.

These can vary from reference to legislation, to organizational procedure
manuals, local practices and audit requirements through to the

requirements of the computer application being used.
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The reasons for each step should be documented from a number of sources

as follows.

ek AL 3 oy SR T KR

a) The organization’s existing procedures should be consulted.

Do

\\\?{r

T ERPEG RS -
b) The participants in the process should be interviewed.

2) w i L ey o

c¢) The manager or supervisor who is responsible or accountable for the

process should be identified and consul ted.
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d) If forms are employed to structure a process, each element of the form(s)

should be analysed to establish its purpose.

) FRP AR REZNENGHEORMCFALITERDE FAFNES LD S

e) The audit trails should be analysed to identify their contribution

to the sequence.

5) & A AP AL T A L

f) The legal requirements specific to the process should be examined to

document the corresponding elements of the process and identify any

gaps.

6) @ AL iR FRFEF Rus P Bl B F 0 Hnld e

Table 6 1ists a number of questions that may need to be asked to establish

the rules base.

22 B TR R

Table 6 - Establishment of the procedural rules governing the sequence

of transactions

Reference Question
No.
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| Which transactions are included to comply with the
regulatory requirements?

2 Which transactions are determined by the means of the
process (technology deployed, physical and
organizational arrangements)?

3 Which transactions are taken to access the information
necessary for the process?

4 Which transactions are needed to get and record
authorization and completion?

5} What are the transactions for monitoring progress and

outcomes?
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7.7 Outcomes of the analysis of the rules base for transactions

1.7 BB R b oiir s
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A1l the rules are documented in the authorized, organizational

procedures.

& ¥ e —‘«ﬁiﬁ%ﬂr Hoge s 2 .

This element of the analysis uncovers the evidentiary requirements of
the work process, which are essential to appraisal. Where records capture
has been integrated into the work process, the reason for each transaction
should be identifiable from the record created, e.g. whether it is an
authorization, verification, a performance indicator or sign-off to

complete a sequence of transactions.

LA A AR L ARG L’xﬁﬁiﬁéiﬂﬁiﬁo%%ﬁ”%
SR LT TR ¢ o B T A iR kSRR E BB B o )
%ﬁﬂﬁi@éﬁ%‘%ﬁ‘éz%%é&?&uﬂﬁﬁﬂﬁﬁﬂ°

Where records capture is a separate step in the process, the reason for
the constituent transactions needs to be recorded in the formal

procedural documentation of the process. This element of the analysis
identifies gaps in the capture of evidence for the process, which should

be addressed in a review of the records capture requirements.
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7.8 Identifying the links to other processes

7.8 #ug iz gy
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This element of the analysis identifies the inputs used by the work
process, the participants, the information, or other resources, the
technologies and the timeframes. The analysis moves beyond the specific
process to examine its connections to other processes (within the
organization or across one or more organizations) by which the inputs
are provided to it, and by which it delivers its output to the organization.
To do this, it draws on elements from the functional analysis as it
identifies links to other work processes, and identifies the impact of
this process elsewhere in the organization. This analysis supports

accurate costing of the process to the organization.
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Table 7 lists a number of questions that may need to be asked to identify

links to other processes.
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Table 7 - Identification of the links to other processes

Reference Question
No.
| Does this process require input from other processes?
2 [f input is needed, what is its nature (information or

other resources)?

3 What records or other information sources are accessed
to undertake this process and how are they modified by
the process?
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Does the process involve more than one business unit,
organization or jurisdiction?

[f so, how does the process involve other business units,
organizations or jurisdictions?

Does this process produce output that 1s required by
other processes? If so, what is the nature of the output?
Does this process modify records or information/data? If
so, what 1s the nature of the modification?

What information or records are generated, stored or
transferred to other processes? Where are they
transferred?

What other use is made of the records or information

generated by this process?
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7.9 Outcomes of the analysis of the links to other processes

7.9 22 B nfed s 47+ %

The relationships between the specific work process being analysed and
the rest of the organization(s), specifically the inputs required from
other processes/systems, the outputs from and the records of this process

are identified and documented.
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This element of sequential analysis is critical to
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a) appraisal,

1) # T

b) the identification of aggregations of records for disposition,

2) #EAEREM DGR

c) the development of business classification schemes,
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d) the identification of redundancies/duplication of records generated

as part of the processes, and

N

b

4) Bw[I A GRARAT A A 2 A A M AR

e) the development of metadata schema.

5) #ER2BETRER -

8 Validating the analysis of the work process with the participants

8 & 4 - Aem P TAAs AT

8.1 General

Validation should confirm that the analysis is complete, that the
functional analysis accounts for all the relevant processes, that the
grouping of processes can be verified and that all l1inks between processes

have been documented.
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To ensure that the data gathering and recording have been accurate it
1s 1important to validate the analysis of the work process with the
participants. As a check on i1ts validity it should be scrutinized first
by the participants who provided the information and then verified by
others who also perform these duties or similar ones elsewhere in the
organization. Where appropriate, the process, or elements of i1t, may be
performed in real time to provide additional verification of the accuracy
of the information gathered. Validation is intended to be a confirmation
of the work sequences and transactions, and assumes that the organization
has already accomplished the optimization of its business processes.
Planning work process analysis, should include determinations about how,

when and from whom validation should be obtained.
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8.2 Validation process

8.2 = frinAr

Table 8 lists questions to be asked to validate the analysis.

FANF N EHP AT T R R R A

Table 8 - Validation of the analysis of the work process with the

participants
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Reference Question
No.

1
2

I B

coO 3 O |1 B~ W DN

Are all necessary transactions in the process included?
Are the documented reasons for each transaction accurate?
I[s the sequence of transactions and their relationship
described accurately?

Are the variations to sequences identified and documented?

Are all processes that constitute the function(s)
identified and documented?

Are the links between processes accurately identified and
documented?

[s the context within which the organization conducts i1ts

work process accurately identified and documented?

Do the descriptions and terminology used reflect

organizational usage so they can be understood easily?
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8.3 Outcomes of the validation with the participants

At the conclusion of the validation process, the documentation produced
during the analysis is signed off at the appropriate level of management
to stand as the basis for whatever records actions the analysis is used
to support. Whatever mix of elements or type of analysis is undertaken,
validation of the analysis with the participants is a vital, concluding

step.
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On completion of the project, all work process analysis documentation,

including diagrams and models, 1s consolidated.

AL B R FRAZ N DT RS T o A H - A o

A summary report consisting of findings, recommendations, and action plan
for implementation 1s prepared for the appropriate business managers and

records staff of the organization.
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